linux 접속

/root 에 keystore.tar 압축을 푼다.

tomcat/conf/server.xml 파일 수정을 한다.

<Listener className=”org.apache.catalina.core.AprLifecycleListener” SSLEngine=”off” /> <!-- 수정 -->

<Connector ~

redirectPort=”ssl port” <!-- 수정 -->

enableLookups=”false” <!-- 추가 -->

/>

<Connector port=”ssl port” maxThreads=”100”

Schema=”https” secure=”true” SSLEnabled=”true”

keystoreFile=”/root/.keystore” keystorePass=”funzin” keystoreType=”pkcs12”

clientAuth=”false” sslProtocal=”TLS”

/> <!—주석 해제 후, 수정 및 추가 -->

tomcat/conf/web.xml 파일 수정을 한다.

</web-app> 끝나기 직전에 아래 마크업 추가해준다.

<security-constraint>

<web-resource-collection>

<web-resource-name>Protected Context</web-resource-name>

<url-pattern>/\*</url-pattern>

</web-resource-collection>

<user-data-constraint>

<transport-guarantee>CONFIDENTIAL</transport-guarantee>

</user-data-constraint>

</security-constraint>
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