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1. Open Redirect Vulnerabilities
   1. Mô tả
      * Open Redirect Vulnerabilities cho phép kẻ tấn công điều hướng người dùng thiếu cảnh giác đến các website nguy hiểm.
      * Kiểu tấn công này sẽ đánh vào lòng tin của nạn nhận. Dẫn nạn nhân đến trang web nguy hiểm của kẻ tấn công.
      * VD:

Chúng ta có một trang web http://example.com và trong trang web này có một liên kết như:
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Liên kết này là một trang signup (đăng ký), khi bạn đăng ký, bạn sẽ được chuyển hướng đến https://example.com/login được chỉ định trong tham số HTTP GET redirectUrl.

Điều gì sẽ xảy ra nếu chúng ta thay đổi example.com/login thành attacker.com?

<https://www.example.com/?redirect_to=https://www.sub.example.com>

Bằng cách truy cập vào url này, nếu được chuyển hướng đến attacker.com sau khi đăng nhập, điều này có nghĩa trang web này có một lỗ hổng chuyển hướng mở.

Điều này xảy ra do kiểm tra chuyển hướng không kĩ càng trong back-end.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAXUAAABtCAIAAADRbWbdAAAAAXNSR0IArs4c6QAAHjdJREFUeF7tnQtcVNX697cgM1xmUG46OKIiUIimowVqoB2xEqIo8BjiDTOhDMoLvSoVgofOQTthZHBSqHQsAyxBURCOiIVQwHRwtEJ6BRFwZFQuyQwCg9B/7T1XYG4bZgaQZ33mU+Pm2c9a67vXPHuttdf67XGubosxSEAACAABPRAw0oNPcAkEgAAQwAlAfIF2AASAgL4IQHzRF1nwCwSAAMQXaANAAAjoiwDEF32RBb9AAAhAfIE2AASAgL4IQHzRF1nwCwSAAMQXaANAAAjoiwDEF32RBb9AAAhAfIE2AASAgL4IQHzRF1nwCwSAAMQXaANAAAjoiwDEF32RBb9AAAhAfIE2AASAgL4IQHzRF1nwCwSAAMQXaANAAAjoiwDEF32RBb9AAAhAfIE2AASAgL4IQHzRF1nwCwSAgP7ii9GkWbbTzIEwEAACY5cA6fhiYmvt9YyT33POfp62TDM14Iwn2JhRx41dslBzIAAEtIovVOuJM2wIVkaUaZN6q0prcs5XFzSYLJhF0+p8wAwEgMCYJGBsa+egruJGJszZU592xO7Utd/vxrC/elrvdT7oIUINne5sIbreKPoLM3HxYjIwkzkLmLNd6NYPH/Du92KYsc00mvGDv5xYU1iutvZ/Cepa0UGM5uSwaPJflq5T3R+3cbTqvsMXicYkd6g0EBgLBNT1P1C3ZfHSaU6iOwU/3ql/0IeGOXPyMqfeK9eEeMzAk6m9ZXvxxeqcn9vMXW2YxuKD1Gm2vdySmzmFd7qdJ06SOpgwiXqn9EZOQV292eTZ9jCCGgvNDOo4RgmojC/UqfbPzqXyymuK/n9X11996dCtFjs95Fy6U98hO95ZX9uJ+jeYUHjrgYXtRPHxrtob7fi5D3u6x2GSmINMePfvPkRdoe5bjV1WVtQxCh6qDQTGAAHV/Zee3u7x1AkWygyoRsZN7cRwR2kyMhmvLTmT8TCBoy0rsAMCo46Ayp93V+Od/5Y0Gz3u+DyLbt7Pqqn5v5WdqqpqPK63G3VPtEnjxnU/VBmltHEANkAACIxkAmq7Dx3tV4prOQKalzfTzUpuSXOc8vyT9L4DG8qECYQBjWZPud/Yoq7KVDoFf249zmQqw6Txjso4NZKpQdmAABDQhoDG4Ulva01jwU+tTd3yjoax8XgT8/Gmfdx3Y1aTn3/W+aXF9KYrLXf7zdf0LUg3ZrZgKVpBM92+hVfZpE0hwQYIAIFRSWCcq9viIRccPZ9mYJcbrrdr9oSeT7tj/Is1+FwwJCAABB5tAhr7L4929aF2QAAI6JGATuJLz/07wvvazel2twkb24j1eZCAABB41AnoZHz0qEOC+gEBIDAoAjrpvwwqZzgJCACBR50AxJdH/QpD/YDA8BGA+DJ87CFnIPCoExim+BKbeunwyked7aisX0zmyZS1o7LkUOgRSGCY4sugSUQllxWfKSvN52ZuH7QPfZ8YxU5PCpVnsvmrM9xze3z1neso878y5cd8bgX69A9n7yZ6Zn+gTrhMu4paJaUy18lNjd5P9syLp2t37rBZvRI5Jy/DPS9TKQGbI6cXJCzrU7aYTDHD/KzYYSuz+owNHl8c/BMyz3D9p9Hdw7iFqfGrncmBiQ9f6PXSwrx6bc8K3ZOVEKytsY7sKHQrJlPuq7m1RfCnoFlHziVu9FAv5qo9WcX5ATNoHtvyL53YHeSmrsReW/fnFOdzOehzMivOX1xdvLmXnsFvAPgnOQrDor4hvqP7QUW++HhOor/Ur7A8YQVrwcqw430z0s3qBSOLSXSG3HFvc2uHsFW7NRRaX6l12x7bq9P7xqmE33yCOF9VyHUJFMqiZKfe3kAEcEXWTa1LbHBDQ8cX38g1yymcqJx6ASdldVoNRhXqt8pMB0dHhWam38yUe8+KDFkS/Em5brPWfb2WRYV5Usr2nbspLE8MZ/+BUQWqS7x2f3wwoyopnOW+wi86n9vE50lta/Newm8A+Cc8HsPi1xHfP+MKsPpc4rjftmz1JOpbOwStXbqlhbwd+qDi7x8p/d0OPivGDLtpUwZ/OskzO1vaOoU3SJ403OaGji+WFJOuP/lXiXtUVeq+KDYf/xabKhvvbDh8Ujo145909gy3OHFHSFwOfgMkPS+A3zx9pmEO3vid81zcBglrxoZEdhl+4yXu0mrV+5AHbgU7YVV4OtGZl/RCHVbiBUMeStkpWz0kXsX9Mk5+2Y/Js+S9+/B08d37x/3S3JG5inopdYt5RH1zUlLas/sjFuG5qajXEJsSnWIsEtRfI/abVn8Rve9YgyqHjJiVrC5OWmR6NbLg5aXs/VSXwfPEhxVrkxXu1Z72x79bnPch/VU0dsj0LPx66qvicj1udfjo4sLMxYVfO79PYEHJftHkI9+igwuz463kYyHkAQ06vltcmCgWeSXS+pnI2/Fw03fiFxSe9pT9aeGamdnIZ+bi7AS7VyykxhZm8clP4nkhzwk2L+CHrQ5nuD87DZvu445GNN/vVDege/WDBbIRHxr9HXmdcKuqXiovY0fk+sqYOm2ucjA+9jw7Iobkho4vGenFt51Xpi9DcpoUhTGEUmrZES8W1po7BQVaX9iZUo5upyR7zvjNE42kGgrxW6hv9DFxJqG7w58SZoSsYAXuK6Z6hkb6qLli8euOlgusvbZ48JJC8F4o3r9m7Pho4zzeUT906/6cPys4ZAcRoQJ2rlluXBIVuGLhluIu+VsTkldL7t6KmSitlwq3iTuCbCoPoG6we3hSUQ2vFPejvF7Kq2F2xHnRtbnSjzPzNZW1zT5WxHdcl/zsJIxqrr7H58m0Ed74JU+blq4Dm5LGtXmtlJmPvWxVF/NZnbAHIwRVKfHvOlMucbwDf476YfyS1+2J3zzlnbAZlKL/rQ0siyzqpsjyRh6COD55rX0K8/UNNAyx8XRd2Fi5NrsZ6yEimrv9/3uZUhT1s3cgp8h4xro3JT7ejJk7v706KvBn7/WXc39+cBk3bX0jiFNQj9XlcdCIZjA9I+X10gEwDKNbInEDmZ6bTlwO1omh4wtW9EnApuSC2yI6a2PO+cQdSzUWnHL7ctyBoprivDPn0jUaazbY8JSD6PfCA5UY1nAx6WqL7WxPTSNoiuh6duR3/KuF2VkFyL+/h3NL+ZGTaETAY6eVNzFcvdHBZctdrWov7zuH7vmVaTe0mmvpVy+lbv1951pVFURn4F2J6oyPUrI016+fRcdr1aWzrko/1bwjqj0Ux4aGJBTzemjztrALvgrzUmk5zQ71DfBQuyzpvHh+MTVGauzoL5lx1PHzQYv2y/GCshvNBZl3T6G8WDYulvcufYkXouxLXrXlhPmor4EO2ty/fEjUiGHXzwm1uQiUnqbTBzsbubxTufeRq+VL7WjXeR//gb4+/LjwHm36BHu8XlYLH++4/O39MvS1XXTo+w7kX2epX7104zdl9aoQP99/nNONtyF5MXh8QaWtzN77R4uAc/KcwGnDljBNxRfeu47GUNxj8UfJ/7qU+Ha0o8mO8npEGIVip6kETY0nkUlWUvIxvPtgQTVmLP+P+Fe0f/kUmp0jOmhNoQjv1Wpy1Ofv/eql1K0JZixsI0aQhklV6Z9caxaWH78ocFsZEakqz9Y2JMaMSxRejHgOzS/mKda7NhufcUSfJW/g0HSW2oT1aHd+XcfBbKL7YmVMMWWuQ+Ma/DPXzdTcGo1T0cG2Dq1n/omiNXecQP/9n+DgBbz/YmM2nvLEXMKnZ+HrTIoVdQluhH4jomauzqrSx1G/eukqkwb5jJiuXA7Oz3DEF0lJm6Ou8rEpTgoTE4OrArmzau/JZ5SZxhRM0F5FzgGy5l94S/IrQj+kgFh0pBvrEQeaoSTlbi2HND2t/fhIoeT8fdzbGPMxVQuUuE1/0phurKFUdajnoiDTyfvm5RJvyaci8iIKAhhmaTZtCK5FPb2iX69KfZZ4r7+FRx8MhR6KzbBWdwh1GuZTDRxfGBv+k8qOXEbMvFB2ODO6GmrwaREB6kfQ8ZlSh2XzmPL+hUo2qF9sRsc78A4MDZM411sEk6ZHoCkSB2dXYqLk2C8NlNneO9DDV4dlEXOtm6rLSU5Opl36w9rjtWBXPHfWhhDxo9ns8psix/m7UZGYPrtZg3mmoNxt8XWh69LdvnjJnQM2+cvHLAPqpYKV1uMjh5UpJxJ3+BDBzDxs1iQRr1JVB4SbUVpvuyhUPLZl+tCHYVVJyd3f2+yWhFLw8YsNZd1SQvC5pLW+fcL8UPz78lA7YmhDLp0quCN0Yb7/BH6Wy5MWrzwuPv3+77VmswMsXNBXC6NXl5vKPNc3ddg70tE/7W2M1GTX3PGQYkqU0IbuInuNhuqioTCH7HG3sglmcvUIY6NHCmNyfpd/4WKNpd/uHD+0/mVjwERuclQKji6hsJjq/lnxmUvsjfQ/ZfNw6DmLtyNG83j7TDpaSqGY2HnFPe5J6AlO2u4A9eiPn8y96bAZrcvI/CR+iydum7ov+RdaEBsd2e0lyIvdpm6eMuqbjR50zNFHcdUG/8DOo1eYa9JR7plxG55xEPdavog5Wm6+DBUpM9Lq3m1ZmYjnR2+z6HRWOPryTTjxB6X1Uu722IdJGQL3eFR+TvKOQE+W9EEJNrBe5JrgAOuGkgt/WATEsQMcaB5hK+i/HI38VKXH8g+jky/TAhLwZ3A5sfMEHO5VqS1iJV3/wk5aPcQyEaej5yw+Vpilw6aMme/I/YmiPq4WeT55HD3TSZ2znGVC/Lzb//klj+q7sDDTfYutUD5LIn5+hJxMc0bPeo5HEsqL62duWmCGHzlk/4rMLafx36dFC/fiz48Ov+0wf6r4D70fx/32u63bYfxZlfu6FyzmS+1PfFdbN3UOKsPxQ49tUr1c6ML3DXUzXfMynszeZydslL7vS3m9cNenMuvqphNuP5pMDNDIpuYu9HyfakL2NH3YD5M+A9ofYJ+n4yG6PvCMPZ9ofwDz5IA1b7rngNbvrsFSDJCR7os+0jyiZY2sq+JxujghtmHMkl1+73GHvaiPRHxBy2f8+467b+axAj/RHi5adLPDvc+4DC3/G5vhr2982Z5V4dN3Wqk+a0HoXu3JqrTEfwOob4heh1We8MhEGbSE33V6nyo3575c9bEOcCl3gSJLwAz8T2haXR5f/OIKouingrclqVzBpLcCDXA8TPHFcBWEnIAAEBg2Agae3x22ekLGQAAIGJ4AxBfDM4ccgcBYIQDxZaxcaagnEDA8AYgvhmcOOQKBsUJgzMYXhm9cak6ius2NY6UJ6Lie6MGQfDuSjn2PXXfBKZnabNYbcYAMHV98P0hM3y9TGBoijnD2ubjNg/LhFRsX69mSkdB3cd2yqdmnXd8dlEPdnOQ7I+/0nL0s3TjT4GXYK9u/fMRaxGIkiDGCw9PquKy07fINsaGJZRXpCX4GuF5px65aBMXu36BWTsQA5SCbhaHji52DA3OirlYWUiwna9ofoJTHou2RPpTi2F39JU6kSytlJykqd5Alq9ae8u6e6e8OjCNNXc1tnYK+QgI6zVfB2YDKDj0jr62JBRy0qmVaAOdMzuEwYluD9onQsvAq1HqX6LKYrxJjDPHbVqiCMcV2CkO+IfZOS5OguU2bndraY/Dbzv5KIYRJTyyOjU6+7hz+4UZNqiba52QIS0PHF0PUSVMeG17zmlKZF1k0wK6ko7mzs0XT6br4u7G9i4291QBPnMa166s/1kpDaMil0H1lwyLWOTV9gxRz6rMCDxTfNRHod32XNdMJ3auGzGEoDrL/4fdM+F5ClEdnaSJjppNCCJP75R/7sPi22zKxxthoScMSX1ySzhKabOfl/T2vncmX+mvKecacOEkovOaXnZNItyGsYplYLufMpW+c5TvrlIq/ITFwtEFmvz+SgMPlFCSS4P5eLpQqTpqyK9T8WtDNrzReOply2rduCQHEvjUi4dJnSCQN7VJBx/0JsG42hJwarnv2/R66ZN8Kvh1mznxLs/lv4tJnhzdKTn8nHv9nYT8NZ2V5oV7V93vsEpKfxPXcvpr6qnwXnNH7BxcXZsx4U2MVcAPtKquVK7ERkpho510m+kUNF+Ojk4vxb2gFsHS8s3b/JamOn3JhQO3zWh2XU4y2huF709CQKv0DyR5zJpI6FKsCI2nnVWo3nitvG5iydogR/TK8yeW8KPcplhbuJ6uool4yyUS8WyfbpIqXFgnN4UKIJ7Ni8anAIKSsKNutVpwc068D2JBWdZvh+qwCptD9lypQC++r+q09Rv1bDkN8oc9zEiSFL3SPvvCQFRBCVNE/LjaQUhCJVNqiC8bLNOVKMv4dh2Ti0MFCEStog3jWxgeXib24z8/9pdAfu5FMF5GUi79h8eHJFUJbzxCvO2y/7HpCEgklJ7uJoq7Bj0GM3n/HlVaBRNJ+fuPrdpc1M94U/7yR9Nnfab8nIOmzn984xLveSOihVbYe3Ikf8Y660fWE0zpifyWGy6n9drmt4/IhXPrsjaOSOhyMQv9ExxWvuYq8kN7MEzYth/7nE8gpw6b7rpKdMp5iZoQZDcM1JUqQlsUxWf7RmlnmFFO12uDIVJkwIJnGnh7t54U6SsLyz3BN39UfijVygv8VyhJ8h1SBQ6JKKN5h4er2viptG0rboUN4xDoHXgpyG5pUjcluaYS0MCpDn2IrrRczMjp8Lj8ZiRAGHuW5vBQRSQQph7CELSxBTjSuYRybf6mWi45lbAvBtYoF3GRCwHhv/w4g/xpfaOugoJthTkMSe1T5PY4MQ4PYDkNbFFzJi8pDDaK8DcktE2h8vV3of5TsxQcs5XvP19AdWeJBZhWHSwhHlyOsmDExa+Pn6WpTXx59ER2vSq1rkjBSKv4m+Ru1pzojMptXUZKRgzRCxKmFN2gpPAsbt6mtlV+KRdLuXu+0mf8i7vGVZydbV9dFEV3l60X3D3HEGfVevkX8/w8hv9MIk0s2andtVeSFThZeqfvnr+j/omYUj+RKiKKY0JK1G28c0s69rq34x94Ij2JXtmEMX/aZrP2SlwqozqWfMOCQixPCmtlTmfspUgXmn0u51mTjslzT7Ey/tqG8Hb7q5vqg+kIq4baKr0b1XFqB/vUKesq5iZOGT/Y1nPyC08J8jLjPhLi7Crjsj3B1EKRhfEAsRE02fRoe+HLIs7j4zQhNwxBfBpKwMzOhPhEsfpMLN3QWdaLVctzIeXNC6iXi1RbyzYcTKVRBy4ApQKXib9J8mvm4xEz20Xg2V3rImjlo6QAPKrqDdSEtNUkaTyH2RVKMjYRtA6ZMbSz2HmTho5jTC+Zbkm8BKvJS76hRXjbyOQ71DP65z7m8B/XnUiptn1sTpenn3VcYcKh5Y47W8vFyQ5cIKTxP1OSzb9tQ3g7pFOzP1guaPCn+vV+96FSM+dx+cfNOeY5BtyP24qI7q6CFrISlpWn/exSvYVCBiUx1hmI7IuJLVw/W9WuaWFcR/zyzC48IkdsjFopy3w5BRw5wpKJzSOKbbq1MKG6g+JsqLFxeM81y0LPw5V3oDkaVT3mI2u/hGSFNIJpl/2v/5q45C9tro9YjmbWKvgMf7S6Ziry0O1mXVlPHjV86joTDztTyawIrpjuJU3RgWtsi71w4UCmYUFBDzqvydoiG1ZIbHjlvcuuHGO/8LnnzFu/sR27p1pq0n/vlyHK0oTQ16FR4dLB10vK8ERFfMvIqBY97xhPiaa7+wUFi0W8zCtYj5PH5SGhuFoNGMSVuTuncGw+mecQhrTu0QM5NKhSnVPxNFYGLF6paXZ8KH2SEaW+uvGXl9jqunObiO8nFtPU34tZ2qrRJ6GjfT/qMZjxe1CHit2P2T9AYpsZ4z0eSOhqbqQw3fHDoYqP6EqjIS/WlpexN9Sz8bqZ287tathCkP2t7ZM5Th12ma3C7dHv6iT3it7KZ+sxmmrfewAeJ7V09FEv8kQfDdwFDO6U7uiXeABhMDY+3S9B9gjkXVz10dSPe0sfm3jB2e2Er+s7wDZtl21xfTPLJjvJ2WFDDozt7haDG6bx5qcIjBa35fVFWbesevBknw/AIWSl5JU5BZe1Et9WheMmZ7is3yGaji/hN5ox5OAFn137TWIt8XG2ry9kKGW9FC3BgflfjlciOjs0UecWx0Vx6+jZvD/Eb0ZBIncBtR2Z+WdpGm6tcFICI6fS091K5VJ84Lic10qZFKhSnXPwNi0oOX0DD3390Ni5IoQxZx8tqHb1jtHvLMs2deD8O/nkyAR+29f7zYJVwAa6cdni9xe+Hqg+JxyMXb32aLZU+i5y+5HE8ahzPvSFwZR3PXHgknFp5pcP5GSuZiuLxMzcxT3dcJy3RYRPhgHh+JHuuJNZqU5GXSp4PRR29WK+SF/1pvALqDP4SCbrR/Vak4aVnRSXlrU472Pj6F18kavfdgcgc5DUlt5TqlXgGvRYqgiaUzpehVzgNFAYUFyEtq6jLC1fGS/3Xy+pLzf/idDnmiVpCfvrnERHEuaht0FclcznseE/hqbhodYLwStuG0nZYui8+u2VeBJtbut+vp0HWRSKeH8meYeEvq0RJab14CXHJVxmhSDKRw/5s9ZKZ4u536SdRaBQZgkqbn/PZmoDZLEltG9KySjCCQHLquxsVEDB2bPW0rCiMV5z0bULDQIwqfcwxpKusn5PHqP4LM2Q/ex01N27bgYGrYPQDesx4RfsDfHjP6ESDasww06KiXrGpCZ4tyZv6LgpFj/wjGcVvhYgfLIzANCLGR4bnwmPvij2PzXtu5C4cMDyTEZkjilaSFypJpv/JvsYTaRuKnxvIPpJlUCOyuioLtXK124Dggh68uk+n/HoxaaQGF1SbMdp/GV2NC0oLBEYpgTHafxmlVwuKDQRGFwGIL6PrekFpgcBoIgDxZTRdLSgrEBhdBCC+jK7rBaUFAqOJwKiNL27BKWeTo4hXeRLJMz4tNUH9ltnRdF2grEDgUSAwnPHFOvb4VAWBSlrsqaWH39dqDyB6WXLSGrtf2PH4Hj9xKknKa/GIjIsRr/2FBASAwAggMJzxxcjSylLhteCi1pYHfwolIgpq0Wz4YM28hpMRsX3eTI+WtESdp7ywc4/8JfAjgC8UAQiMZQLDGV/6cRd9uumXXZ9qXtzusD1ggbDw86OEdEOfVBydfYXuHho6li8o1B0IjCACBo8vFi8yDpzy+j73afZn1qYyEG85p51alJa7lB1vrgjnsbecj+QiYy/24UmLpNJhIW6Od2qylK9ZPFlcJZo5X1E/PBhfAHp2D8mNqiPoCkFRgMDoJWDo+EJ5K3im8U/lIS/8tKNEJFc5+E918Culh6886ANyxZTI5ylFMcV/f6H0B2zma1vEUzNBU6yxB4I+QyOFsy7cFdIZTgoH6JZo95dcgWn0XikoORAYfQQMHF/+Zuts9Sf3IxHac9ycLlQvvD7v6UmWNbeO4Jv8Hx4puWvpMJGIR1RjTNBar4o0r6efyFPK6lUhfr7/ICvkM/quJJQYCIw8AgaOL9bjTdsfqAwOffFYUcabzmJl5S7FP6unmtJNCb0iJAJEtyIUwJQlD6Qa0y818AfO1Iy8CwElAgKPIAEDxxcR1mthrjI49OWLbDuvcQNeKJJ8VtX/gBtk1PAxK5XCXx4MawGfpGzZI3hZoUpAYEQQMHB8OdtSJ5rI2okLtz2xc5J6CbmffuC3OU3d/Deck80K2hKp2uKJyqqJLn7K3wEZ7O7UfiUvWwFtGBsp+ML87ohobFCIMUfAwPEFE/772C2Lvz39fe6irVZC+biFeH70xjxzy3lz0Zd/vUVch/zbCf8Vee7Enx8d3jxtnlQusSE5l2Pivm47rozYNwUkvux6u+yYYnjBmruQ7BpVV2+MHHPtAyoMBIZCYJTqv3jEZO7yuM4O25Uti1G4JF2o9aX3Qon3nMgSEigKY5bs8nuPOxRMcC4QAAKDIGDo/ssgiqjslPK9W7+tZbr7yvcfsTZ70wYEF/S+JNZM42vopRk6yhfcAAEgQILAKO2/kKghmAIBIDBcBEZp/2W4cEG+QAAIkCAA8YUELDAFAkCAFAGIL6RwgTEQAAIkCEB8IQELTIEAECBFAOILKVxgDASAAAkCEF9IwAJTIAAESBGA+EIKFxgDASBAggDEFxKwwBQIAAFSBCC+kMIFxkAACJAgAPGFBCwwBQJAgBQBiC+kcIExEAACJAhAfCEBC0yBABAgRQDiCylcYAwEgAAJAhBfSMACUyAABEgRgPhCChcYAwEgQIIAxBcSsMAUCAABUgQgvpDCBcZAAAiQIADxhQQsMAUCQIAUAYgvpHCBMRAAAiQIQHwhAQtMgQAQIEUA4gspXGAMBIAACQIQX0jAAlMgAARIEfg/ZlPpKOSz1GwAAAAASUVORK5CYII=)

Ở đây, mã php lấy url một cách mù quáng từ redirect\_url tham số và chuyển hướng đến url đó.

* 1. Tác hại
     + Hacker lợi dụng chuyển hướng người dùng đến những trang web xấu thay vì trang gốc.
     + Những trang web bị tấn công có thể là những trang web nổi tiếng và khi chuyển hướng thì người dùng sẽ hoàn toàn tin tưởng, không nghi ngờ.
     + Bị mất thông tin khi người dùng không cảnh giác nhập thông tin vào các trang web giả mạo giống như trang web gốc
  2. Cách phát hiện
     + Truy cập vào tất cả các link url trong trang web mục tiêu để tìm ra tham số chuyển hướng trực tiếp.
     + Tìm thêm nhiều đường dẫn có tham số chuyển hướng bằng cách đọc mã javascript.
     + Phân tích nơi cần chuyển hướng trong các website mục tiêu
     + Sử dụng công cụ Burp Suite
  3. Cách ngăn chặn
     + Kiểm tra lại tất cả các url chuyển hướng trong back-end, kiểm tra nếu link chuyển hướng là link domain của mình thì mới chuyển hướng
     + Chỉ chuyển hướng nếu bạn thật sự muốn.
     + Cảnh báo chuyển hướng cho người dùng.

1. HTTP parameter pollution
   1. Mô tả
      * HTTP parameter pollution (HPP) là một kỹ thuật tấn công web mà kẻ tấn công sẽ tạo ra các tham số trùng nhau trong HTTP request
      * Sẽ có 2 loại HPP là Server-Side và Client-Site
      * Server-Side: hacker gửi các thông tin bất thường cố gắng làm cho máy chủ trả về kết quả không mong muốn
      * VD: Một URL với các thông tin này chuyển $5000 đô la từ số tài khoản 12345 sang tài khoản 67890 có thể trông giống như sau
      * [*https://www.bank.com/transfer?from=12345&to=67890&amount=5000*](https://www.bank.com/transfer?from=12345&to=67890&amount=5000)
      * Hacker có thể thêm tham số để server hiểu sai và làm sai mục đích, như: <https://www.bank.com/transfer?from=12345&to=67890&amount=5000&from=ABCDEF>
      * Url này giống như ban đầu nhưng có thêm phần chuyển thêm cho một tài khoản lạ khách
      * Cả hai lỗ hổng HPP phía máy chủ(Server-Side) và phía máy khách( Client-Site ) phụ thuộc vào cách máy chủ xử lý khi nhận nhiều tham số có cùng tên
      * Client-Side HPP: các lỗ hổng HPP phía máy khách liên quan đến khả năng đưa các tham số vào một URL, sau đó được trả lại trên trang cho người dùng.
      * Kẻ tấn công thêm một tham số giống với tham số mặc định nhằm để đánh lừa server
   2. Tác hại
      * Truyền tham số bằng HPP có thể vượt mặt ứng dụng WAF của server.
      * Nếu server không lọc dữ liệu đúng cách thì sẽ gây hại cho người dùng vì liên kết nằm trên chính trang web của họ.
      * Hacker có thể gửi cả file thông qua đường dẫn, vì vậy có thể tạo các backlink dẫn tới trang web xấu hoặc gửi shell lên server, từ đó chiếm quyền truy cập của server.
   3. Cách phòng chống
      * Mã hóa đầu ra.
      * Không sử dụng mã hóa kiểu HTMLEntities trên server! Thay vào đó hãy mã hóa URL.
      * Đảm bảo rằng bạn đã mã hóa đầu vào do người dùng cung cấp bất cứ khi nào bạn thực hiện GET / POST.
      * Xác thực đầu vào từ các biểu mẫu, tiêu đề, cookie…
2. Cross Site Request Forgery
   1. Mô tả
      * CSRF (Cross Site Request Forgery) là kỹ thuật tấn công bằng cách sử dụng quyền chứng thực của người dùng đối với một website. CSRF là kỹ thuật thuật tấn công vào người dùng, dựa vào đó hacker có thể thực thi những thao tác phải yêu cầu chứng thực. Hiểu đơn giản hơn thì đây là kỹ thuật tấn công dựa vào mượn quyền trái phép.
      * CSRF (Cross Site Request Forgery) là kỹ thuật tấn công bằng cách sử dụng quyền chứng thực của người dùng đối với một website. CSRF là kỹ thuật thuật tấn công vào người dùng, dựa vào đó hacker có thể thực thi những thao tác phải yêu cầu chứng thực. Hiểu đơn giản hơn thì đây là kỹ thuật tấn công dựa vào mượn quyền trái phép.
   2. Tác hại
      * Mất mát dữ liệu của người dùng
      * Đánh cắp dữ liệu
      * Sử dụng thông tin cá nhân trái phép
   3. Cách phát hiện
      * Tìm các thẻ: iframe, link, img… xem src của nó xem có phải đường dẫn lạ hay không?
      * Sử dụng công cụ burp suite
   4. Phòng chống
      * Nên đăng xuất khỏi các website quan trọng: Tài khoản ngân hàng, thanh toán trực tuyến, các mạng xã hội, gmail… khi đã thực hiên xong giao dịch.
      * Không click vào các đường dẫn lạ trong mail, facebook…
      * Không lưu các thông tin tài khoản tại trình duyệt của mình.
      * Sử dụng captcha, các thông báo xác nhận
      * Kiểm tra IP
3. Html Injection
   * + Mô tả
     + Html Injection là một kĩ thuật được sử dụng để tận dung lợi thế của đầu vào không được xác thực để sửa đổi một trang web.
     + Khi các website không xác thực dữ liệu người dùng, kẻ tấn công có thể gửi văn bản được định dạng HTML để sửa đổi nội dung trang web được hiển thị cho người dùng khác
     + Hacker chèn đoạn mã HTML vào webstie, khi website không xác thực dữ liệu đầu vào và dẫ đến việc hacker hiển thị các nội dung quảng cáo hoặc giả mạo, nhằm đánh cắp thông tin người dùng
   1. Tác hại
      * Trang web ban đầu bị thay đổi cấu trúc
      * Gây mất thông tin người dùng nếu như người dùng click vào các nội dung giả mạo
   2. Cách phát hiện
      * Sử dụng công cụ burp suite
      * Test ở các input đầu vào
   3. Phòng chống
      * Kiểm tra nội dung người dùng nhập vào.
      * Mã hóa nội dung người dùng nhập vào.
      * Sử dụng tường lửa WAP cho website.