# Malware

## Was ist Malware

Malware ist eine Software, die speziell Schaden an einen Computer, Server oder Netzwerk zu tun. Es verursacht Schäden, die nach der erfolgreichen Implantation in seinem Zielsystem. Es kann von ausführbarem Code viel Form hat, Scrip, um aktive Inhalte und andere Software. Malware nutzt Sicherheitsmängel, Sicherheitslücken und andere Probleme bei der Gestaltung des Betriebssystems.

Schädliche Computerprogramme werden als „Anbieter“ Patches anwenden, um ihre Systeme ständig wächst und die Malware entwickelt, sobald die gezielte System komplexer wird. Malware-Attacken bestehen, wie in angegeben [1] im Jahr 2011 aus 17 verschiedenen Kategorien, die nur bis zum heutigen Tag weiter wachsen, die nur weiterhin zu entwickeln, bis sie irgendetwas nicht wie die Malware-Typen suchen wir zur Zeit kämpfen.

Aici grafischer din [1]

Nur im Jahr 2015, wo reporteten, angegeben in [2], dass 884.774 neue mobilen malwares wurden im Jahr 2015 eingeführt, das Dreifache der Zahl, die sie im Jahr 2014 von diesem neuen malwares kämpften nur 6%, wo neue mobile Malware-Kategorien, in denen mehr als 40% Varianten der alten bestehenden malwares wird diese auch in [2] beschrieben. Der in der gleichen Dokumentation [2] präsentiert, kurz gesagt, der erste Malware-Datensatz in android bösartiger Software erstellt, die aus 49 verschiedenen Kategorien im Jahr 2011 1.260 Andoid Malware enthielten mehr als ein Jahr gesammelt in, von August 2010 bis Oktober 2011. Dies ist nur emphasisez die Problem der Welt konfrontiert ist, ist, dass Malware eine größten Bedrohungen der heutigen Zeit.

Malware ist nicht nur in den Problemen der großen Unternehmen oder wichtige Persönlichkeiten gefunden. Malware ist ein Bruchstelle in Computer-Forensik. Wie in angegeben [3], verwendet kriminelle Malware-Abwehr um mit ihren kriminellen Aktivitäten ty und weg, während behauptet, sie falsch tat nichts. Computer-Sicherheit konzentriert sich auf den Cyberspace zu halten geschützt, Computer-Forensik ist zur Bekämpfung des digitalen Fußabdruck vor Gericht zu bringen.

Was jetzt gesehen malwares sind überall zu finden und die Menschen gegen sie kämpfen, hat einen Non-Stop-Job und viele Hindernisse. Für die Computer-Forensik als [3] beschreibt, ist der Kampf eine klare, einfache und direkte Weise, um das Verhalten von Malware, ohne all dem technischen Jargon zu präsentieren. Sie haben sogar die Malware-Typen so einfach wie möglich categoriezed, so dass jeder die Auswirkungen der einzelnen Kategorien zu verstehen. Nachfolgend geben wir sehen die Kategorien aus Sicht der [3].

Aici categoriile din [3]

## Warum?

## Wie es zu stoppen

## Wer kämpft dagegen?