**Aprende haciendo**

**Taller: Manejando la autenticación**

En esta ocasión pondremos en práctica los conocimientos relacionados a la autenticación en Redis, para lo cual deberás seguir los siguientes pasos:

1. Entra a redis con el comando “redis-cli”.
2. Lista el valor de configuración “requirepass” para ver si tiene algún valor.
3. Define el valor de configuración “requirepass” con “abcabc”.
4. Sal de la línea de comandos de REDIS y vuelve a entrar.
5. Crea un elemento con clave “palabra” y valor “prueba”
6. Haz la autenticación con el comando AUTH y la clave “abcabc”
7. Crea un elemento con clave “palabra” y valor “prueba”

**Puntos de Verificación**

Para confirmar que tu experiencia ha sido llevada a cabo con éxito, revisa los siguientes puntos:

1. Verifica que el terminal cambió a redis.
2. Debe aparecer:  
   requirepass “”
3. Debe definirlo con salida OK
4. Verifica que el terminal cambió a redis de nuevo.
5. No debe permitir crearlo porque no se ha autenticado.
6. Debe permitir la autenticación
7. El valor se crea retornando OK

Muchas Felicitaciones, si has terminado este taller de forma exitosa.

**Solución:**

127.0.0.1:6379> CONFIG GET requirepass

1) "requirepass"

2) ""

127.0.0.1:6379>

127.0.0.1:6379>

127.0.0.1:6379> CONFIG SET requirepass abcabc

OK

127.0.0.1:6379>

127.0.0.1:6379> SET palabra prueba

(error) NOAUTH Authentication required.

127.0.0.1:6379> AUTH abcabc

OK

127.0.0.1:6379> SET palabra prueba

OK

127.0.0.1:6379> GET prueba

(nil)

127.0.0.1:6379> GET palabra

"prueba"

127.0.0.1:6379> CONFIG GET requirepass

1) "requirepass"

2) "abcabc"

127.0.0.1:6379>