High Level Analysis:

Total: 1929

CWE field = desc field: 80

**CVE-2018-7856**

CWE-ID: CWE-754

A CWE-248: Uncaught Exception vulnerability exists in all versions of the Modicon M580, Modicon M340, Modicon Quantum, and Modicon Premium which could cause a possible denial of Service when writing invalid memory blocks to the controller over Modbus.

**CVE-2018-7852**

CWE-ID: CWE-20

A CWE-248: Uncaught Exception vulnerability exists in all versions of the Modicon M580, Modicon M340, Modicon Quantum, and Modicon Premium which could cause denial of service when an invalid private command parameter is sent to the controller over Modbus.

**CVE-2003-0070**

CWE-ID: NVD-CWE-Other

Evaluator Description: Per: http://cwe.mitre.org/data/definitions/77.html 'CWE-77: Improper Neutralization of Special Elements used in a Command ('Command Injection')'

**CVE-2006-4602**

CWE-ID: NVD-CWE-Other

Per: http://cwe.mitre.org/data/definitions/434.html 'CWE-434: Unrestricted Upload of File with Dangerous Type'

**CVE-2009-5118**

CWE-ID: NVD-CWE-Other

Per: http://cwe.mitre.org/data/definitions/426.html 'CWE-426 Untrusted Search Path'