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报告摘要

应yp测试单位邀请，观安信息安全服务团队于2019-03-03至2019-03-10，对yp测试系统进行了全面的渗透测试。测试手段主要通过模拟黑客攻击手法对yp测试系统开展测试并发现安全隐患；本次安全测试共发现了1个安全漏洞，按漏洞评级分布为：高危0个，中危0个，低危1个。

观安信息安全服务团队发现存在的低危安全漏洞主要为：

1) 网站存在暴力破解。由于没有对登录页面进行相关的防暴力破解机制，如无验证码、有验证码但验证码未在服务器端校验以及无登录错误次数限制等，导致攻击者可通过暴力破解获取用户登录账户及口令，从而获取网站登录访问权限！

依据综合风险评级标准，本次yp测试系统安全测试综合风险评级：高危

从本次渗透测试结果来看，yp测试单位在安全防护方面存在不足，**难以抵御有组织的、高级别的安全攻击。**

建议yp测试单位从以下三个方面进行安全整改，进一步提高网络安全防护和管理水平：

1. 在安全防护方面，建议完善安全基线并全面进行安全加固；加强办公终端管控，完善办公网络数据安全保护措施。
2. 在威胁发现方面，建议进一步加强APT攻击检测和威胁监测能力，加强日常安全检查力度，完善等级保护和风险评估机制，对安全加固和防护效果定期进行检查和评估，及时识别和消除风险。
3. 在安全管理方面，建议继续加强全体系信息安全工作的整体管理和组织协调，强化人员安全意识，严格落实各项规章制度，继续加强安全开发和上线前安全测试工作，不断提升运维管理水平。

# 渗透测试说明

## 1.1 测试时间与人员

本次渗透测试按照事先约定规避风险的时间段开展，如下所示：

|  |  |  |  |
| --- | --- | --- | --- |
| **测试工作时间段** | | | |
| 起始时间 | 2019-03-03 | 结束时间 | 2019-03-10 |

本次渗透测试实施人员，如下所示：

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **参测人员名单** | | | | | |
| 姓名 | 尹普 | 所属部门 | 观安信息安全服务团队 | 联系方式 | 13463472821 |
| 姓名 | 王永乐 | 所属部门 | 观安信息安全服务团队 | 联系方式 | 13463472822 |

## 1.2 测试范围

本次渗透测试范围，如下所示：

|  |  |  |  |
| --- | --- | --- | --- |
| **渗透测试范围** | | | |
| 编号 | 应用系统名称 | 应用系统URL | 应用系统IP |
| 1 | 门户系统 | http://www.sangfor.com.cn/ | 47.1.3.29 |

## 1.3 漏洞评级标准

|  |  |
| --- | --- |
| **漏洞评级标准** | |
| 漏洞级别 | 依据 |
| **高危** | 1）直接或间接获取服务器权限的漏洞。包括但不限于远程任意命令执行、代码执行、任意文件上传获取 webshell、缓冲区溢出、SQL注入获取系统权限、XXE执行系统命令等。  2）严重的信息泄漏漏洞。包括但不限于SQL注入漏洞获取数据、可获取大量企业核心业务数据等接口问题引起的敏感信息泄露。  3）敏感信息越权访问。包括但不仅限于绕过认证直接访问管理后台、重要后台弱密码、获取大量内网敏感信息的SSRF等。  4）严重的逻辑设计缺陷和流程缺陷。包括但不限于任意用户登录漏洞、任意帐号密码更改漏洞、绕过限制修改用户资料及执行用户操作、涉及金钱的越权操作、支付逻辑绕过等。  5)任意文件操作漏洞。包括但不限于任意文件读、写、删除、下载、任意文件包含等。  6）需要强烈的用户交互才能获取用户身份信息的漏洞，包括但不限于存储型跨站脚本漏洞，关键业务操作的CSRF漏洞等。 |
| **中危** | 1）比较严重的信息泄漏漏洞。包含敏感信息文件备份泄露、源代码泄露、数据库账号密码泄露、vpn账号泄露、UC-Key泄露、SVN信息泄漏、Github信息泄露、HEARTBLEED漏洞、DNS域传送漏洞等。  2）普通的逻辑设计缺陷和流程缺陷。包括但不限于未设置验证码或者验证码未刷新导致的撞库漏洞、会话管理类漏洞、任意次数短信发送、任意手机号或者邮箱注册。  3）特定类型的文件上传漏洞，包括但不限于上传html文件等。  4）需用户交互方可影响用户的漏洞。包括但不限于普通CSRF、DOM型跨站脚本漏洞等。 |
| **低危** | 1）普通信息泄漏漏洞。包括但不限于管理后台对外、明文传输密码、目录遍历、系统路径遍历、 IIS短文件名泄露、phpinfo、异常信息泄露、目标系统Banner信息可被识别等。  2）难以利用但存在安全隐患的漏洞、只能造成轻微影响的漏洞。包括但不限于3389对外开放、url跳转、反射型跨站脚本漏洞、难以利用的SQL注入点、crossdomain.xml配置问题等。 |

## 1.4 综合风险评级标准

|  |  |
| --- | --- |
| **综合风险评级标准** | |
| 风险级别 | 依据 |
| **高风险** | 存在1个及以上高危漏洞，或3个以上中危漏洞的系统 |
| **中风险** | 存在1个及以上中危漏洞，或5个以上低危漏洞的系统 |
| **低风险** | 存在5个以内低危漏洞，或未检测到漏洞的系统 |

# 问题总览

## 2.1 漏洞总览

本次渗透测试总计发现漏洞1个，整体漏洞分布如下图所示：

|  |  |
| --- | --- |
| 漏洞级别 | 漏洞数量 |
| 高危 | 0 |
| 中危 | 0 |
| 低危 | 1 |

漏洞整体分布图

![](data:image/jpeg;base64,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)

## 2.2 关键漏洞概况

本次渗透测试发现的低危漏洞如下表所示：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **编号** | **系统名称** | **漏洞名称** | **漏洞影响** | **漏洞级别** |
| 1 | 门户系统 | 暴力破解 | 由于没有对登录页面进行相关的防暴力破解机制，如无验证码、有验证码但验证码未在服务器端校验以及无登录错误次数限制等，导致攻击者可通过暴力破解获取用户登录账户及口令，从而获取网站登录访问权限！ | 低危 |

**所有发现漏洞的详细说明和建议请参见第4章节渗透测试漏洞细节。**

# 渗透测试工作内容

## 3.1 测试步骤

观安信息安全服务团队对测试范围内的资产进行全面的评估。通过模拟黑客入侵的方式识别Web应用程序相关的安全漏洞，并提供解决此类漏洞的建议。渗透测试通过以下七个步骤进行：

|  |  |
| --- | --- |
| **编号** | **测试步骤** |
| 1 | 前期交互阶段：与客户进行交流、讨论，来确定渗透测试的范围与目标 |
| 2 | 情报搜集阶段：对目标客户的系统进行一系列踩点工作 |
| 3 | 威胁建模阶段：主要使用在情报搜集阶段所获取的信息，来标识出目标系统上可能存在的安全漏洞与弱点 |
| 4 | 漏洞分析阶段：主要是从前面几个环节获取的信息，并从中分析和理解哪些攻击途径可行 |
| 5 | 渗透攻击阶段：主要是针对目标系统实施已经经过了深入研究和测试的渗透攻击，进行针对性的安全测试 |
| 6 | 后渗透攻击阶段：从已经攻陷了客户的一些系统开始，将以特定业务系统为目标，标识出关键的基础设施，并寻找客户组织最具价值的信息和资产，并需要演示出能够对客户组织造成最重要业务影响的攻击途径 |
| 7 | 报告阶段：提交渗透测试报告，阐明客户系统中存在的安全隐患以及专业的修复建议 |

## 3.2 测试工具

我们的测试方法需要使用商业扫描工具和开源/免费软件渗透测试工具。用于测试的工具（包括且不限）如下所示：

► Tenable Nessus

► BurpSuite

► Appscan

► Nmap

► Sqlmap注入工具

► Firefox hackbar插件

## 3.3 测试漏洞种类

|  |  |  |
| --- | --- | --- |
| **测试大类** | **测试项** | **测试目的** |
| 身份验证类 | 用户注册 | 检查用户注册功能可能涉及的安全问题 |
| 用户登录 | 检查用户登录功能可能涉及的安全问题 |
| 修改密码 | 检查用户修改密码功能可能涉及的安全问题 |
| 密码重置 | 检查忘记密码、找回密码、密码重置功能可能涉及的安全问题 |
| 验证码绕过 | 检测验证码机是否合理，是否可以被绕过 |
| 用户锁定功能 | 测试用户锁定功能相关的安全问题 |
| 会话管理类 | Cookie重放攻击 | 检测目标系统是否仅依靠cookie来确认会话身份，从而易受到cookie回放攻击 |
| 会话令牌分析 | Cookie具有明显含义，或可被预测、可逆向，可被攻击者分析出cookie结构 |
| 会话令牌泄露 | 测试会话令牌是否存在泄露的可能 |
| 会话固定攻击 | 测试目标系统是否存在固定会话的缺陷 |
| 跨站请求伪造 | 检测目标系统是否存在CSRF漏洞 |
| 访问控制类 | 功能滥用 | 测试目标系统是否由于设计不当，导致合法功能非法利用 |
| 垂直权限提升 | 测试可能出现垂直权限提升的情况 |
| 水平权限提升 | 测试可能出现水平权限提升的情况 |
| 输入处理类 | SQL注入 | 检测目标系统是否存在SQL注入漏洞 |
| 文件上传 | 检测目标系统的文件上传功能是否存在缺陷 ，导致可以上传非预期类型和内容的文件 |
| 任意文件下载 | 检测目标系统加载/下载文件功能是否可以造成任意文件下载问题 |
| XML注入 | 测试目标系统-是否存在XML注入漏洞 |
| 目录穿越 | 测试目标系统是否存在目录穿越漏洞 |
| SSRF | 检测目标系统是否存在服务端跨站请求伪造漏洞 |
| 本地文件包含 | 测试目标站点是否存在LFI漏洞 |
| 远程文件包含 | 测试目标站点是否存在RFI漏洞 |
| 远程命令/代码执行 | 测试目标系统是否存在命令/代码注入漏洞 |
| 反射型跨站脚本 | 检测目标系统是否存在反射型跨站脚本漏洞 |
| 存储型跨站脚本 | 检测目标系统是否存在存储型跨站脚本漏洞 |
| DOM-based跨站脚本 | 检测目标系统是否存在DOM-based跨站脚本漏洞 |
| 服务端URL重定向 | 检查目标系统是否存在服务端URL重定向漏洞 |
| 信息泄露类 | error code | 测试目标系统的错误处理能力，是否会输出详尽的错误信息 |
| Stack Traces | 测试目标系统是否开启了Stack Traces 调试信息 |
| 敏感信息 | 尽量收集目标系统的敏感信息 |
| 第三方应用类 | 中间件 | 测试目标系统是否存在jboss、weblogic、tomcat等中间件 |
| CMS | 测试目标系统是否存在dedecms、phpcms等CMS |

1. 渗透测试漏洞细节

4.1 门户系统

4.1.1 暴力破解

|  |  |
| --- | --- |
| 漏洞级别-低危 | |
| 暴力破解 | |
| URL/IP | http://www.test.com.cn/index.php |
| 漏洞描述 | 由于没有对登录页面进行相关的防暴力破解机制，如无验证码、有验证码但验证码未在服务器端校验以及无登录错误次数限制等，导致攻击者可通过暴力破解获取用户登录账户及口令，从而获取网站登录访问权限！ |
| 漏洞验证过程： | |
| 处置建议 | 1、添加验证码机制，加入图片（验证码动态生成且满足随机性）或者短信验证码（验证码具备超时时限一般为1分钟，且在该时限内错误次数超过3次则进行锁定1分钟后方能重新获取验证码，超时后验证码自动失效）！  2、验证码必须在服务器端进行校验，客户端的一切校验都是不安全的！ |
| 参考链接 | https://blog.csdn.net/wutianxu123/article/details/82806181 |

1. 致谢

观安信息安全服务团队感谢yp测试在渗透测试过程中进行沟通、协调的部门和人员,是你们的大力配合，使得我们的工作能够顺利完成。

1. 了解更多

了解更多安全信息，或关于本文出现的漏洞、攻击方式等详细介绍与建议，可查看观安信息安全中心的威胁维基或关注观安信息科技公众号了解最新的安全情报。