Find attached the Security Awareness Campaign that is coming this October. The Be Vigilant and Aware campaign will have a set of training documents that help people be aware of social engineering and cyber security. To provide training for the employees the following material will be supplied each week of October. The fist will be a Phishing email that will be emailed to all employees and see how many falls for the phishing scam and will also show us what needs to be addressed in our cyber security training based on these results.

Training will be conducted for the entire company based on the Phishing Project. No names or personnel will be mentioned, and training will be for everyone. The following week will be an infographic showing people how to create a strong password. The goal will be to motivate the employees to be more aware of choosing passwords and provide a means by which to change passwords for the company after a decided amount of time. This will keep passwords more secure and less likely to be broken into. The next week will have two posters that will show the top 10 methods that someone can get information and create malicious attacks toward the person or the organizations. The other will show some examples of Social Engineering. Hopefully this will allow for people to be vigilant of these attacks and not fall for them as easily in the future.

Finally, a short story will be provided on social engineering that will see a man approach a woman as being friendly and attracted to her, while trying to gain more information one her job and possible methods from which to exploit here and the company. Hopefully, this coming October we can receive new training and motivation for our employees to remain vigilant and aware of cybersecurity practices.