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B.  Give at least three reasons why IP does reassembly at the destination host rather than within routers.

1. Packets using this as the destination IP address are received by all nodes on the local

physical network. (Routers don’t normally forward packets with this destination address.)

2. the outbound packet makes a U-turn at the IP layer and is then processed as an inbound packet

3. When an IP address is used to designate an entire network, the host

part of the address contains zeros.

C. Suppose that a TCP message containing 2048 bytes of application data and a 20 byte TCP header is passed down to IP for delivery across two networks (from the source host to a router to the destination host).  The message, as it is passed down from TCP to IP, would look like this:

![Text

Description automatically generated with medium confidence](data:image/png;base64,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)

The first network crossed has an MTU (frame payload maximum) of 4096 bytes; the second network has a 1024 byte MTU.  Each network’s MTU determines the maximum sized IP packet that can be transmitted, including the IP header (but not including the frame header).

Give the sizes and offsets for the sequence of IP packet fragments delivered up to the IP layer at the destination host.  Give the offset as an actual byte count (not the mod 8 value).  Assume that all IP headers are 20 bytes, and be careful when calculating the offset value (the Offset field in the IP header).  You may find it helpful to draw a picture of each fragment to visualize it.  You may also wish to refer to the Lecture 2 slide titled “Rules for Sizing Fragments”.  (6 points)

* 1024 – 20 bit
* Transfer size: 1024 – 20 = 1004 bit
* 1004 / 8 = 125.5 cannot be divided
* Since we cant use 1004 we can use 1000 bit to divide it to 8 bit
* 1000 / 8 = 125
* 1000 bit and 20 bit for header
* Application data 2048 bytes
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