All companies have policies in place to guide employees on how to act while at work as well as externally on devices accessing company data. UNCW is no different.

Search UNCW’s intranet or Web site to find the security policies at UNCW.  Do you find an enterprise security policy?  What issue-specific security policies can you locate?  Are all of these policies issued or coordinated by the same individual or office, or are they scattered throughout the institution?  Are there any policies missing you feel UNCW should address given what is presented in this chapter?

I could not find any specific document on enterprise security policy in UNCW but there are policies which predominantly specify the institutional policies which include norms of usability upon the roles in the university. institution Risk Management, Red Flag Rules Administration (Identity Theft Protection Program), information Security Council some of the security policies. The UNCW security policy is mainly stated by IT but many of other individuals who are involved in this like chancellors, Board of trustees. Security Policies are not updated frequently. Many of the UNCW officials are involved in forming and issuing the policies. I don’t Feel any specific policies are missing but according to me the network of UNCW can be made more secure by implementing latest technologies like MFA or intelligent adaptive authentication which can make a system more secure at the higher level.