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**Professional Summary**

* Over 7+ years of professional experience in Information Technology, primarily focused on Identity and Access Management using **SailPoint IIQ** and **Identity now.**
* Experienced in SailPoint lifecycle Manager, Compliance Manager and Access Governance modules.
* Architected and implemented advanced Ping Federate configurations to streamline federated identity integration across diverse systems.
* Experienced in implementing and managing Brainwave GRC solutions to enhance governance, risk management, and compliance processes, improving operational efficiency and data accuracy.
* Developed and maintained comprehensive monitoring and alerting solutions for Ping Federate to ensure operational reliability and prompt issue resolution.
* Experience on SailPoint IdentityIQ / identity now and worked on different types of connectors like **Delimited File, Workday, OKTA, JDBC, LDAP, AD** and custom connector according to client requirements.
* Worked closely with the IAM Solution Manager to help drive the client’s vision, strategy and roadmap for identity and access management.
* Extensive Experience with J2EE Application Servers such as **Apache Tomcat 5.5/4.x** and BEA WebLogic 8.1/7.0.
* Experienced in **IAM/PAM** tools with deployment, configuration, integration, and troubleshooting **CyberArk** Privileged Account Security product suite - Enterprise Password Vault, Password Vault Web Access, Central Policy Manager, Privileged Session Manager, Application Identity Manager, and Privileged Threat Analytics
* Experience in handling various modules of CyberArk, mainly Enterprise Password Vault (**EPV**), Application Identity Management (**AIM**), Central Policy Manager (**CPM**), Privileged Session Management (**PSM**), and Event Notification Engine (**ENE**). Upgrading CyberArk suite of products from 7.x to 9.x. (**CPM, PSM, EPV** and **PVWA**)
* Part of the Privileged Access Management (**PAM)** Remediation and Engineering team whose role is to secure web-based applications on user access and authorization. Performing daily operations support and maintenance of all security technologies centric to Privileged Access-related information security solutions.
* Responsible for synchronization of all Active Directory accounts and groups to utilize Okta solution.
* Worked on day-to-day activities creating and managing **OKTA** policies and creating and managing OKTA application provisioning and user provisioning.
* Installed and Configured **OKTA LDAP** Agent for delegated authentication with Okta. Migrated Users from **LDAP** and Active Directory to OKTA Universal Directory and provided L2 support for **LDAP**.
* Experience in **SAML**-based authentication 1.1 and 2.0 using **Ping Federation**, **Site Minder Federation**, and integration with Site Minder authentication and another adapter.
* Experience in deploying **SAML**-based highly available solutions using Ping Federate and other security products. Worked on **Ping Access** Integration with **Ping federate** to Protect the applications using Ping Access Tokens. Worked on ping federate both inbound and outbound calls using **SAML 2.0.**
* Migrated **SAML** and **OAuth** connections from NetIQ Access Manager to Ping Federate in the staging Environment.
* Experience with **Single Sign On (SSO)** technologies such as PingFederate, Ping Access, ADFS, and Azure AD.
* Extensive experience in building CI/CD pipelines using tools such as Hudson, Bamboo, Jenkins, and TeamCity for end-to-end automation of builds and deployments.
* Strong knowledge and experience in creating CI/CD pipelines with Git/SVN, Jenkins, Maven, NEXUS, and Docker on cloud platforms like AWS.
* Hands-on experience with **IIS, IBM IHS, Apache, Sun One Web servers, and WebLogic and WebSphere Application servers** in an Identity and access management environment.
* Worked with Active Directory, **LDAP**/UNIX groups, Networks, and Human Resource systems for Identity and Access Management. Designed SailPoint deployment activities - connector configuration, custom rule development, workflow configuration, and development and third-party system integration.
* Experience with the Implementation and Administration of **SailPoint** for a large population of users Experience in SailPoint tool customization, Report Generation, Integration with end/target systems, SailPoint APIs, and Application Development.
* Experience with Installation and configuration of **CyberArk Vault, CPM, CyberArk PVWA, OPM CyberArk PSM, AIM, and PSM SSH** proxy Architecture and design.
* Working knowledge of Java Web Services with real time knowledge using SOAP and REST.
* Experience with **IAM** products from **ForgeRock (OpenIDM, Open AM and OpenDJ**) and building **IAM** solutions implementing **OAuth2 and ODIC** specifications.
* Extensive experience onboarding Windows, UNIX, Database servers, RACF, and Network devices into CyberArk. Experience in managing applications access in Okta and Active Directory. Exposure to design and architecture of PIM using **Cyber-Ark**. Account management i.e. adding /deleting accounts /group management. Managing policies and platforms. Creating and assigning Safes, reconciling accounts, and rotating passwords.

**Education:**

* Master’s in information system from One University Plaza, Springfield- 2023
* B.com. in Computers fromAmberpet, Hyderabad, Telangana, India - 2017

**Technical Skills**

|  |  |
| --- | --- |
| IAM Tools | SailPoint, PingID, OIM, Tivoli IDM, Tivoli Access Manager |
| Web Servers | Tomcat server, Web Logic |
| RDBMS: | Microsoft SQL Server 2008/2012, ORACLE 10g/11g |
| SSO and Identity: | Novell/NetIQ Access Manager, ForgeRock 13.5/5.x/6.x/7.x, Ping Federate 6/7/8, SiteMinder R12 SP2, SP3 / R6 SP1, SAML 2.0. PingFederate v8.2.2, PingAccess v4 |
| Operating System | Windows, Linux |
| Build and Testing Tools | Services Standard Build (SSB), Services Standard Design (SSD), Services Standard Framework (SSF) and Services Standard Testing (SST) |
| Programming Language | Beanshell Scripting, Core Java, HTML, CSS, XML, PowerShell |
| Ticketing and Project Management Tool | Service-Now, BMC Remedy, Jira |
| Virtual Machine | Hyper-V, VMware, Docker, and Virtual Box |
| Cloud | Azure and AWS |

**Professional Summary:**

**CSWG (C&S Wholesale Grocers) - Remote Sep 2022 - till date**

**IAM/SailPoint Developer**

**Responsibilities:**

* Working as an IAM Engineer as part of the Cybersecurity engineering team to support and administer ForgeRock Open AM/OpenDJ or Oracle LDAP/SiteMinder infrastructure of various applications.
* Involved in implementing various SAML SSO setups where SiteMinder acts as a Service Provider or Identity Provider and external vendors act as Identity Providers or service providers using SAML 2.0 in IDP/SP initiated method.
* Designed and implemented IAM and SSO solutions using SpringBoot, Spring Security, and authentication frameworks.
* Developed Java-based microservices using SpringMVC, SpringData, Maven, and Docker for scalable and efficient applications.
* Implemented SAML 1.1 and 2.0 federation scenarios with Ping Federate to support secure cross-domain authentication.
* Customized Ping Federate solutions with XML, XSLT, Java, and .NET to meet specific client needs.
* Integrated AWS ECS Fargate, Secrets Manager, and CloudWatch to manage cloud infrastructure and deployment automation.
* Built secure APIs with REST, OAuth 2.0, OpenID Connect, and Spring Security for authentication layers.
* Applied OAuth, OIDC, and SCIM protocols in Ping Federate to ensure secure access management.
* Led migration of on-premises infrastructure to AWS, optimizing resources and reducing operational costs.
* Implemented fault-tolerant architectures on AWS using EC2, S3, and RDS services.
* Designed highly available applications on AWS with Elastic Load Balancing and Auto Scaling.
* Automated infrastructure provisioning using AWS Lambda, Systems Manager, and CloudFormation.
* Ensured AWS data security through IAM policies, VPC security groups, and encryption.
* Implemented continuous integration pipelines on AWS using CodePipeline and CodeDeploy services.
* Utilized GitHub for comprehensive code review, issue tracking, and effective project management.
* Configured multi-tier applications utilizing SAML, HTTP, TLS, and advanced cookie handling for secure operations.
* Automated DevOps pipelines using Jenkins, SonarQube, Checkmarx, and Artifactory for continuous integration and delivery.
* Developed data pipelines leveraging SQS and Kinesis for real-time data processing in distributed systems.
* Involved in planning and implementing migration from SiteMinder to Open AM environment for various portals.
* Worked on setting up J2EE Agents on various application servers like Tomcat/IIS.
* Worked with various vendors or banks, or application teams to implement SSO using SAML or OIDC where can act as IDP or SP & authorization servers.
* Worked on designing, building, and migrating environment from Oracle ODSEE LDAP to Open DJ where Open DJ will act as an authentication provider for almost 60k+ Linux clients.
* Utilized Node.js, Spring Boot, and AWS Lambda to build robust backend services that supported IAM workflows.
* Applied Test-Driven Development (TDD) principles with JUnit, Mockito, and Selenium to ensure robust application testing.
* Designed backend solutions using multi-threading, parallel processing, and Java concurrency utilities for optimal performance.
* Develop and customize workflows in the SailPoint IdentityIQ for Role Creation, Identity Events, Identity Refresh and Policy Violations, Work on implementing and supporting SAML-based Federation technologies and Active Directory Federated.
* Mainly responsible for converting the combination of manual and provisioning to direct SailPoint provisioning via both out of the box SailPoint connectors, and custom written Java code connecting to a variety of systems via mechanisms such as SOAP and REST web services, JDBC, custom API's etc.

**Environment:** SailPoint IIQ 7.x, 8.x, SSB, SSD, SSF, LDAP, Active Directory, IntelliJ, MySQL, TOMCAT 9, WebLogic 14.x, Oracle 12g, UNIX, Log4j2, Maven 2.0.4, Docker, Visual Studio Code, Bitbucket, REST Web services.

**John Deere, Hyderabad, India Jul 2020 to Jul 2022**

**Role: IAM Engineer**

**Responsibilities:**

* Manage client requirements and configure SailPoint connectors for various applications. Develop Rules like Build Map, Correlation, Exclusion, Policy Violation, Policy Formatting etc., as part of connector development.
* Design & Implementation of SailPoint IIQ. SailPoint IIQ Installation and Configuration as required by the design solution. Implementation of Self-Service feature, Password features (PTA, forgot password, Change Password provisioning feature, configuring various roles and policies in SailPoint Set up SailPoint IIQ policy server on 4 environments (Dev., QA, UAT, and Production).
* Worked on resolving tickets using ServiceNow implementation. Involved in Application development by using connector configurations like Oracle unified directory, delimited, DB, SAP Active Directory etc. Supported operations & and maintenance of SailPoint and LDAP connectivity. Triggering custom mail notifications to the manager when the company or department or manager of an Identity is updated in IdentityIQ.
* Developed a new environment and deployed Novell Access Manager 4.2 for implementing OAuth 2.0. Configured OAuth 2.0 to test different grant types. Used OAuth playground to retrieve access token and refresh token.
* Automated identity provisioning and de-provisioning processes through Microservices, ensuring efficient user lifecycle management.
* Deployed distributed applications on AWS using Node.js, Docker, ECS, and Kubernetes for reliable scalability.
* Integrated IAM Microservices with Angular front-end applications, enabling a unified and user-friendly experience for identity-related functionalities.
* Implemented RBAC models using Java and Angular, defining and enforcing fine-grained access controls based on user roles and responsibilities.
* Implemented OAuth and OpenID Connect protocols in Java, enabling secure and standardized authentication and authorization flows.
* Implemented SSO solutions using Angular and Java, streamlining user authentication across multiple applications within the IAM ecosystem.
* Designed and enforced RBAC models within ODIC, defining roles and permissions for users based on their responsibilities and access needs.
* Enhanced application monitoring and logging using AWS CloudWatch and Elastic Stack for system health insights.
* Managed DevSecOps practices with secure coding techniques, encryption, and token-based authentication using JWT.
* Experience securing Single Page Applications (SPAs) and working with various IAM technologies like SSO Identity Provider, Cognito, Azure AD, AWS IAM.
* Responsible for the development of new features for the Identity Now cloud offering
* Understanding of directories (AD/LDAP) and group structures, policies, set up for enterprise level Role mining, Role Based Access Control (RBAC)
* Built Java services employing design patterns like Singleton, Factory, and Dependency Injection for code reusability.
* Developed RESTful services to handle streaming APIs using WebFlux and Reactive Programming in SpringBoot.
* Managed data synchronization across distributed systems using MongoDB Change Streams and Kafka Streams API.
* Implemented data access layers using JDBC, MySQL, and Hibernate with relational and NoSQL database structures.
* Worked on role engineering and setting up RBAC in SailPoint Identity Now platform.

**Environment:** SailPoint IIQ,OIM,Active Directory, LDAP, C, JAVA, J2EE, JDBC, JavaScript, CSS, HTML, XML, AJAX, Oracle database, SAML 2.0, OAuth2.0, E-directory, SunOne Directory Server, CyberArk, Ping federate 7, Ping Access, Apache 2.x, Webserver 6.1, Tomcat 4/5.SQL Developer, SQL, PL/SQL, NetIQ Access Manager 3.2/4.2/4.3, Ping Federate 7/8, CyberArk Privileged Account security 9.7.2

**Genpact, Client – GE Money, India Aug 2018 - June 2020**

**IAM/SailPoint Developer**

**Responsibilities:**

* Performed IAM Upgrade to latest service packs/patches.
* Involved in knowledge sharing sessions for SailPoint Compliance Manager component and involved in creation of design documents, code reviews.
* Participated in the status meeting and discussed issues related to SailPoint IdentityIQ/Identity now with the group.
* Developed logging and auditing mechanisms within Microservices, capturing and analyzing IAM events for security and compliance purposes.
* Implemented CI/CD pipelines for IAM components, automating the testing and deployment processes to achieve rapid and reliable releases.
* Installed and configured PingFederate 10.x in DEV, TEST, PROD environments.
* Working with client post implementation for user testing, debugging, support, and maintenance.
* Strong development experience in implementing the LCM events workflows, rules, and custom reports.
* Build and Configure SailPoint in-built tasks like aggregation, ID refresh, schedule tasks, correlation, etc.
* Created and ran the aggregation task to bulk load authoritative source data from Active Directory, Exchange, and LDAP.
* Supported operations & maintenance of SailPoint and LDAP connectivity
* Create/Modify/Delete/Rename/Move the data as per the requirements and any changes needed in the layers of Publisher and Subscriber channels
* Performed Role Mapping Administrator service to capture Event Auditing Service from Roles Based Provisioning Module (RBPM).
* Worked on a number of IDM common drivers as per ongoing requirements to sync the data.
* Enabled and maintained Single Sign-On across Web servers in a single cookie domain or across
* multiple cookie domains without requiring users to re-authenticate.
* Extensive hands-on experience on SailPoint IdentityIQ, ForgeRock Open AM & OpenDJ, IBM Security Identity Manager, IBM Security Access Manager and IBM Security Access Manager for Enterprise Single Sign On, IBM Security Directory server, IBM Security Directory Integrator, Session Management Server, WebSphere Application Server, and SUN Identity Manager implementations.
* Configured and deployed Scheduled Tasks, developing process forms and child forms and doing customizations in connector configurations using the design console. Implemented AWS solutions using EC2, S3, RDS, EBS, Elastic Load Balancer, and Auto scaling groups.
* Designed and deployed Forge Rock Open AM and Open IDM to migrate from the CA Cloud minder. Multi-Factor Authentication (RSA, DUO, SecureAuth, ForgeRock, SailPoint, CA Arcot, Okta). Configured Process Tasks, Adapters, and Event Handlers for provisioning and de-provisioning of users.

**Environment:** SailPoint IIQ 7.0, 6.4, PINGID 10x, XML, HTML, CSS, Java Script, BeanShell Scripting, Apache, Tomcat 7.0, Oracle SQL 11g.

**CMR Infotech, India March 2017– Jul 2018**

**Java Developer**

**Responsibilities:**

* Critical role in the Production support and Customization of application with requirement gathering, analysis, troubleshooting, administrating, production deployment and Development through Agile principles.
* Developed the user interfaces using Web 2.0, AJAX, JSP, Struts, HTML, CSS, Java Script, and DHTML.
* Generalized top link mapping template for the application so that top link related code could be separated from the actual DAO implementation.
* Worked on MVC framework preferably Web Work and Struts 2.0 with spring dependency injection for application customization and upgrade.
* Used Spring ORM package as an integration layer for ORM mapping API's, including Hibernate.
* Used multiple Action Controllers to control the page flow, Interceptors for client validations
* Design applications using new themes and custom templates and user interface by using JSP, HTML, XML, XSLT, CSS, and JavaScript.
* Used AJAX to get faster response to the user without refreshing the whole page, to develop and customize the dynamic web pages.
* A generalized component according to the spring framework to retrieve appropriate service for the required functionality.
* Developed XML Schema, DOM, XSLT code for XML documents, used for data transfer between front-end and middleware layers.
* Used XML Processing (JAXP) enables applications to parse, transform, validate, and query XML documents.
* Used WS-Security concepts for implementing secured web services to restrict only for prescribed users to secure customer information.
* Implemented the integration of STRUTS and SPRING IOC and injected spring beans to struts action classes.
* Engineered real-time data streaming pipelines using Apache Kafka, Kinesis Data Streams, and Spring Cloud Stream.
* Developed high-performance distributed applications utilizing Apache Flink and Kafka Streams for data processing.
* Built event-driven systems leveraging RabbitMQ, AWS SQS, and Spring Integration for asynchronous messaging.
* Built robust integration layers with AWS SNS, SQS, and SpringBoot for seamless data stream processing.
* Enhanced throughput in data pipelines using Confluent Platform, Avro Schema Registry, and Java Multithreading.

**Environment:** J2EE, MVC, Struts 1.3, Java, JSP, Servlets, Hibernate, JSTL, JUnit, XML, HTML JavaScript, DB2, Informix, CVS, Windows XP, UML, Eclipse 3.0, Web logic 8.0 Application Server.