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# 目的

以信息安全方针为框，为保障业务的持续性，确保公司业务安全、稳定运行，将信息安全需求转化为公司各层次可操作、可测量的信息安全目标，以期达到持续改进信息安全管理体系的目的。

# 范围

适用于公司所有部门及业务。

# 信息安全总体目标

**重要信息泄露/损坏的事态不得发生。**

**内部审核和管理审核实施及时率100%**

**年度信息安全培训人员覆盖率100%**

**大面积内网(达到60%)中断时间每年累计不超过240分钟**

**目标注解：**

“重要信息泄露/损坏的事态不得发生、内部审核和管理审核实施及时率100%”是证优客制定的短期信息安全目标；“年度信息安全培训人员覆盖率100%”是本公司的终极目标；“大面积内网(达到60%)中断时间每年累计不超过240分钟”贯穿于公司业务活动的始终。

此目标由信息安全管理小组根据公司内、外环境的变化适时予以修订、调整并予以公告。公司全体员工以及相关各方应该随时关注信息安全目标的变化并努力实现最新的信息安全目标。

# **分部门目标**

**人力行政中心**

* 受控信息泄露的事态发生不超过2起/年。
* 重要信息泄露/损坏的事态不得发生。
* 内部审核和管理审核实施及时率100%
* 年度信息安全培训人员覆盖率100%

**研发中心**

* 受控信息泄露的事态发生不超过2起/年。
* 重要信息泄露/损坏的事态不得发生。
* 关键信息系统的可用性95%
* 受控信息泄露的事态发生不超过2起/年。

**产品运营中心**

* 受控信息泄露的事态发生不超过2起/年。
* 重要信息泄露/损坏的事态不得发生。
* 内部审核和管理审核实施及时率100%

**销售中心**

* 受控信息泄露的事态发生不超过2起/年。
* 重要密信息泄露的事态不得发生。
* 重要信息设备丢失每年不超过0起