**User API Documentation**

All POST methods expect data in request.

user-token is in header for each request and is required.

/accounts/register

Request Type: POST

Description: This registers a new user.

|  |  |  |  |
| --- | --- | --- | --- |
| **Parameter** | **Value** | **Description** | **Type** |
| username | String | Username for registration | Required |
| password | String | Password for registration | Required |

Response:

/accounts/login

Request Type: POST

Description: Login the user

|  |  |  |  |
| --- | --- | --- | --- |
| **Parameter** | **Value** | **Description** | **Type** |
| username | String | Username for registration | Required |
| password | String | Password for registration | Required |

Response:

/accounts/logout

Request Type: POST

Permission: Must have valid user token

Description: Logout the user

|  |  |  |  |
| --- | --- | --- | --- |
| **Parameter** | **Value** | **Description** | **Type** |
| User\_token | String | Authentication token received from the user token table | Header, Required |

Response:

/accounts/user\_id

Request Type: GET

Permission: Authenticated

Description: Returns the user id.

|  |  |  |  |
| --- | --- | --- | --- |
| **Parameter** | **Value** | **Description** | **Type** |
| User-token | String | Authentication token received from the user token table | Header, Required |
| Api\_token | String | Authentication token received from the api gateway | Header, Required |

Response:

/account/disable\_user

Request Type: POST

Permission: Authenticated

Description: Returns the user id.

|  |  |  |  |
| --- | --- | --- | --- |
| **Parameter** | **Value** | **Description** | **Type** |
| User-token | String | Authentication token received from the user token table | Header, Required |

Response: