<http://resources.infosecinstitute.com/api-hooking-detours/#gref>

<http://blog.elevenpaths.com/2013/11/hookme-tool-for-intercepting.html>

<http://www.nektra.com/products/deviare-api-hook-windows/>

<http://www.sectechno.com/api-monitor-2-hook-modify-api-calls/>

http://sourcesecure.net/2011/03/dll-redirection-tutorial/

<https://capec.mitre.org/data/definitions/384.html>

## **Application API Message Manipulation via Man-in-the-Middle**

Windows:

* [**http://www.codeproject.com/Articles/2082/API-hooking-revealed**](http://www.codeproject.com/Articles/2082/API-hooking-revealed)
* [**http://www.codeproject.com/Articles/27637/EasyHook-The-reinvention-of-Windows-API-hooking**](http://www.codeproject.com/Articles/27637/EasyHook-The-reinvention-of-Windows-API-hooking)
* [**http://csharpening.net/?p=1409**](http://csharpening.net/?p=1409)
* [**http://blog.elevenpaths.com/2013/11/hookme-tool-for-intercepting.html?m=1**](http://blog.elevenpaths.com/2013/11/hookme-tool-for-intercepting.html?m=1)
* **ProcessMonitor -> EasyHook**
  + [**https://technet.microsoft.com/en-us/sysinternals/processmonitor.aspx**](https://technet.microsoft.com/en-us/sysinternals/processmonitor.aspx)
  + <https://easyhook.github.io/>
* **Detours**
  + <http://research.microsoft.com/en-us/projects/detours/>
* **WinINet**
  + <https://blog.didierstevens.com/2008/03/19/bpmtk-spying-on-ie/>
  + Capturing WinHTTP Logs
    - <https://msdn.microsoft.com/en-us/library/windows/desktop/bb648687(v=vs.85).aspx>
    - <https://msdn.microsoft.com/en-us/library/windows/desktop/aa384247%28v=vs.85%29.aspx?f=255&MSPPError=-2147217396>
  + <http://blog.nektra.com/main/2013/08/01/capturing-unencrypted-https-requests-and-responses-as-seen-on-blackhat-usa-arsenal-2013/>
  + <https://code.google.com/archive/p/hookme/>
  + SSL
    - <https://msdn.microsoft.com/en-us/library/windows/desktop/bb648706(v=vs.85).aspx>
* HookME
  + <https://code.google.com/archive/p/hookme/>
* **SetWindowsHookEx**
  + <http://web.archive.org/web/20091228193034/http://msdn.microsoft.com/en-us/library/ms997537.aspx>
* <http://resources.infosecinstitute.com/api-hooking-and-dll-injection-on-windows/>
* <https://stackoverflow.com/questions/873658/how-can-i-hook-windows-functions-in-c-c>
* <http://stackoverflow.com/questions/299261/hook-processes>
* <https://superuser.com/questions/303840/log-and-debug-decrypt-a-windows-applications-https-traffic>
* **Rootkits**

<https://www.blackhat.com/presentations/bh-jp-08/bh-jp-08-Aiko/bh-jp-08-Aiko-EN.pdf>