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1. **总则**

为了更好的确保公司产品安全稳定运行，提高公司产品的服务质量，特制订本管理制度，作为公司系统运维的依据。

1. **范围**

此规范适用于公司系统运维工作人员，也供开发人员参阅。

系统运维工作包含但不限于对服务器日常维护、监控与灾备，操作系统的安装与维护，各产品应用的负载均衡配置，数据库的安装、备份及日常维护、网络安全监控等。

1. **运维规范**
   1. **系统账号管理制度**
      1. 账号密码设置

* 所有在线服务器，均禁止root用户登录，并且密码设置必须是12-18位的强密码（包含数字、大小写英文和字符）。
* 服务器密码应该定期更新，最多不超过3个月需要更换一遍密码。
* 公司内部管理服务器，例如SVN服务器与GitLab服务器，密码统一由运维设置。
  + 1. 账号密码使用

新入职员工或系统初始使用者，知会运维，默认开通内部服务器账号；

系统服务器账号，如须使用，需向其部门分管领导提出账号密码申请，经产品负责人>技术负责人>系统运维核准后，授权使用。

* + 1. 内部管理帐号的删除

员工如果因岗位变动而不再需要访问公司信息资源时，账号管理专员在收到HR通知后，删除该员工相应的内部管理帐号。

员工离职后，账号管理专员在接到离职手续后，删除该员工所有的员工帐号。

* + 1. 内部管理帐号权限的变更

如果员工因岗位变动或其他工作原因需要修改信息系统访问权限，其部门分管领导需要通知运维人员修改权限。 

账号管理专员需要依照“最小需要知道”原则对员工权限分配情况进行定期检查，如有必要，将修改员工权限，并通知该员工和其部门分管领导。

* 1. **服务器运维管理制度**
     1. 工作内容概述

服务器作为公司产品的核心支撑设备，建立起有效的备份与容灾体系，在发生各类灾难时快速响应、全力保证业务连续性，将成为保证企业运营持续稳定的关键。

公司在线产品运行支撑的服务器，均使用的阿里云服务器，硬件安全方面已经比较稳定，主要的运维任务，在于备份与容灾体系，可自动建立定时定期自动备份计划、双机热备份、系统恢复、灾难恢复、异地容灾、报警机制、安全查杀、攻击防御等，无论应用服务器发生任何意外，例如，恶意的程序破坏、文件损毁、人为误删误改、操作系统宕机、硬件故障，甚至整个机房毁于意外，都可以完整保护整个信息系统，保障最大程度的使数据丢失最少，业务中断时间最短，恢复能力最强。

服务器管理的运维人员有权对公司的所有服务器进行操作并查看。同时，其负有对所有服务器信息保密的义务。

* + 1. 服务器安全守则

1、所有线上服务器，应禁止root用户登录；

2、所有线上服务器应该修改默认的SSH端口；

3、不同的游戏服务器，绝不添加到同一个安全组中；

4、不同的游戏，绝不同用一台服务器；

5、除测试服，所有线上服务器都要使用云版mysql，memcached，redis

6、mysql，memcached，redis绝对不能在不同的游戏里共享；

7、测试用的mysql，memcached，redis绝对不能监控外网IP，并且只允许在安全组内访问；

8、服务端服务器，禁止使用PHPMYADMIN，测试服必须改PHPMYADMIN的默认目录和密码。

* + 1. 运维文档管理

1. 运维需要对服务器管理相关文档整理备案，更新的文档需及时归档，服务器方面管理文档包括：

* 内部开发服务器配置详细说明
* 内部服务器安全管理说明
* 线上服务器配置详细说明，需保密
* 线上服务器安全管理账号，需保密
* 线上服务器与内部开发服务器数据通说明
* SVN服务账号、版本及配置说明，账号密码信息需保密
* 服务器交互配置详细说明
* 服务器安装程序列表

1. 研发人员对服务器的操作权限由运维进行分配，并对服务器操作权限、研发人员的使用情况、操作安全等负责。
   * 1. 服务器集群管理

公司游戏产品均是互联网产品，用户量比较大，对服务器的要求比较高，因此需要做Linux服务器集群，并实现负载均衡。

* + 1. 系统监控管理

1. 监控内容

为保证认证各游戏产品7\*24的可靠稳定运行，需采用网管软件或其他监控工具对整个系统进行全方位的监控，主要包含网络状态、硬件运行状态及系统服务状态等多个方面。

网络状态：主要监控网络的运行情况，如网络进出流量，当前线路质量，检测各种安全事件（入侵、探测、攻击）等等；

硬件设备状态：主要监控系统内所有硬件设备的运行状态，对主要服务器的硬件资源使用情况进行监控，如硬盘空间、CPU使用率、内存占用情况等等，对网络设备如路由器、交换机、负载均衡设备的运行状态进行监控；

系统服务状态：对系统的所有服务进程的状态进行监控，可使用监控工具或脚本工具对服务的端口进行检测，也可通过定时运行模拟业务过程的检测程序对整个系统服务状态进行监测；

1. 每日需对服务器运行情况进行监控、检查、分析、记录等工作，形成《服务器运维日报表》，每日提交归档。
2. 每周需对服务器进行杀毒、清理垃圾文件、升级补丁，保持服务器环境安全，形成《服务器安全周报表》,每周提交归档。
3. 若有突发异常事故，运维需第一时间向总经理汇报并协调跟进解决，以保证损失降至最低。