Web Framework

<https://wpvulndb.com/>

<https://www.cvedetails.com/vulnerability-list/vendor_id-2337/product_id-4096/>

Twitter Feed

<https://twitter.com/_wpscan_?lang=en>

Language/Platform

<https://www.trendmicro.com/vinfo/hk-en/security/news/vulnerabilities-and-exploits/php-fpm-vulnerability-cve-2019-11043-can-lead-to-remote-code-execution-in-nginx-web-servers>

<https://www.cisecurity.org/advisory/multiple-vulnerabilities-in-php-could-allow-for-arbitrary-code-execution_2019-087/>

Feed

<https://twitter.com/threatwatchinc>

Operating System

<https://www.cvedetails.com/vulnerability-list/vendor_id-26/product_id-50662/version_id-265302/Microsoft-Windows-Server-2019--.html>

<https://www.cisecurity.org/advisory/multiple-vulnerabilities-in-microsoft-windows-and-windows-server-could-allow-for-arbitrary-code-execution_2019-002/>

RSS feed

<https://www.adfdesign.com/blog/microsoft-security-rss-feeds/>

Web Server

<http://nginx.org/en/security_advisories.html>

<https://www.cvedetails.com/vulnerability-list/vendor_id-10048/Nginx.html>

Guide for Setting Up Server for Security

<https://help.dreamhost.com/hc/en-us/articles/222784068-The-most-important-steps-to-take-to-make-an-nginx-server-more-secure>