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| ***Abstract* del artículo:**  Este trabajo constituye una investigación documental sobre los ciberataques realizados en  América Latina. Un ciberataque definido como un delito cibernético puede tener múltiples consecuencias cuya gravedad dependerá de cada caso y de la intención del delincuente. El objetivo del estudio es determinar el nivel de riesgo y preparación en ciberdefensa que tiene la región de tal forma que se puedan definir lineamientos para combatir futuras amenazas. En última instancia se desea conocer cómo se está preparando América Latina para ataques cibernéticos. Este estudio constituye una investigación cualitativa de tipo documental, no concluyente. Para el desarrollo se realizó una revisión exhaustiva de fuentes secundarias y discusiones en congresos para la comprensión general del tema. Se definieron también los distintos tipos de ataques cibernéticos y su nivel de daño. Como resultado se pudo obtener una descripción general de ataques cibernéticos en la región y el nivel de defensa general de los países que la integran. Como conclusión principal se obtiene las deficiencias que existen en los países de la zona con respecto a mecanismos de defensa contra ataques cibernéticos. Este estudio puede ser utilizado como punto de partida para un análisis específico de cada país y la determinación de objetivos de defensa a implementarse. |
| **Tema**:  Ciberataques ocurridos en Latinoamérica y la preparación contra los mismos. |
| **Idea central:**  Analizar los distintos ataques cibernéticos en Latinoamérica, con el fin de plantear falencias y riesgos en estos países. |
| **Propósito**:  El objetivo del estudio es determinar el nivel de riesgo y preparación en ciberdefensa que tiene la región, de tal forma que se puedan definir lineamientos para combatir futuras amenazas. |
| **Resumen** :  La investigación documental busca abordar distintos ciberataques perpetuados en América Latina, y con base a ellos, analizar su nivel de daño. Igualmente, se busca conocer la preparación en ciberdefensa de la región, y determinar los niveles de riesgo que se presentan en la esta zona. Para finalizar se busca dar a conocer las deficiencias existentes en los diferentes países analizados en temas de ciberseguridad. |
| **Conceptos destacados de la fuente**:   * Ciberataque: Introducción de virus que causa una afección dentro de las redes o sitios web, en la materia de casos conllevan a una pérdida de información. * Ciberdefensa: Actividad enfocada a evitar que personas naturales atenten contra entidades, personas jurídicas o población en general. * Ataque cibernético: Ataque que busca vulnerar servicios o aplicaciones web. * Cibernauta: Persona natural o jurídica que interactúa en la web, sea servicio o aplicación. * Malware: Tipo de ciberataque que busca atentar contra un individuo u organización alterando el dispositivo electrónico (computadora, celular, Tablet, entre otros). |
| **Citas:**   * “El concepto de ciberseguridad toma particular relevancia ante el creciente uso del ciberespacio como un lugar virtual para la interacción social, resultado de la evolución de las tecnologías. De igual manera, la gran cantidad de datos virtuales que se generan en dicho espacio posibilitan almacenar y usar gran cantidad de información con buenos o malos propósitos.”, (pág. 173). * “En referencia a los métodos empleados para afectar los intereses de un país, se pueden identificar dos tipos: la explotación de redes informáticas y ataques como tal. La primera comprende actividades de espionaje con el propósito de alcanzar información específica que podría servir para lucrar de dicha información o preparar futuros ataques a redes. Por su parte, los ciberataques corresponden a introducción de virus que causarán pérdida de información y afectarán el funcionamiento normal de las redes o sitios web.”, (pág. 174). * “Este punto toma particular relevancia debido a que las ciberdefensas deben ir enfocadas no sólo a personas naturales que pueden atentar contra entidades, personas jurídicas o la población a través del robo de información o estafas cibernéticas; sino que deben enfocarse también en actividades de espionaje que se disfracen de protección.”, (pág. 176). * “Uno de los factores más importantes por lo que muchos países de la región están expuestos en gran nivel a delitos cibernéticos es por la falta de educación de los usuarios ni la cultura para proteger su información”, (pág. 177). * “No obstante, es importante reconocer el esfuerzo que están realizando los gobiernos, no sólo en lo que comprende a infraestructura y centros de protección a través de universidades, empresas especializadas y leyes; sino también en lo que comprende a capacitaciones a la población para concientizarla sobre esta problemática.”, (pág. 178). |
| **Notas:**   * Enfoque que realiza en el espionaje y la importancia de la información como medio de lucro. * Resalta la importancia de la educación de los usuarios, y de crear una cultura de protección a la información. * Muchas citas de otros autores, pero falta de análisis por parte del autor |
| **Comentario**:  El articulo aborda de manera esperada los objetivos generales del mismo. De tal manera, ejemplifica los diferentes casos ocurridos en Latinoamérica, sus consecuencias y el análisis de un autor externo con respecto al caso. Pese a esto, los valores de juicio que da del tema se presentan sin un formato en concreto, lo cual genera la sensación de desorden dentro del artículo.  Cabe resaltar, la calidad de los análisis realizados por el autor, a igual que, la explicación que realiza sobre los conceptos, que para el publico en general son desconocidos. A su vez, soporta sus ideas en información y estudios externos, lo cual son pilares importantes para el valor de dichas ideas. |