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IMPROVISING IMAP PROTOCOL BY INTEGRATING SPAM DETECTION MODEL AND IMPLEMENTING SECURE COMMUNICATION USING RSA CRYPTOGRAPHY

ABSTRACT

Nowadays, we can see many fraudulent activities happening over the e-mail servers, where cyber-crimes happen and many more malicious activities such as sending malicious software via email, malicious payment links, private data compromising software, etc. An e-mail is sent using Simple Mail Transfer Protocol (SMTP) on the e-mail server and it is received on the client side and can be accessed remotely from server using Internet Message Access Protocol (IMAP), these protocols are a part of Application Layer protocols in e-mail server.

The key idea is to improvise the existing IMAP by introducing a spam filter, developed using Machine Learning, which will surely affect the current scenario and can decrease the number of fraudulent activities happening. Also, this project aims at communicating securely using RSA cryptography technique, as such when a user writes and sends and e-mail, the receiver will receive the encrypted data over server, after receiving it, the IMAP should have RSA decryption to show the original message to the user, thereby implementing secure communication in the e-mail network in SMTP and IMAP.