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*Abstract*—

This paper describes our first research experience in the win32k elevation of privilege vulnerability
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# Introduction

CVE-2021-1732 is a win32k window object type confusion vulnerability that results in an OOB (out-of-bounds) write that can be leveraged to establish arbitrary memory read and write capabilities within the Windows kernel (local Elevation of Privilege (EoP)). To get beyond recent attack mitigations like DEP, ASLR, and CFG on hardened operating systems like Windows 10, memory exploitation usually requires a read, write, and execute primitive. Because it does not seek to execute malicious code in memory, a data-only attack only requires a read and write primitive. Instead, it manipulates data structures utilized by the operating system to its advantage (i.e., to achieve elevated privileges).[1]

**Win32k**

The Graphics Device Interface allows graphical content to be delivered to displays, printers, and other output devices. In user mode, it is found in gdi.exe on 16-bit Windows and gdi32.dll on 32-bit Windows. Kernel-mode Win32k.sys, which talks directly with the graphics driver, provides GDI support.

**LPE**

It is the act of gaining elevated access to resources that are ordinarily protected from an application or user by exploiting a vulnerability in an operating system or software application.

**CVE-2021-1732**

Permits an attacker to try to exploit a Microsoft Windows Win32K privilege escalation (EOP) vulnerability. A remote attacker may be able to take advantage of this to get access to susceptible systems. The attacker must have active session access to the target machine to exploit this vulnerability. A boundary mistake in the Win32k.sys driver in the Windows kernel causes the vulnerability. A local user can use a specially written software to cause memory corruption and execute arbitrary code with elevated privileges on the system.[2]

# Background / Literature Survey

Win32k is a graphical (GUI) component of the Microsoft Windows Subsystem, with the majority of its code running in the kernel for performance. It's used to print the Windows OS desktop in graphical format. Due to the win32k design, the kernel component of win32k must still be able to call user mode via user-mode callback methods in order to ease window creation and management.

1. The flaw exists in the "win32kfull!NtUserCreateWindowEx" Windows graphics driver.
2. When the driver win32kfull.sys uses "NtUserCreateWindowEx" to construct a window, tagWND => cbWndExtra (the amount of extra memory allocated by the window instance) is checked. When the value is not empty, it uses the "win32kfull!xxxClientAllocWindowClassExtraBytes" function to call back the user layer "user32.dll! xxxClientAllocWindowClassExtraBytes" to allocate memory, then uses the "NtCallbackReturn function" to correct the stack before returning to the kernel layer, saving and continuing to run. When the 0x800 attribute is present in the tagWND => flag value, the value is addressed with an offset.
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