**Call for Paper**

The research of Cyber-Physical Systems (CPS) security addresses the security issues among close interactions and feedback loop between the embedded cyber components for computing and control and the dynamic physical components that involve mechanical components, human activities and surrounding environment. Example CPS systems include automotive and transportation systems, smart home, building and community, smart battery and energy systems, surveillance systems, cyber-physical biochip, and wearable devices. The recent advances of manufacturing technologies, system integrations and software platforms bring enormous challenges and opportunities for CPS design and implementation. However, the increasing complexity of networked computing systems makes modern network systems vulnerable to various attacks against their resources, infrastructure, and operability. The topics of interest include, but are not limited to:

* Cross-layer network modeling and optimization for CPS Security
* Real-time system design and scheduling for CPS Security
* Resilient and robust network system design for CPS Security
* User privacy in CPS
* Sustainability for CPS
* Security in emerging applications such as automotive and transportation system, smart energy system, internet of things, biomedical system and smart health
* Cross-layer solutions for CPS protection
* Cross-layer hardware/software attacks and protections
* Hardware-supported trustworthy CPS platforms
* Topographic and data flow modeling for cyber physical system security
* Countermeasures for backdoors and in the software-hardware interface
* Formal verification for CPS Security

**Important Dates**

Full Paper (Extended Abstract) Due: Friday, December 18, 2015 (11:59pm EDT)

Notification of Acceptance: Friday, February 5, 2016 (11:59pm EDT)
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