1. **Tổng quan vấn đề nghiên cứu**

**Nhu cầu thực tế đối với cổng thông tin của chính phủ điện tử và doanh nghiệp:**

***Ngăn ngừa thất thoát dữ liệu*** (**D**ata **L**oss **P**revention hoặc **D**ata **L**eakage **P**revention – DLP) là một trong những vấn đề quan trọng trong lĩnh vực an toàn thông tin của các tổ chức, cơ quan nhà nước cũng như các đơn vị doanh nghiệp trong và ngoài nước [1][2].

Trong các cổng thông tin điện tử của chính phủ điện tử cũng như các hệ thống tin học của các tổ chức, doanh nghiệp, khối lượng dữ liệu được số hóa ngày càng nhiều và các nghiệp vụ được triển khai qua môi trường mạng ngày càng tăng nhanh (ví dụ như các dịch vụ công, giao dịch điện tử…). Điều này dẫn đến nhu cầu phát hiện và ngăn ngừa việc ***thất thoát dữ liệu tác nghiệp*** trong tổ chức, cơ quan nhà nước và doanh nghiệp trở nên cấp thiết hơn [14].

Các nguy cơ dẫn đến thất thoát dữ liệu có thể được chia thành 3 nhóm chính: ***tình cờ*** làm thất thoát dữ liệu, bị tấn công ***từ bên trong*** hay bị tấn công ***từ bên ngoài*** [3]. Trong đó, việc thất thoát dữ liệu do người sử dụng vô tình thực hiện một số tác vụ không phù hợp một cách không chủ ý thường dễ dàng xảy ra trong thực tế [4].

❑ *Ví dụ*:

Người dùng có thể gửi email đính kèm các tài liệu nhạy cảm dưới dạng chưa mã hoá (cho những người nhận hợp lệ) hoặc vô tình gửi nhầm cho người nhận bên ngoài nhóm người nhận hợp lệ [5]; lưu trữ tài liệu chưa được mã hoá vào USB hay CD/DVD [6]; upload tập tin tài liệu lên 1 dịch vụ trực tuyến (ví dụ như dịch vụ lưu trữ trên hệ thống cloud)[14]…

***Đối với cổng thông tin điện tử của chính phủ:***

Cổng thông tin điện tử của chính phủ điện tử thường gồm (i) Cổng công dân (hoạt động trên môi trường Internet) dành cho công dân/tổ chức và (ii) Cổng công chức (hoạt động trên mạng LAN hoặc WAN) dành cho các cán bộ/công chức.

Ngoài việc cung cấp cho người dân chức năng tìm kiếm thông tin và tra cứu kết quả giải quyết hồ sơ một cửa của các dịch vụ công thông qua Cổng công dân, Cổng thông tin điện tử (thông qua Cổng công chức) là giao diện trên nền web cho phép cán bộ nhà nước thực hiện các nghiệp vụ chuyên môn của mình, ví dụ như xử lý hồ sơ, chuyển hồ sơ, xem xét và phê duyệt, bút phê chỉ đạo…

Cán bộ/công chức có thể lưu trữ lại trên máy tính của mình các dữ liệu, thông tin trong quá trình xử lý công việc trên Cổng công chức của hệ thống Cổng thông tin điện tử. Văn bản có thể được soạn thảo và lưu trữ trên máy tính của cán bộ/công chức trước khi được chính thức đính kèm vào hồ sơ trong hệ thống quản lý văn bản trên Cổng công chức.

Vì vậy, ngoài việc bảo vệ cổng thông tin an toàn đối với các tấn công từ bên ngoài, ***dữ liệu tác nghiệp*** trong hệ thống cổng thông tin còn cần được bảo vệ, ***tránh thất thoát dữ liệu, thông tin tác nghiệp*** ngay cả trên chính các ***máy tính/nhóm máy tính chuyên dụng của cán bộ/công chức***.

Việc xây dựng giải pháp chống thất thoát dữ liệu tác nghiệp trên máy tính cá nhân và nhóm máy tính chuyên dụng là ***một phần trong giải pháp tổng thể để bảo vệ hệ thống trang thông tin điện tử*** (cổng thông tin điện tử) của Thành phố, giúp bảo vệ chống thất thoát dữ liệu, thông tin tác nghiệp được lưu lại trên chính máy tính của mình ***trong quá trình cán bộ/công chức làm việc trên Cổng công chức của Cổng thông tin điện tử***.

***Đối với doanh nghiệp:***

Trong các tổ chức và doanh nghiệp, dữ liệu về nhân viên, khách hàng, các hợp đồng và hồ sơ về chiến lược kinh doanh… là những thông tin quan trọng và nhạy cảm. Những dữ liệu này có thể bị thất thoát ra bên ngoài do cố ý (intentional leak [25]) hay tình cờ bất cẩn (accidental leak [25]).

Theo thống kê năm 2013 của InfoWatch, trong các trường hợp tình cờ làm thất thoát dữ liệu, có 17% do máy tính bị mất hay bị đánh cắp, 15,7% do gửi sự cố khi gửi email, 7,7% do mất thiết bị lưu trữ rời [25]. Trong nửa đầu năm 2014, trong tổng số 654 trường hợp thất thoát dữ liệu được ghi nhận trên thế giới, có 71% liên quan đến nhân viên của các tổ chức/công ty [26]. Số vụ thất thoát dữ liệu trong nửa đầu năm 2014 tăng 32% so với cùng kỳ năm 2013 [25].

Nguyên nhân thường gặp của việc tình cờ làm thất thoát dữ liệu là do nhân viên trong công ty/doanh nghiệp chưa quen với chính sách an toàn thông tin của tổ chức [10][15] hay chưa sử dụng đầy đủ và thành thạo công cụ hỗ trợ để bảo vệ dữ liệu [17][18].

❑ *Ví dụ*:

Năm 2012, dịch vụ tài chính Cattles Group tại Anh đã làm mất thông tin cá nhân của trên 800 000 khách hàng lưu trữ đĩa lưu trữ ngoài [24]. Năm 2011, nhân viên công ty dịch vụ việc làm Hays vô tình gửi thông tin tiền lương nhân viên ngân hàng RBS cho hơn 800 nhân viên của ngân hàng này [7]. Năm 2008, nhân viên công ty truyền thông Virgin Media đã chép dữ liệu tài chính chi tiết của hơn 3000 khách hàng vào đĩa CD và làm mất đĩa CD này [6]. Khảo sát năm 2008 cho thấy 66,2% doanh nhân và nhân viên trong các công ty, tổ chức đã từng nhầm lẫn trong việc gửi email, ví dụ như gửi đính kèm nhầm tập tin hay gửi nhầm địa chỉ người nhận [8]. Tại Nhật, có 9,8% các sự cố thất thoát dữ liệu được công bố trong năm 2007 liên quan đến các nhầm lẫn khi gửi email [9].

**Một số giải pháp trên thế giới về việc ngăn ngừa thất thoát dữ liệu:**

Từ năm 2007, việc phát hiện và ngăn ngừa thất thoát dữ liệu bắt đầu được các chuyên gia và các công ty trong lĩnh vực an toàn thông tin đặc biệt quan tâm nghiên cứu và phát triển các giải pháp khác nhau [2][21]. Ở các nước trên thế giới đã có những patent đăng ký các giải pháp bảo vệ chống thất thoát dữ liệu cho các hệ thống và môi trường khác nhau, ví dụ như giải pháp cho dịch vụ điện toán đám mây [28], chia sẻ tập tin trên môi trường mạng [29], hệ thống văn phòng [30]. Bên cạnh đó, nhiều công ty đã cho ra đời các hệ thống giải pháp phần cứng cũng như phần mềm, ví dụ như Websense, Symantec, RSA, Palisade Systems, NextLabs, McAfee, Fidelis Security Systems, Code Green Networks hay CA Technologies [2][23].

Các bộ giải pháp (phần cứng hoặc phần mềm) được phát triển hướng đến mục tiêu và quy mô sử dụng cụ thể khác nhau. Một số bộ giải pháp được xây dựng dành riêng để bảo vệ dữ liệu cho data center (ví dụ như RSA DLP Datacenter Software), bảo vệ và giám sát chung hoạt động của nhiều máy trạm trong một tổ chức (ví dụ như RSA DLP Network Software, McAfee Network DLP…) hoặc bảo vệ từng máy trạm (ví dụ như McAfee Data Loss Prevention Endpoint, RSA DLP Endpoint Software…).

Giá thành của giải pháp phần cứng thường trên 10000 USD (ví dụ như McAfee DLP 4400 Copper Appliance, RSA DLP Network Sensor Appliance). Giá thành của giải pháp phần mềm được tính trên số lượng node triển khai, trung bình từ 20-50 USD/node/năm. Theo ước tính của tổ chức Info Tech Research Group Inc., giá thành của giải pháp trọn gói trong 3 năm (bao gồm cả phần cứng và các gói phần mềm) dành cho doanh nghiệp của các công ty bảo mật nổi tiếng như RSA, Symatec, Websense, McAfee, Trend Micro từ khoảng 100 000 đến 500 000 USD.

Tùy theo quy mô và ứng dụng cụ thể, mỗi bộ giải pháp có thể bao gồm nhiều tính năng khác nhau [20]. Tuy nhiên, các tính năng chính thường có trong hệ thống nhằm bảo vệ chống thất thoát dữ liệu ở 3 trạng thái dữ liệu như sau [11][22]:

* Trạng thái lưu trữ: quản lý và giám sát việc lưu trữ và các thao tác liên quan đến dữ liệu được lưu trữ trên đĩa cứng, USB, CD/DVD[16], cơ sở dữ liệu [19], ổ đĩa mạng, hệ thống lưu trữ trực tuyến.
* Trạng thái đang được sử dụng: giám sát và xử lý các thao tác thường gặp của người dùng như copy-paste, soạn thảo và cập nhật nội dung tài liệu [12]…
* Trạng thái đang được truyền trên môi trường mạng: giám sát việc gửi đính kèm tập tin qua email (thông qua các Email Client [13] hoặc webmail), các phần mềm Instant Messenger (như Skype, Facebook…), hoặc upload lên dịch vụ trực tuyến (thông qua HTTP, FTP [10]…).

**Lý do thực hiện đề tài:**

* Việc nghiên cứu và phát triển giải pháp chống thất thoát thông tin là một trong những chủ đề ***đang được quan tâm*** trong lĩnh vực an ninh thông tin trên thế giới, đặc biệt từ năm 2007 đến nay, nhằm đáp ứng nhu cầu cấp thiết từ các tổ chức và doanh nghiệp trong xã hội.
* Hỗ trợ ***bảo vệ dữ liệu tác nghiệp*** quan trọng được lưu trữ lại hay đang được soạn thảo trên máy tính/nhóm máy tính chuyên dụng khi ***cán bộ, công chức nhà nước*** làm việc trên Cổng thông tin công chức của Hệ thống Cổng thông tin điện tử, trong khuôn khổ “nghiên cứu giải pháp tổng thể bảo vệ hệ thống trang thông tin điện tử của thành phố”
* ***Đáp ứng định hướng*** trong lĩnh vực An ninh thông tin của Thành phố Hồ Chí Minh trong việc nghiên cứu và xây dựng giải pháp chống thoát thoát dữ liệu trong mạng liên kết, nhóm máy tính và thiết bị.
* Hầu hết các giải pháp hiện nay đang có trên thị trường đều là sản phẩm của các công ty nước ngoài với giá thành cao. Việc nghiên cứu và phát triển giải pháp bảo vệ chống thất thoát dữ liệu cho máy tính với ***độ an toàn cao và chi phí phù hợp hơn*** cho cá nhân, tổ chức và doanh nghiệp trong nước sẽ góp phần khuyến khích các tổ chức, doanh nghiệp đưa vào triển khai giải pháp bảo vệ chống thất thoát dữ liệu.
* Việc xây dựng bộ giải pháp phần mềm bảo vệ chống thất thoát dữ liệu hướng đến ***tính tiện dụng cho người dùng***, không đòi hỏi người dùng phải có kiến thức chuyên sâu về hệ thống cũng như an toàn thông tin. Các giải pháp và quy trình được xây dựng tự động hoá hầu hết các tác vụ nhằm bảo mật nội dung tài liệu, đồng thời giám sát và ngăn ngừa các tình huống người dùng có thể tình cờ thực hiện gây thất thoát dữ liệu. Hệ thống giải pháp được xây dựng không chỉ phục vụ cho người sử dụng trên máy tính cá nhân mà cho phép chia sẻ/làm việc trong nhóm máy tính chuyên dụng.

**Dự báo khả năng ảnh hưởng của kết quả nghiên cứu về mặt khoa học, về công nghệ, về đào tạo, chính sách và phát triển kinh tế xã hội:**

* Đề tài này là ***bước khởi đầu*** cho việc nghiên cứu và phát triển lâu dài các ***giải pháp quy mô lớn trong việc bảo vệ dữ liệu*** (DLP) cho các hệ thống chuyên dụng của các tổ chức và doanh nghiệp lớn, ví dụ như giải pháp DLP cho data center, giải pháp DLP cho hệ thống mạng, DLP cho dịch vụ đám mây…
* Sản phẩm phần mềm của đề tài có thể trở thành một giải pháp an toàn và hiệu quả để ***thay thế một số giải pháp hiện có của các công ty nước ngoài*** trong việc chống thất thoát dữ liệu tác nghiệp cho máy tính cá nhân và nhóm máy tính chuyên dụng.
* Với định hướng tăng cường tính tiện dụng cho người dùng không phải là chuyên gia hệ thống với các kiến thức chuyên sâu về bảo mật và an toàn thông tin, bộ giải pháp có thể ***khuyến khích các cá nhân và doanh nghiệp triển khai sử dụng*** mà không cảm thấy sự bất tiện vì các tính năng hay quy trình phức tạp của việc bảo vệ dữ liệu.
* Bộ giải pháp được phát triển có ***tính mở***, cho phép ***thay thế*** các thành phần trong hệ thống bằng các thành phần khác để tùy biến hoặc nâng cao độ an toàn, đồng thời cho phép ***bổ sung*** các thành phần tăng cường tính năng mới cho hệ thống. Điều này cho phép các đơn vị, tổ chức, nhóm nghiên cứu có thể tiến tục ***nghiên cứu và phát triển các giải pháp nâng cao hoặc chuyên sâu*** về mặt ***khoa học*** hoặc ***công nghệ*** trên nền tảng giải pháp được đề xuất và xây dựng trong đề tài này. Ví dụ như bổ sung khả năng chứng thực bằng thông tin sinh trắc học, smart card, thiết bị di động…; thay thế các giải thuật mã hóa và quy trình chứng thực; bổ sung và nâng cấp tính năng bảo vệ dữ liệu cho các định dạng tập tin khác…
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