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# Corporate Risk Management Plans

The core objective of NCU Financial (NCUF) is to deliver on its mission of world-class banking services. Meeting that expectation requires a corporate strategy that minimizes risks using mitigation, avoidance, and transference strategies (Baskerville, Rowe, & Wolff, 2018). When the business chooses to remove a vulnerability, that decision requires resources and detracts from the core mission. The corporate risk management program (RMP) needs to address both ‘when and how’ these threats are resolved (Dai Zovi, 2019). Those answers typically come from a feedback loop of identity, assessing, prioritizing, mitigating, and revising vulnerabilities (Gillies, 2011).

However, along the journey are risks from a litany of sources that can derail progress, cause financial hardship, and harm the organization’s reputation (Erickson & Neilson, 2018). Using a security framework, such as COBIT or NIST Cybersecurity, formalize processes for identifying and approaching threats from these risks (Devos & Van de Ginste, 2015). It would be economically prohibitive to remove every threat against the organization. Instead, a prioritization discussion must delineate between threats and vulnerabilities.

# Section I: State of the Organization

## Corporate Management of Systems

## Threats Every Organization Faces

CyberSecurity refers to a collection of mechanisms and processes that constrain risk to business systems by ensuring they meet performance and consistency expectations, even under erroneous conditions (Mickens, 2018). These erroneous conditions arise due to both malicious and negligent scenarios, degrading the confidentiality, integrity, and availability of our service offerings.

When categorizing these risks, a taxonomy needs to consider the incentives and origin of the risk (Li & Liao, 2018). Incentives of malicious and negligent behavior are drastically different and require unique approaches. Kosub (2015) proposes the terms cyber-risk (negligence) and cyber-crime (maliciousness) to distinguish between these scenarios. For instance, technical support staff wants to follow the cultural norms set by their employer and minimize any friction in completing their assignments (Weston, Conklin, & Drobnis, 2018). Meanwhile, malicious actors seek to exploit espionage, sabotage, and subversion attacks (Matsubara, 2014). While policies and training can reduce the impact of erroneous technicians, those solutions do not apply to external criminals.

Figure 1: Sources of Risks
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The next level of the taxonomy includes specific situations involving various people, processes, and products. Privacy and cyber risks to a process can come from insufficient authorization and auditing controls. For instance, failure to maintain accurate inventory records can cause inaccurate accounting of the corporate position. Another example might come from a weak authorization policy that allows low-level employees to reboot mission-critical systems. In contrast, cyber-crime might leverage repudiation attacks against a process like requesting a refund before completing the purchase.

Bit-rot is technical jargon for describing a product that is not consistently maintained. Over time a lack of attention to patch management and policy updates results in fragile systems that are less secure and increase the risk to data privacy. For instance, malware predominately targets vulnerabilities that are over one year old (Emery, 2017). Another common challenge comes from abandoning partial state on these devices, allowing unintentional access for malware and other intruders to discover.

## Organizational Chart

Multiple security personas work in tandem to deliver a consistent and coherent risk management strategy that encompasses all people, processes, and products. If that strategy lacks sponsorship from the executive-level or does not resonate with the troops, then it is unlikely to succeed (Weston, Conklin, & Drobnis, 2018). Instead, having a cultural alignment ensures that the standard operating procedure makes safe decisions that minimize risk and privacy concerns.

The Chief Risk Management Officer (CRMO) and Chief Information Security Officer (CISO) set the stage by determining which risks are acceptable to business continuity. While smaller organizations combine these roles, the CRMO focuses on general risk versus the CISO is more concerned with the subdomain of information confidentiality, integrity, and availability (Grobler, 2018). Their broad policies and expectations form the corporate vision and guidelines that the Director of Information Security (DIS) must meet. For instance, the CISO might require customer data protections are Health Insurance Portability and Accountability (HIPAA) compliant. The DIS would break that down into a series of process changes and define a roadmap for achieving this goal. Incrementally delivering on the roadmap comes from teams of security engineers, that decompose problem statements into specific work items and validate policy decisions.

Last, but not least is everyone else, as it is security-critical that policies enable the business versus create artificial blockades (Weston, Conklin, & Drobnis, 2018). If the other team members lack insights into the intent of a policy, they will follow the specific ask, not similar permutations of the rule. For example, the timely installation of operating system patches reduces the risk of malware spreading through the organization. While no one asked for similar updates to Java, Flash, and Adobe reader are equally vulnerable. Only through associating the request to policy to the roadmap to the vision are these auxiliary risks addressed.

|  |  |
| --- | --- |
| Role | Description |
| Chief Risk Management Officer | Reduces the blast radius of process failures across the corporate strategy |
| Chief Information Security Officer | Accountable for the corporate strategy that protects business technology assets |
| Director of Information Security | Defines the policies that enact the corporate security strategy |
| Director of Privacy and Compliance | Ensures following of regulatory requirements around the handling of data |
| Security Engineer | Validates the implementation details of the security policy decisions |
| Everyone Else | Interacts with those policies and is critical for their successful execution |

## Network Diagrams

# Section II: Objectives of Risk Management Plan

## Risk Statement

When an organization begins with technological solutions, they are likely to devise incomplete protection strategies (Stevens, 2018). Instead, Hi-Tech needs to methodically begin with identifying and classifying what internal and external factors create the risk, then determine an appropriate response (Baskerville, Rowe, & Wolff, 2018). Due to resource constraints, it is not possible to address all issues under every scenario. The classification results can act as a mechanism for prioritizing the concerns and recognizing any non-starters upfront.

## People

The most crucial resource of an organization are the employees, and any plan for success needs to begin here. Valientes (2017) estimates that nearly half of security incidents result from employee negligence, like interacting with phishing attacks and fat-fingering system commands. Businesses that focus on security awareness training can reduce these statistics and create more reliable systems. This awareness needs to touch on foreign policy expectations, like European customer data, cannot leave Europe. However, even domestic policies differ, such as California and Delaware having stricter privacy laws than federal legislation. Initially, these expectations appear arbitrary, but communications the geographical nature of the Internet presents general consistencies and best practice patterns. It also leads to an understanding of how various levels of legal enforceability influence release schedules of new features and innovation into new markets. That training can guide all levels of the organization to reach out to subject matter experts because they are aware of the inherent complexity.

It can be helpful to think of customer identity as a user profile that contains collections of historical choices, stated preferences, user roles, and known associations (Wachter, 2018). When our services understand the context of the user’s profile, the experience can be customized and produce more desirable experiences. The payment for access to these inferences and decision processes comes from personal information, such as calendars, contacts, and routines (Mickens, 2018). This trade creates privacy concerns that can be subtle and can go unnoticed for some time. For instance, numerous platforms integrate into open identity provides like Google and Facebook as a mechanism to simplify enrollment. However, is that the job the user intended to hire (Dai Zovi, 2019)? Through an exchange of convenience, the user becomes trackable across multiple sites and web services (Paller, Mahalik, Skoudis, & Ullrich, 2020). While the physical person wants a single sign-on experience, they also desire distinct virtual profiles across those providers (e.g., LinkedIn versus PornHub). Traditionally users have encountered these entanglements of context on their mobile devices, but these are not the only scenarios. Asking personal assistants, such as Siri, Alexa, and Google Home, if they spy on us, results in recommendations to review the privacy policy (Haselton, 2018). That response can be misleading since these policies exist as a liability disclaimer, not for the direct benefit of the user (Wachter, 2018).

## Processes

Protecting against foreign and domestic risks requires augmenting business processes and asset lifecycle management. Hennig (2018) recommends starting with a threat modeling to identify what resources need protection and under which contexts. During this exercise, each step needs to consider any integrity, confidentiality, and availability risks that might exist. For instance, a prerequisite of deploying web services into authoritarian nations datacenters might involve exchanging sensitive communications with a foreign company. Interception of those conversations by nation-states will occur—either across the wire or from an official subpoena. These challenges require design decisions that focus on disposable resources (e.g., one-time access tokens) and end-to-end encryption. Many real-world processes span cross-corporation and require communication across asset production, installation, operationalization, and retirement (Busdicker & Upendra, 2017). Identifying and repairing vulnerabilities across this lifecycle needs to be an iterative process that seeks feedback and incorporates it.

Manufacturing facilities are evolving into massive CPS ecosystems through Industrial IoT devices feeding into complex event processing systems (Babiceanu, 2016). This approach reduces costs by increasing automation efficiencies. Reliance on automation also increases the opacity of decision-making processes and introduces additional risk vectors (Mickens, 2018). For example, an increase in network latencies might cause decision processes to act on outdated information. When perspective distortion exists between the cyber and physical structures, then accidents can follow, like autonomous vehicles failing to stop or safety systems not initiating soon enough (Frodigh, 2018). CPS technologies can enter into this erroneous state due to Denial of Service states (DoS) caused by malicious actors, malware, and negligent administrators. Process designers need to minimize these risks by evaluating the impact of time sensitivity on their implementation.

## Products

The products released into a market need to consider the security assertions of both the foreign market and the domestic organization. For instance, authoritarian nations will steal innovations and share those trade secrets with foreign competitors. The inverse can also be true, where products lack the security assertions of the foreign market and are not permissible. Recently Kaspersky Anti-Virus was banned from several American institutions because of concerns that Russia could maliciously control the software (Krebs, 2019). This trait is not unique to authoritarian nations, as specific New Zealand products have been ban from France for not meeting privacy norms (Hunt, 2019). When a product does not meet the expectations of either the producer or the consumer, then a decision around acceptable risk needs to take place. Those decisions might result in bundling fewer features into a smaller version or blocking the deal entirely.

There is an economic incentive for businesses to churn out new products and devices with more innovative, instead of investing in security protections for those features (Li & Liao, 2018). For many retail markets, the customer makes purchasing decisions predominantly on which product has the most features at the lowest price. Meanwhile, devices such as 8-bit micro-controllers, lack the computing resources necessary to support authentication, authorization, auditing, and transport encryption (Weber & Studer, 2016). Even when there are sufficient resources available, security protections can cause interoperation (interop) challenges, which leads to customers assuming that the product does not work. If the customer believes that the offering is faulty, they leave bad reviews online, contact support, and request replacements—all of which cost the business money.

# Section III: Business Impact Analysis

When choosing a risk management strategy, the organization needs to consider the threat impact and likelihood (Baskerville, Rowe, & Wolff, 2018). If the impact is critical, then the business will need to either transfer that risk or avoid the scenario entirely. For instance, foreign markets lack intellectual privacy protections, and this might discourage releasing cutting-edge technology to those audiences (Krebs, 2019). In other scenarios, avoiding a hostile market or business activity is not possible, making hedging with insurance a more appropriate response. For example, it might be prohibitively expensive to have redundant manufacturing plants, while unlikely, if the building burnt down, then the organization would go out of business. These situations of catastrophic failure are ideal for insurance and other risk transference solutions. If the situation is less impactful, then the company might choose either self-insurance or self-protection. A self-insurance strategy might be cash reserves or options contracts to acquire resources during extreme demand or short supply. For most other scenarios, the business needs to rely on controls that detect and react to failures promptly (Kosub, 2015). These might include technologies such as anti-virus and Intrusion Detection/Prevention Systems (IDS/IPS).

Another strategy is to form tighter integrations between the system components as a mechanism to reduce the attack surface (Baskerville, Rowe, & Wolff, 2018). For instance, if the network topology requires a user to maintain five accounts with different password complexities, the security of those passwords will decrease to offset the lost convenience (Busby, Green, & Hutchison, 2017). Instead, exposing Single Sign-On (SSO) capabilities improve the user experience and encourages more desirable credential management. Another technical gain comes from the removal of redundant components, each with the potential to contain incorrect application code or configuration settings. Removing redundancies also aids in more consistency through centralized policy management and enforcement.

# Section IV: Plan of Action and Milestones

# Section V: Risk Reduction for Mobile Device Management

Legacy network environments heavily rely on centralizing information into a single mainframe or data warehouse. Network security teams could protect these resources through border security solutions, such as firewalls and other network access controls. However, this model lacks the convenience and data portability that users expect (Astani & Ready, 2016), leading to the adoption of Master Data Management systems (MaDaMgmt).

The objective of MaDaMgmt is to enable the sharing of business entities and related feeds across the organization (Rivas, Caballero, Serrano, & Pattini, 2017). Now that employees could locally cache information on their corporate laptops and workstations, productivity increased, but ensuring data confidentiality and integrity became more complex. Deploying client management tooling (CMT) allows the administrators to enforce security policy across these edge devices (Tarzey, 2018). However, these CMT products tend to specialize in specific platforms and scenarios, which limits the device supportability matrix for corporate Information Technology (IT) departments. Due to these restrictions, rigid homogenous topologies became the norm instead of allowing the best tool for the job.

Modern networks believe that IT enables the business, not stifles innovation. The emersion of the Bring-Your-Own-Device (BYOD) makes this perspective front and center (Lamolle, Menet, & Le Duc, 2015). With employees are free to use the best tool for their role, it results in highly diverse environments that span multiple technology stacks, like Windows, iOS, and Android. That freedom improves productivity, at the cost of sensitive business information resides on devices not controlled by the organization and partially trusted at best.

## Addressing these issues

Client management tools give the system administrators the ability to define policy centrally and then target groups of workstations. Effective device management needs a similar mechanism that accounts for platform-specific variations. Unified Endpoint Management (UEM) addresses these issues by creating an abstraction layer that can translate corporate governance and policies into device-specific configurations (Tarzey, 2018). For instance, the administrator can mandate the installation of all critical operating system patches. The implementation of this action varies between Windows desktops, Apple iPhones, and Android Chromebooks—though the intent remains consistent. In addition to desired configuration and patch management, UEM platforms can perform operations like remotely wiping the device or requesting inventory reports. These actions enable the administrators to address specific challenges like the lost and stolen device scenarios. Advanced solutions like Microsoft Intune and MobileIron, support sandbox technologies that prevent mixing personal and corporate data (Soseman, 2019; MobileIron 2020). The data context tagging also opens the door for smarter remote wipe scenarios that do not touch personal data like family pictures.

# Section VI: Tooling Recommendations

In addition to standard solutions, such as anti-virus and patch management, the business should also consider intrusion detection systems that rely on signatures (Mehresh & Upadhyaya, 2015). These technologies confirm that the system meets cryptographical proofs that tampering has not occurred. For instance, the operating system can use a Trusted Platform Module (TPM) to confirm the integrity of the boot loader and other critical components. An argument exists for network traffic anomaly detection and HoneyPots (Westcon-Comstor, 2018). However, these tools can report false positives and be challenging to configure correctly.

## Security Information and Event Management

Modern business topologies are dynamic and interconnected, containing components that originate from internal teams, external contractors, and third-party providers. Overtime priorities shift and follow economic incentives to churn out new products and features, causing bitrot to neglected services and new features that lack sufficient security controls (Li & Liao, 2018). Eventually, service failures occur within this complex environment leading to the natural question, “so what happened?” The cost associated with solving this mystery is dependent on the quality of the auditing information.

Half of these moments come from employee negligence, a quarter from system errors, and the remainder from malicious sources (Valiente, 2017). According to this breakdown, there is significant value is auditing all change across every business process. In addition to these failure scenarios, there must also be considerations around industry norms and regulatory requirements. Not if, but when customers file litigation against NCU-F, the business must have documentation that corroborates the truth (Keel, 2015). Otherwise, misconstruing facts could force the business to admit fault erroneously. Likewise, if the mandatory audit trails are not available, then regulatory boards can seek damages for non-compliance.

However, a trade-off exists between performance, storage, and observability, which might limit NCU-F’s ability to collect and persist such an enormous volume of data (Adedayo & Oliver, 2015). When choosing what information to keep, a one-size-fits-all solution does not exist. Instead, the administrators need to categorize the potential value of these various events in terms of needs for experimental and retrospective reconstruction.

While there are many benefits to having a formal SIEM product, it is not a magic box and only provides insights into integrated systems. For instance, NCU-F exposes a public enrollment portal that follows a standard three-tier architecture (see Figure 1). If monitoring exists only for the database, then it can be perplexing to investigate the reason behind specific alerts. Perhaps a careless technician is servicing a request against the wrong server. Alternatively, the inclusion of router and switch logs could detect this traffic anomaly. Unfortunately, SIEM providers often follow the “more for more” mantra and charge higher licensing fees for additional coverage. The support of different technology stacks can also depend on the focus areas of the SIEM platform (see Table 1). Before choosing a provider, the organization needs to assess the most concerning scenarios and acceptable costs. For example, a simple branch office that already uses McAfee anti-virus will likely find McAfee Security Manager a great fit.

# Section VII: Privacy and Risk from Cloud Environments

## Abstract Borders, Cloud, and XaaS

Traditional cybersecurity solutions focus on hardening the network parameter with firewalls and vulnerability scanners. However, this approach is no longer sufficient as attackers center their efforts on the application layer (Astani & Ready, 2016). By design, anonymous users can interact with the organization through public interfaces, such as web services and email. When malicious actors exploit Structured Query Language Injections (SQLi) or embed ransomware into mail attachments—it bypasses these network barriers and allows unauthorized access to information. Further complicating matters, the boundary of the network is becoming more abstract due to the notion of “everything as a service” (Paller, Mahalik, Skoudis, & Ullrich, 2020). For instance, 40% of enterprises are in the process of uplifting mission-critical services, like identity and authorization, into third-party providers (Galinec & Steingartner, 2017). Shifting ownership to these provides does not mean transferring the responsibility of risk. Users do not care if DropBox or Amazon owns the physical server—they entrusted the stewardship of their data to HTM and will blame them for negligent handling. Modern businesses need to evolve their controls to meet the challenges of these application-specific vulnerabilities using strategies that encompasses people, processes, and products.

# Section VIII: Incident Response Process

The attack against the NCU-F application interface has enabled international actors to install multiple strains of malware onto the network. The administrative team must devise a response plan to contain the infestation and restore business continuity. While the number of critical issues can be overwhelming, the organization must follow a methodical approach to remediate the situation. The remediation strategy should follow industry best practices, like the guidance from COBIT and NIST Cybersecurity Framework.

## Corporate Network

This mitigation approach must use Identify-Plan-Do-Check feedback loops, which prioritizes assets and objectives that are the most critical first (Radhakrishnan, 2015). Ransomware has corrupt the mission-critical database and payroll department. Without access to that database, NCU-F cannot continue any operations. Meanwhile, the accounting department can temporarily resort to more mechanical processes or offload to third-parties. After identifying the most critical systems, planning needs to stop the bleeding before drilling into a longer-term solution. For example, deploying the most recent backup of the database, upgrading the software patches, and installing new malware definitions might be an acceptable first step. However, later cleanup will need to revisit configurations and additional access controls.

## Branch Offices

The network administration team will need to quarantine systems that fail to meet specific conditions. One solution is to use System Health Validation (SHV) to confirm the compliance of an endpoint with intranet policies (Microsoft, 2018). These policies can include checks that virus signatures and system patches are recent. A risk exists that the attack could rely on zero-day exploits that can reinfect the machines, though, in practice, this is less likely to occur. Nearly 99% of all malware attacks use public vulnerabilities that are over a year old (Galinec & Steingartner, 2017). This behavior is partially due to reliable zero-day vulnerabilities being worth tens of thousands of dollars on the dark web, versus public exploits are often free (Emery, 2017). However, nation-states and other well-financed actors might have economic means for using such a weapon.

## Cloud Technologies

NCU-F uses VPN technologies for extending the corporate network into the cloud infrastructure (see Figure 1). Operating a hybrid cloud creates many efficiencies but can introduce single points of failure. For example, during the malware attack, the public web application is offline due to dependencies on private datacenter systems. Instead, replication technologies could maintain copies of those private resources within the cloud, constraining the blast radius to the intranet’s edge. The company should also consider the inclusion of anti-malware technologies at various strategic points in the topology. For example, incoming files for the public web application need to stage the content for static and dynamic analysis through tools like ClamAV and Cuckoo (Kilgallon, De La Rosa, & Cavazos, 2017).

## People

One of the byproducts of modern networks having abstract borders is that the rampant malware does not stop at devices owned exclusively by NCU-F. Instead, it continues onto personal devices, which triggers automated backup systems and social media services to further propagating across friends and family members (Balupari & Singh, 2017). At a minimum, the organization has an ethical obligation to guide team members and provide anti-virus licenses. Depending on the specifics, the company could also be liable for any damages to employee property.

## Coming Back Stronger

After addressing the initial crisis, the business must come up with alerting and monitoring enhancements to become more proactive against future attacks. One reason that this attack will be tedious to recover and very expensive is because of the extensive infestation across the entire topology. Using endpoint protection software would give the administrators more forewarning that this issue was becoming uncontrollable. While the business might lack the expertise to handle that scenario, it could have begun seeking external consultants and third-party experts.

# Section VIII: Vulnerability Assessments

A vulnerability occurs at the intersection of (1) system susceptibility; (2) threat accessibility; and (3) threat capability (Baskerville, Rowe, & Wolff, 2018). Nullifying any of these predicates mitigates an attacker’s ability to compromise the confidentiality, integrity, and availability from that specific threat. The costs to address these predicates range substantially and are highly scenario specific. For instance, the legacy mainframe lacks support for modern network encryption and authorization protocols. Upgrading or replacing the system are not feasible solutions, though moving the server to a private network disconnects the threat’s accessibility. Another configuration, such as a public web application, might experience the opposite problem where patching the software defect is a more natural path forward. Over a long enough period, all vulnerabilities are discovered and exploited (McLane, 2018). Processes need to combinations of proactive and reactive defenses to defuse these timebombs before they explode.

## Identification

Detection of the vulnerability might come from static (offline) or dynamic (online) analysis (see Figure 3). Static Analysis Tools (SAT), such as SonarQube and Checkmarx, parse the source code into graph-like structures and then run queries to find defects in the application. While there is the potential of encountering false positives and false negatives, these lint checks are effective at catching problems in proprietary systems. Dynamic Analysis Tools (DAT) use telemetry to monitor for security-critical events, making it ideal for black-box situations and discovering unknown unknowns. Outside of tooling, periodic process audits and patch management solutions can surface that a problem exists.

Figure 3: Identification Strategies

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAkIAAAGBCAMAAAC97S61AAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAK1UExURf////7+/vz8/PX19ezs7O/v7+7u7vT09OLi4nx8fDQ0ND8/Pz09PYCAgOHh4XJyciUlJTAwMC4uLi0tLXZ2dnV1dSoqKjU1NTMzMzIyMnl5eTExMTg4ODo6OjY2Njk5OTs7O0BAQDw8PDc3Nz4+PmVlZXBwcE5OTnR0dExMTHFxcYaGhlFRUUZGRn9/f5ubm3h4eENDQ1ZWVkRERElJSVJSUk9PTy8vL5GRkVhYWJWVlVlZWVRUVF9fX0FBQWBgYKGhoYyMjJeXl1tbW2FhYZaWlkhISEpKSoODg0VFRWxsbKOjo2pqaqqqqkdHR6SkpFpaWkJCQlNTU7Gxsba2tpCQkKWlpZOTk7CwsK+vr2dnZ4iIiJSUlKenp7e3t6ioqLy8vNra2mJiYp+fn9fX17u7u2hoaIGBga2trYSEhI2NjcbGxtnZ2W9vb319fbi4uJqampiYmImJidDQ0LKyslxcXKurq7W1tdjY2Hp6en5+foeHh0tLS52dnYuLi3Nzc6mpqWlpaa6urmZmZsPDw8jIyIWFhcfHx8nJyWtra3d3d1dXV7Ozs2RkZKCgoIqKir29vW5ublVVVZKSko6OjtLS0sDAwMLCwr+/v8zMzGNjY11dXcHBwbm5uU1NTaKiopmZmVBQUCwsLCsrK21tbaysrJycnNzc3Ht7e8/Pz83NzcrKysTExM7Ozo+Pj8XFxbS0tODg4CQkJOPj44KCgvLy8ubm5v39/cvLy/n5+ff39/j4+Kampujo6O3t7dbW1uXl5dvb2/b29unp6fv7+ykpKSMjIyYmJp6enl5eXtXV1bq6uicnJygoKL6+vt3d3dTU1CIiIuvr6yEhIdHR0fDw8N7e3vHx8fr6+t/f39PT0/Pz8+Tk5Orq6h0dHSAgIB4eHh8fHxwcHOfn5xYWFhoaGgAAACEnCdcAAADndFJOU///////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////ALLDDRIAAAAJcEhZcwAAIdUAACHVAQSctJ0AAES7SURBVHhe7V3LmeusEvxXjsF5KA5FwFqRsGPJTjsy0qccbiC3qhsQQk+PxzNzbJX1gOYlUKtokG3+u3DhQsbtdYglXHhrDO5+b170ubtYyIV3xuDG+8twqdAn4FKhC0/iZuPtfgUuFfoEXCx04UlcKnThSdwwInsZLhX6BAgLYfz9Elwq9AngvJAAavS9G3Cp0CfgsoUuPInMQq/ApUKfgJfYQim/S4U+ARMLZSPm+U1zu1ToM5BsIb3x34xLhT4Bly104Ul8ty3ErHJ2lwp9AmYshHsfVaDemnjAaR6gmwTLliDOS4U+AdEWSvffukINFN41jTNNY4Izy1ANXpETlwp9ApSFvPNyz0djlioU/N37xrbGW401gw1Ng+Dom+NSoU+AspANfmR31IgKSb8EVtKzay09roWyiVzFegYDtV4JLMpTMuJSoU/ATVRImMZ0nWlDc7dd10FrTGi71jauG1prnQ1DZ9mRmRbRoCeI3QXjTT8EbyGwkCMX9Hddl7TqUqFPQGYhH4K1pm/vrnPeQAm6wViDXgp+UJB3UJxgQDrOWvCSwdn1vYcqWagN5MFh903fGxsCFehSoc9AtIWCdYH9VQhNC+rxYKOube4eykKGggpZhIN1AuP7xvf8wqzrPG0hEJaHFkHeOt+DkXynXdmlQp+AyEJCODSng2+Hru96qJKhSkUVQmcFbQogGFrUIzo7KokHWakKWarWeA/Oow8cLxX6JIgtNEIzaBZDBwKJqOHYq0XIQoXAM1ANRAALUZGoQp4shD4OcrAQsrk3kF8q9CmYbKE2WB+GFlaNheFjoULUCagQlMJBHCyICaaPgza5e+gQC7YQWUhtIWNtaNEFQnsuFvokRFvIYEQW+r5j7wXNoEETLFjIQIUQJuY2bGiOyDoJbQxiyfgNu+OIrOsHqE/Dnq6hHl0q9CGIs9MCKMbsDGSHgt4068NzCha5+pKIuFToE3C9qb/wJEoW+laQjS4V+gTssdDUJ5W90xnE+JcKfQKEhfY0JIVtxlkETIJLhT4BmYXyjacDu/hVOAuaI0pwmlwTLhX6BMxHZHMNWAMjaLxl1IXkUqFPgLLQUh2ASrgah9hOfKnQJ2BlRFaoBJz0rSrJqnge+1KhT8A0Ipvf/Vo91J/i1PFw1E2RHJcKfQIiC+W7r67Ju4kTUS4V+gjwTf2mNsSAFL6IV4ULStmlQp+AwhaqNES9S6FuCbPwKvKlQh+BanZ6oSIRK8KZvwyf3JcKfQLS7HRWgIjCXwfV2A6/VOgTULLQQhcgmMuyTxyLYGAmuFToEzDYxbzQt2G8VOgTcDPyG8Iv4TCliYVceGfc+rZEV+wZ8OiW3eqKjijLIZO7j4VcuJAxxPOFC19Day9iufAU3L291qm78AzcvYuuCxe+BHOx0IXncLHQhSdxsdCFJ3Gx0D+IuFz3H4G7hyE6/wRiI13Ywa0zzpm/8jHNaAvv73+ubvUYA/8ngy+j7i/7xO3Mjuj5cv7CfveXCh2ib3yQF0+vBks52nHUE1EH/sIe7v564XKIoUEr3WAR8fCaj27y0W37jE/e5KPbb52HprlU6BB9Y69W2gKeL6jShX0Mlwpt43ax0AlcLLSDi4XO4GKhHVwsdAYXC+3gYqEzwKD+aqUt3O4XCx1jCOFSoS3czKc2Dt/tnN1kAqQUHG3/OFiHB3b9nN7eBUNoH/oUzqNP+OffGaFxZAr81J4qffbzNjrUjq9D869/O769jyO2U7tich3hfb6o0sovPdMvitWxd6Qj7YfHf9281MY5Ca2znOnU0+qm+9v8+mTZSqzf9rHAYcR/XoW6WJFX4P1UKN/3b8TnsFBsvUca8X1UiA9aqjnOJxpBYx1FZPg/30pxFaqpylubxpnOWbqGGP99bKG1v1jd2QpUIXmTnXgPFkq1OY9c/7Ut4b1YSFDUbg8nown+fRV6pLbEifgpyhvZQmShR1vqJD7FFmLzPdKEEvcNWUiAyp1oC421FTGHjv/+iCzWMVcp+oF10SSRs58CF3gjWyjVKO6EVH99m6MK1G3CO9pCTeOBuWwL3lhG1GbJW8QbdWRSHanUGcxa4Qhvw0IFfOC/XXEV/QVmAxOxD6wsClsPWDTTN1OhF+EdbSHfBWsNdKihJjRAJCUuha4/B6If2gNhljNlhbe0haTC+bQHjbURsQj811spNc5Upbtv+Y+iPgRnuAC1NaFtO4dAnMFOnr+S6hDYtrKstcq5an6EuHh4t3mhqYoZEC23NWxHeUcWsq30YTaY1t1dZ7vBWNf6e2itdV3vbd8614GqXGubzjUBpOW41HndPG/FQlKx+c3fRtUQu3gTW2hWX7CQnIwLBgzTtJw76qzvKLad99Csu2Gk1jWtY/RxdWT2RraQsNAoNp/26bHN2NfXQ4/SR3fyl9HEFIjOd7SFRIVGEIsxDj1Ya+DtLJSH/VvrbUDtDXuu4MBC4p0b1LF13swWaqzjr+VNuQKGM00jTTGDGJG5GSLwtEUX0CAhT2i4f1+FUj1x1k1sIdBKCI03fetHVn0kCzkoiuugQmhJaQKoEFgI7DTeZWxf4c1sIYOBKp6iIOvwKCONbAatuTxD6vTy0KU44iD6rELwU8tU/B4sNL/9FrYyjWUaykNgdwUh9Md06Np62EJUIUPuCdAf2EIt//JjsoUkNx7ei4WaNjTGNq5jVb0zFiNWG1D/htxkDSlK0LiBUTBOdSJrHM4YmICw2Tpe2AyJGvG/wYhMbvgMnBfqMPLCY2Jo/xj2axic3R3EYG3vkAYNCIFFoyIM8lUWei9bKOBxanw7dLaRJkKlXT/AXDR41thkbCcA/E0nRhwYczTwImrX23vH4UmDQ9cZ2AjedNA/ZPkuttBMAzgXJA6xpAVy5qRQcpeIsWu8my2Ern3E0VBJfOO7zt85EoWYg4tsJIGlSdSmhyWArl7Cwo0qZNqm6TDQtdaaYFsSGbJ9jxGZgNWJzgh06uvKcQRN9Wa20Agd8iM1xcrMGfSEttAIachr8+Aha3vTgnQ4D4JRh4xf0RQWthBGJA7jEraqwWBFqPsNzGmt9zpkCHIayEW3hPdiIZgzd+mzqEIwq0dSjUNPBRWSPixqke3ZyYWGQVAhnWXDcATmJAYfLXpD6JA3Qfo0BP37LCTVnrClTStg1PTwzZDyeCtbaLSdBeFAY5wMucBJ7MhAKBDCTMJgVWeMoGaIDDuJDA4jG0qDsIEshBFJD0MKBpUDCyG1mN1vaQtVQJhu4lHDWX1eBxVLaJz3soVCj/EXNAcqgmFZ6IYOHRk6M+iPBe0gkLHQWbHqJlDdQFvQlza0PWwhqJAf+qbh5IANsIXajmOWf76VZiMyvfHxzOGnnOewwr4RYHWNnhOVeLPvCzVBqi7fTbB8S4jHhwYxziP0RDosPlWwueXhop+ROXxzGPvzjWMP/cMQzTKhbalk72sLQWTiXBh/VJjOIycexUe/7CkYqBTpjToyqc9UUVZafTzInpshnXKwtBAc2GxP/WMQN43y76tQvufimDRg9GHgU+ItTEBWHA8PHzzYAey8vOXUBp8yC7LWJBHwqeDdVOgA81ZYA3gsugq8jS20hOMExv3eDn3bhwbWJAYa/eBBv+j0YSRi2GF853zXqRGwxPuq0LG2RFQR10a4//6ILBJGPsiJLmP4FmNsezvy9UbHgUXo+Z4eYteZYMBErcNAxU8Wdswiet7uu9MlclVLxDaIpwWk5yKKCG/HQrnitu9D39m7zC621va0EpuWWoNhCIYbDiPbpuUrsmQc1XizEZkAjZGbiKBHZTNxgRi0FfzvtxJZSGpXVRFDTwxLO8PZNL5p1W8L+RYsxNl50FIDI4gTJNClWUeWMsTpfToyPj65XoC4Jm9EJajDU6IsV8FbsVBRZxssRgwu2ED9gJJwBAoLG7aQbczQ+sZ612KEj9GpDE5nbaN4RxY6RGyK1BZVkxRIIf++LRQrUoKVky9zcKqVKsSvDHHmo+v5nUV7d32480UzXwBxhmxpTkv7vKstNKmFtJE694AoGivFLdO8CQuxSrNKNnwjBPAXZTjJMN5gFO8bzk479mreuIYBtvwaX9k27zkiyzWcV1X9M1n0VrIF3sIWWkMaO+hZjnH2bOT7QaaKM2RyniFl+WYqhGrlmsWzYubTWPMIAhXlMB7F9Va2kNYtnbbhxT6aA4k0XZHJ29tCUkl1LiEBm6ET3scWipXdrXOKU78820j0Zt8XilhvKHrXmwHSOsks4nuw0KLu8zrG8wqqoOSN57diIdZppyUStqLU8im797KFKvdUzXyOUsEk2sAb2UKZhaS2U83piqeM5K/lwIrofWyhXLPVWhbHVeRE2UG8sy20bAxKirrH84SlRPHvq9BWzXaBRJpus13k8Fa2UK7qVp1Xgci6TaAn7Ty9kS1UVCu5S9EWcvgi4tuxUGyRCHFGUS0+i+YNvnK2NS9UQ5sqb0mmyI6I6H8rW6j8yHyYOKI/TY0lsexySpIomHwp6A2+tZgmCHO1klN9KuKx/Og2nTVORPKO79OR9RZw1c6DbvFQuLM/SaIgimSLQe5fV6GeFUn1i9XiMdYvilSQt8U57Yoc8q83TsZteCFiGf8sXto477Oa1CO49d1nVvwMbl33NsTyOvBPvKLzQo3B+zY6L2wCrfQ2RuC3Y2ju17Kjh+gbf7HQFvqmuVjoEBcL7WBomouFDtH7i4U2cbHQGVwqtIOLhc7gUqFt3KBCH8RCt6H/ErrGh+h8FD8+ZfLVOn4ZbXN30flj+LWJqCHwtwdfAN8iRudDQCLzwxx/ay2L/UF8tXGegfktHRqc/H7lJ3H3P13ZX6jjL7Tqb9kVvfVdfFHzIECdXwJ6wJ9mIXdvY+E/BNTxi63zVXS/97JgcD+tvbfmF1joh6ewhh9/TAbr+18aAw72p7X355sXLPTDKtQ39ofriN7kc1gIKvQJLPTDdSQLRedP4+e192KhV+BiodfiA2whqtAPF5nwC7aQ/+kn9OZ++vvtw4+zEO7jTz+YCbfhp5X31v/44zL89NQt6hhdP4VvbtU4VXAKN9nOIxYxxyM5PPwd5FjGHLcHs3ko+uq9ePi6H8Bt/e6fL/Imn0cQi9jATX4d8BqsG05c9OdF2Ji3vxkfI7wAIRYyg/y85UVwq616CzH4BTCxjA0Mo/xi6dTGP1PidvYzrtql5nwWGjM6zuzrSjt4BJ4CcmFGOIjrxGFcbd92LerO4fwH8ddVyJ3NKUJKPrf7WMYGhvo3kzt4IKpgXYXk7wZfg3Hd2r/pulZ8nXm0xXjnsa5CG3++9C1Yt/ZvunDpOTxUw/v9YMA4xGgvwWplH6hrriodZ/b1gcbAPzZk8AuwxUKvw7oKDSb/7vUAZUOUbbe2K2wsYwOZherUa/vkOIUNFoqhp/FAgVssFMMfQq7w9oFYZ6EYvJaoOsTjeaz/IPohFtJCzxQscY46sinmeSD6mW3cYSEEH+5EOp/DugrBForhdQkre3IS6bzjOmShE3nweHJj5PXHhCzECEf7F3CWhY7x8AU8y0KzAlMT7O3j+lT2V1iI2Sn2XesspP8vdDqPh/CkLVQXS//eDpy2hRA/b6u7nqLrBJo9FnoEZ4tsNm2h8bErfwA/awuxCs/aQjGXuJ/BAQvdGOfxxj2VYntElipwtOuhOO9jY1BfslCZ+94eMTlrV4q4awsJ6pREdMmJhynkEFu20Jjy2dh1q7CUrOCULXQyL0WMqpe0sz0/IhNITnqesl7bgW0WehjIMWa65srYYSFGTdGnlJNLkT0asL9JvI2ObLWOtXBtWU8v63lpAfKv/LGstH/JFiozwF5uj+CbRmQngYvbnheKV362AkfxivBjFtrE2auZ47Qt5J0zXI6hhDWTjqQQbyaW1vAK5+eF5hlvQIMPIiXssBBzOLMLsuMIGywkU4sxE5zytrkXmLzzgOg7toVmydZzm+e8A0bctoUQmjfA9W0IZsbAsgr8gps0ukDW8K5xjoVWEj6Pb2AhXFe8tPIK6a53YoOFhi/NC20ilaaOdRZK4SluTlOjjLAZaYaz80KjaRuAy8ByvVf0YeAkF3zDlc+EnBqyFE62oYyLw7q2T7SFk25goVjGBlZmpyX3Yq+gIhwPt+8akSXkjDexpULxsdtLWoLxisLSOZ8KnBmRaaqUSzpnlD4N3No0ymodK1uIkU3gO6576NuWizDaFqTUtd51XRva4EffdoFLVjWd9ZC1wTJshYZO20LLpBEIKLfz+PKILG8JhXMDEn+XhZZ5UFLtuq2ikJexvm4Llbk8gLO20Gj6gI6sCYPjUnoezgZa410PTvJQqtCCflxnm841fesbLpYGlpLEsws7YwulBCcrdbri38xCE/RC4+UWl7NnCwlmCc9hHrNOd8RCdfzoXxa/lCygUU7YQgrTG6pQi4tpgrNc7HWEijh5z22C1ZU7oUtkIad20sIWovfMvBBR8iDTlftpeIv+FTquixt/zRYqBwgeNJtqdeJivsEWGnNDrJQ1E8FD/6YtFMMVM88clMewwrmNM7YQMxkNWhqOYO6jqBAMa6qJqNAoy3eyslAyqFAL8rFkoUmF4IjuU7aQD+gv9b6fgmTvaXmVG68CxlszmnghOyzECIvdctbCu0KF0CMgw+hTzH2CLNploSohvXk3aMm7tbAnxXDQMhsXVwibpZx5TthCU3x9suLzVeVTgiFxL7eIU7YQkWwh8lNwvg0NzR92ZPfRw+YJ1BvpyJIKZRaaSiNO2UKuDyZMSxLnq1lcVgmDTraEKjlPUYUeZiFTdXKoaXQl4IKwzWqYPDxvzU4Lye/AwbA05DvTBs6l0H7gn/BPxSN9mcXkPmELJQ9bB2VJRzJDaub5OfkKMOW+LSQxxDWaoe26ABsIkgB7qIW372D9tPjQnA4d4BraQqQoUSG5xAqnbCHXNmODYZ3jurMWRVA5GoMrwOWgqABicFBjNHFiOmj0QG0gZ4A+GN4ZEzxIxPSDxHp0RNboRJjzePxRSfj7ocVYFERkOlm3nZem+oldN0V0HNhCOVFOp6Al6VEqVIgVB7sPrLjtY4c0QT2FaI+FqlKSCoHkWBeHG+bQtJ7tiwBpbmfBgBw3QTe7eUul3LZtoQKMzGVf0aJ5GVi0osONcrzNkWVxy3GGFjGcM9cSWSDFyeGcLeRaPHNQn+4WLLTUyPLEASrR4haC2cF56OuCcTikfiX2ppEnoYUgsh482XrbgR0R4/SILEmEhXzrfN/jGgyX30bGXWMGLu+O2rOMoWe1V/GYLTQVHBe1hBkHFQKLguM7L0cJ3YIErqtQThcdcoIKoWsBC8lTgPq1Qwu9QaW4MD140OCpBAOi7lBpEGPVhSv2bKE6Po2dEvShlhW/Vd5FNqdsITf0PZ5zC9bhcI+PABShgXJYPBxUL2Mhh35AqyXFvYH+BNBQ5Ekuz89GR5RTttAahIXGpsUAAZmwfM+/b2rBRjaWAbIMfX5SiFl19+aF6uadwbIauGwoaNeD/FFR6BUuQUJj0hXPCVtogu3k36GgJVRYHDpWEUSLELQbFJ0GS9uhsrwXVpoa5eiWcGALFTHXsdKRriNHO2kLGQdi5Wrpwra4j+jTGAKX/OtXZx1uIPSJtUfuo70N3YCbUxv86MugQoz0RVtIxpiWdhB4FTtViLcEWhygC6OMTitIJXBR698XWmWhqh05bcKODEwLtm+tQalgwylWFT9jzxaKlxXT4qFA5rQH+IhxlXqxF2RpcRSIdhlFi9kIGNugE5BkBTS/DRWSGBFa4DoSB+wiZ0DHOVsoCOfx7ohxjscf/TT1msxi2apUX5AEDkyBaBSjlvRDhdB/QQoVgkGG4aRcwtlvLSaoLQTtlWuQ0RhZCBYgmheB+g4QTyzjpk3dEV+xhejFLaX2iy3Enyyg3+7xtPo54aV0ZQanWQgpLEgUHRlKES1RFYIlSwWGCjFPY6RPbWh8xombiFziti0Uo+SY61h0W4c4aQtJuWQhECnoKLSN5eCPU1Ft87/GWIxzYeBZH6SqI/ur8X8kYFgNHBkiBYijIwvxWWJ2p1kIsZlAbyBUSJq1QcaRhajhfHRhD0G0agtpgesdmXxfSCLMEYvFERePZ0DNaTQxWLBp+xZ3izdRLk3iVRDhJgtJ6CydEDzNaXZaHtWgLYk+iw3vYSiwN2ill+MzCQ2bTKoCu/NCU4K1pIBBcbNpEjitdi0ZEspDjHbKFtJV9oWFcPkDBkLolhz6bb5CMejH8Fi28NhuIO8ykmoCOjdEZ0v7tocD9C8dmRa+w0IT4nUCyGoYWrTvBguxDHSpegURU2pig4Vq+3EB1At1wGW3/EM2mLMw3TGux3A3RgC0pHl5Z1lIU6kKoRTYcxi0ah+mKsSxQscGRHuyTNqDqamrog9sIUJpDuXllkqXzYFn6iQyZDymrnie45QtFPtHvthljlbzxPhc5BZDTfjokQMRv7qEBIwuTuv415PMSrLZZCEEllsBZmX5elkyYEnMzGt+PCACWDFewgr2v7U4K6wuWS+bV+C8NIdMc85jKaIsntZZSMMUOY/YvDxom0n2UhspEJVjA8ZIuakLSNCGCmkMYsSIFmmh3apXTJUBCXhQnDN59s6k4jn3faHZY8rfMOpZxXqeDkQ6A1M0kRYhp1ioRCxYjymjnKE8XBy00F1XWU6HLKTJYhIiOafCWJscX5DiTMkm19G80BRzhkVTAZSVktJdZLNtC0koN3T2aCmQOjpKDgPB5eg2OvYtFoOS4QbSEzn8bdtxNi+AGNmwFkTfzoywQxbK78iewEYzPTAik4ofg/VDvaMPSIniedMW4rcWVwpQ0UrAEpuRNm2hOU4Vcgo7tlAshHoRGgyP24BRIIY9beubbggWdizMBA6QoEEtzBLYJ8NgYJaBt4zDoBQPKKLftKdL13z+u9NlLdVdShTLOBtg4JnZacTbymdF7sHue8XuzQvNsZfLHGXMwk0n9jO20PmylkBaTT45dllIYAMNdsN5Gb6n5/jadxiScMAM5nGcyISOQRsNBk0jp1Hi2Alm0ggSm+4RyzxlCx2AcXIVgNIdMfmnwB0W0khTIkXhr4MiItUzNMcooh7MC82SlelmmMfKSCKcy9B1FYoxyrhFIjoL7xJ7gce2EO32YKzxGCVx0EcTHlqF5tE5FxcalcOw5hTJ9J5VYskgiaeER74vRMAt3iSbZVZhHpZSRsB9goUmFGln+Wq2M1FClifHwbxQxJRXTDedZC+g3kpYYoeF1lLNZPBUW95L13QWbI/IEE1jQnVcFwy/+tryiYVCeZlpEhYSc1q0pGkNVGj006t6GUtHFsqlPsJCpRuovAkzMTy6rWB7RLZAIZsFr2e8ha0/h9ERo0RRnMgWUVZiJRHP6j5nC4k/CuuwB8CkJ74vxLfGXe9G0zW2Cx5GkW8CaIcsRBXCLbAyx8f3mcpCnG+wobFgLx/0LTmgp/O20BpEjIMGZ0c6rUBCNPjAFmIk7LOsCs9MDoifh+yogYY5Mzt9iFkc9WymPLSFVlOu57WGGLPI5dgWamDs3KEe8t0bJ9/4wGgWOuKNt9AO7iKHOoF+xgZWNd+9ShijV69WTrOQOqI3SycsRTMJPVWUvRHZIu0aKnkdLfuT46E39Ugk6eJZTyLZggTWkXZZqIi5kNBVhAPw6ZZ2ntIx48AWkqRMG3eZTYyymCddk5w7Bv0iEqGfv1k5ZwvFTCNmnoUXiMVtYQreZ6E5kCBmObkA9Ux+QR2sDuDMiGye19xHiISHFLSMIjIVnxmR7UJzWitjCYm1bQvNc5nqXNa+xIoc9rRlv0c3c5McHxqR1Z6ZfxUaKcebJVhnodTPAnTNUhTYkqeAtfCDd2Rlks3s59gpDKB4nYVysGKWDY9TUMaKKKMMO/Pd6S+jcW0rXzAscdIWmqOqDryU6KkIK5wzd8ImCzHyWmKc1/IBRLwRpmDgmdnpfJwA/0xUhxMiWwYcsFCRc522CJpB5RpUxEnnA1soR/simsZLl1fiARaKznkOG9e0JhYZD3E/OTu9lpUAAYswFURxjBBP+yy0gpwuQv1RlFzRW2CKQ+zaQitYzS9jyy1QwYEtNKFIv8hqFRqrfNxUcnJeKBVSn1ehgbtRiOPZ6SkLuLJnnnEOmYtrr+DEm/pFsrV8ViERc+zoOGULVYmyNzvlVIjnmAdss5DGw7FKkI8aVG4JhVNRCp6YnU6laBQe1yJrrCnOhN15oXnUGjnHFeyk3H5TrxnmpKVbUXkVKlxGVohwXYUYNEs28xBzX+1doMjplC0k8XE4yneKsx3zvC2U81jJbBLNAtdj6nb8L2eSWmLSoefkrBDFObR0iFsFJ1ioSJtQCVKWp3BmXmgJFZZHAZ3Yqy0h+nZGZLPoZ1BFX6RWwaMjsuRfZDeBQUXMhEWKHVtoJ/ciTAuJ/pUkSZTOJ/7lbI4pd8HcG51JwnPcdVMc20KlG6i8ZzBLctYWmicq9iMs4p77vtBLcOZN/ffiFAt9K56eF3oY+yOyV+CAhW6bE0/P4+SI7PuwyUI/rUL1j3C/EeOWLfSyOh4toHBr25Y/qOchxM+0JUxOkcdDEUed9E2uNqwSYD8rJO96yls8l3EplRBFksUoIupWS7x1RbIUN2dQ++Mm++SVLQZHhwrXOaGIoK4EkYgoiovQKK22+Qnbeh35L0IaUaBRI8QjFzLJiLlPvBonxVXJqs6WuN3+w0e38qMHweQS5/wzE2eHyGMJFaYYMb4e5Bg96o3O2qFIovRR0QY0XDC5NV3pz4LoLN3LTzysQsPkqK6ELEniIjhK55/5ST7r0BxSZjFFdJefCXNfTpOSZvdms87Rm0Nd+2YEc/LS/mF0ZpWkXodhg/p/ALd2fWjxQvhx1fZ9K5h7G10/hJ9f+nRCuK+uzfZC+Pv7s9CPq9Avrv2MYejFQt+PT2Kh22+w0Ceo0A9bmP0vdmQXC70CH8VC7WULvQAXC70UFwu9AJ/GQpcKfTt+kYV+Y17oA1QofBAL/cK8UHPZQt+PyxZ6N1y20Etx2UIvwIex0KVC348Pm50eL1vo23HZQu+GTxqRXbPTL8FlC70U14jsBfgwW+h6U//9uFjo3fDR80I3Lnf2IqgNVNlCtyGGvgS/ZHbVLDT08XpeAdZxwUJc1u5VqJS1ZqFB/vnqNR/9GUvNQvwdehnrOz+/9W3QmoW4Ak15Xd/6YVELFgovKxCtGstQLGyh1/3KdYxPZm0L6S9A+YO6797vG4tMvR61CrXN2vV9zy4/UVywkPkfAl+Csf6J4pKFYswXYIOFYugrsP4j4tejnhfa+d+hp7HBQtSvF2H+W/uFLfTK39onFqqv4HX4PRaa20IvV6ElC71ShWIZERcLvQILW+idWKjqyH7QFppYaFWF2Mjfvf8iC62pUH1537HjuG4LXSz0PfgzI7IXtuoPsxBXwj1jC5V6vrdXvtJT78Av2EK/pkI/aAttsRDKLG/Ad+3fzEIPRd5gIflPnvIan9zzBvyWCm2NyHiq94SVMJ4ElTztPP1rthDnlgo0Tv4uXTBbO3YBCVu1hd50RHa6I+Oqm2uhjfGy7MpusxJ/0hbiRa/tniuAcOmYDF3GSpAW/pwlyZvgZ20huYRf68hWVCg1wwzetF1bPIkZXOnJQoVWF1Aqsc9CqeAn97xhP2cLrcN1xjquiZ0eHVlbnR64uV6aFrGJVVtIVQipdHt6n+GvzQvhpFvabRucM/G5TEHSjlAhutOqzhJQ7Yo9W+g1+LotxDXqeeBKRF0XgrUtl+hu+BxZqBDOxTobK/gRFsIV6Caev8RCK/CqPDa4xuFpbBzUBs3YycJi1hpr+iFwuTlvlv9eG6u5x0IbxT6Hc7aQXFq1cykre29Ce7edqI9pLHQGGuSsCd71LR4n7dimJAq46V21hV7WkRF/fXba6to7eP68YdO1VpuzH0SFusaG1rqAB5Sr2q/jwBbSto934Kt7BJz0PcFCtudCzfYOLUJeXRBbSNbVb/zddGiDMPtbVy1xynCbhXIcOh7didoP0PlX54XglaslrxOyOipsg2A9m/FuB68qhBAuj9noCusxnW4JPzIiK4v8si2EHFznvPe4Zrm+YMYGKuS4rt59xHOCB0qW+NxEYqH6CraxyG2lYdR0WMffUiEcdMvgmIstCKKJLOQkatORheh2gcv0u2qxuRJP2EK8mirWWmPWosdHZFGithAhS8feYVdThfAA4b6yrs1YqFA6l9ibFyIkUgk7/7vzjUiL5kWcGK35pY7s7Jt6z8EJBmWtg540Y8NFwUHqo08dmSgZerPY4ZVItTwekSno0vmDvMPAkh4SHvpxBAlGV7HNwBFZLEPx0LyQEA1ge4PKD0FYCJxkG/Tl8kAZUa6yVLrThazaQmShxnX90DODMmnKjqDc98MwzNtSov9JFtq1hbKPCzr7xgyoOogGuuS5tmpjsy1EFmJb67O0WtEdW0jj45gS4j5FlwSjOH0ocSN58riVKWoFiaXOp2yhdP9sNwwdHn6qMSrYD+jAOS80lh0ZXFVem7aQ6QzajavOTkzDM9Uy+VE8Kuhb+ZLjtOooylA3fWkXKRwb/4r/epwZkel1OjRlz6encXiKLM4BT0qLjqzFkAUMxBYNMsCPYB1jasEDtlATRBfZOGxqP/G3skMQDWPL6cWpuwR9j78jE4gj+zTnHKEqZhOrttB/LQYh0kIwJlnJYSD3UEtbWOd4RNGyDAafN+PoOn9HY6MpPJfPxnPFAYtHbK6UjYhm4KrarTVM9rdGZNpmdWOhLdGLiSMLpqiUYRQcg9bwwOy0bTtSfcBDP+ChH/7rXaQFWPMkA3vHeLDrBsML9i0ea1l3fFZ6/cVXslD8D3TBkoXqHM6hSDJlkFioj4UJqELZ5Gla9MW2xygEdYX2IKxDNykqBhIEC3FOoYcFBt4zaNgmGNTeY8ACs8JzQBj4tWETEAEP8O/NC4VYPcEKCz3Splanc8umJNQHAwoFDs6jVf+L5cFFFpK4MY240UmAeMbuxvkYjoss8taFSjiFaUBCaLbb4Bt+2du36FntNCElWQBLW6jx1sfNu9tOR3YSOYN85QmJhVBQRviv1TluASqGCvkegxF6USdwK9fhZz6Wqoe6hc5zNopKw4kV0DHsCPR6qHHnbeA6x73TYfDvsRCqxgbl7s1QqdDcdwgM2aJrDZGFUKLcRB6gVZGFZiV52AskNDyeI+iG69RThWRVVppiYtk620O5ejZe613uQcuMFiwkTKpAk2cVWlRzIVgAMXYjRRYqCoQqgIXSbBJ6fjI2qoYxCJsA1h96KPRkVAfYQjq2bSkaoEt4RoJ0aOzZIIH96YzBoIKaaDmK+T0WKlvV1Sqk2G2rHSCdbopoC5WtCksMY50YPsGwmXo3CqnRlAUL4QEMfMdwD0ZsbW28Bhc8+g63Z/bCQYutbaEAyyJh6Id6RMb0mnAX8yiLBKgUEVlo7FAQS5MNSkwSIfkE6AC1HvaOTI/ABpBJW7WeaQtZ1lLGaRT5rgMNoxFETEmAkT+GrjcjGjKgL/w1FsJ9yY06zGyhNYh5y7Mca6TQdUQW8l0skLjNbKFYrs5+tNKZ4Qyl046MUWhQg7rJQmz6hvcBA0I+1AyfX9eChSpzmrG9XHK8czPEq3kQkYkTCy1GZBjaWvRdrWi9xY6qYEASBlEvC8uGyUGsMnKAaeBdyzbCaJhiB21BbNAznnfwzzBYUhY4+7dYaHteCN2MtVkjkhgVSLIoKluZ09PRWYoBevdGZLPoMu2C5oIqITCxEK0eomll1CIsxGcRhnbwxqR3VkVetS20NiJrOpkxduA8np9H/CJIYqFqRIYQ2/Y9FAcwXS9T/D70fUsKclEAEXNxiMUHTnL0VM3GgIkQW5gIz1gcwIS+9b/4OzKta8KkQqiojOGfR8rjYESWi2pk/hst7MRCRqs1aD5pQoHepGC9XB0blC2td6UAApcjsuhSgIXQ8Oha+YyzS7cOBhqo1FsnrISHCAIGQMB5DAbAK09X9NzpYZAm8gHDKkg3Wehl+HvzQjDeCCEjCNlg0r5AFN29s8K6DJE2hEXOBE5DNQEjKLZZqIj0TZAcl7bQsiOD7uEKcOPNiEFOBxqw/HoH37A2jl4oaBMYwOF12/O7HlbiGdghoAAPGaijoay1nt9YYOH6C/fmB1Xo92yhTRVSKpDWgtPyp+9oMoyp0aBoQFofaLzY0hiOtkMXaL9IAoZKu0smmqmo0N68EKLl4r+GmEPK5dgWwmCGU0suoAvmrF8Teud7jKRRT87H3C1sFMNahkGmZBDgrVbXNA1icDDkoDt9L4myLSQlfC4L8RBgr4JOehgeMiHB1kGXi1aiOQtRw9k/tL9HX00TiWK+qsfTiiGTJLA9x9wJWyykUYqIezgZTXDGFkJF+N6P3wIK1GYOlWBVwUSVybv7CMtVTDKYHrbDmFq+1OJFfseQsenRTnxpAW1iomQLrarQ7pv6XLXVKh7X+9dsIbmvE0pbqO3YQrQR0Gq02jhHShZC42GchGeRjedcb9iwhjP0wcj72KbFMEISKAspHpidXsdBM86D6Vuo0NIWwrAOJAMK4rdYmCw4aBFUCyY6bzhURd8uNFShjivEeiEaeUWGyOjaADAUZEg07o7IilWVkXqnPgxKe4EVUcbf+9Zi6sjQnFAhvrNBs6FdoUJUkuBsbDw38IQ7ADFYKLgGgwY8qchpdImFpO4bLJTCEyq3bgXEx0PaeZBzRHbPbSEMP5csZLrRYjiEp4OTwzDlO9QVJGNbdNCw5BAok+GNQQ+HusEQ1BGjqhDaD502TG3OflKF4nAyjlKqf79XFqovNe3TaYYcPAXCVW3AHxyRiQo1nZUXedga9F7SkYlyqQiWNLsCBGF8xK9lGXmE2RvIuRMWinkesVBujORMPiK65yfF5IGrjFB1ZGsjMqgOqodKOnTWMIhgIqMmog18sWBMO/CrdHSAj13A2TQWRCMv6keokG2RCk1AFWLK1JEpC219dzpeZgkV8bgSeAJ/i4V4wBglGMcZGfZLjUMrBprTRidRoSHSoHjm0PKGbx0MHtUUygRyQ4rmODci22m/naB1nLGF0EnxSwbyIxRUxznwDApqOH2Jztlw0AlLKXDeqRGzW+JiwM/UomxCX5QxQALzvNBXzWlewVqFl5KMv8dCaC20151fz2HzSOvBCsJwXiYcHVpNG1RaGgzPgX0MFbckKDr/AxbaaZw5UkSei0STc3Id20KnwPkfjtcyX57A3ryQFosjHWmfTjPEYN0UUVRCRH+KhZZoMDhDR6YkfQKjJMCwTHyaan9EVkAaRJ0865YlFUS8HlbNC63aQmeAvipggLpxAeuILLQyO32AvVJmYfDkjfh7LDQHhmFoxTxBfAwaEtXXYPdYSIqdmkOwcikqquIlqFhC4vmELXQK1piV3zbt4mh2elF0um7B2Qsr8ffmhSpgJGtkPv8sGiSYq9zeiGwD+0151OBn5oWOyvgq9MmsZqdlRDaVBxc99QWoPwbWoSquhILfY6FzHdlTiHlus5BESLHSNoGetM9DMhbxBV9noe2QAohUxJsn2Z8XqrMXfy0EVIRj3kpMXrr+3Jt6uahir1BEWwldyih4kIViHmvZEyrHcTvCmXdkGnOWzyRdQY47C17GXbWFdF4oYpkGWBWuIUbEKSX567ZQienqE2JFVFLIBdkvKrQ1IpNYddIltqNBmLcU5QQLacQJM38dXkdWZKlGV++OLVTlot65MGfzAP7YiOzk9e9EWwaN0pEdzgvNEUNw0i1BnUlQBJQ4ZwtNmLJZZrhRxKZ81RaazGlNViUW71wGXylQb5RMAeL6e7aQXqpueo16FmfyL7AZACQWmlfV5EF9ylm3eMinjNq/g28ZkSGSxlvGLiVV6NGILEGSVWmTN4vh0G0Pf31eiNgIipWLJ4E4VEBnOgkLuWrwuWELMcEBYhQ9FfHhpO+ELVT9bH31Skb56LlGKZmFjrFZl/NC80xS1gXgif4UJJGiOO1L/N63FoUaJnTy7/dyScUumHkKQBaDcqj6U9XjSX8EtGILMUoBTTEJq+AJMUBOZSS46UUeRyzk+ZuQ4lD684bPdFj5TNHUoZt+5WzBQlMsPcVc4yanLIkHfOJJnbrjo5uesVft+mNYsJCVy+F1lXsWRmd281B+dJOPbuVn1RZq77EEbHpKn7SVbh5Kt8bUz3RIHxvLUCxsof/4c5oXQdmnZqFbDH0JYhk/jXpE9tI6sjkXLPSDrVqz0OtRv6l/R9Qs9HIsWOjnsLCFXo/6N/XviJqFXo4FC/0gLhZ6BT6KhRa20MtRm9PviB9XoQ9joQ9Qofod2cvxWbZQPTv9jrhsoZfi6shegMsWejdcttBLcY3IXoBrXujdUL8jezkuFno3XLbQS/EZttA1InshLnP6Bbjmhd4NFwu9FBcLvQCXLfRuuOaFXopPGJFd78heiuv7Qi/AxULvhs+2hW7D7VWbsk9tCyHkdZ9fIrxahVD3siG+d2MdFyyEgFd96katWehmjOG/Tbxi00rWKtS/sMTwS4RXq1Af3OLavm1jsy5YqHMI05b97qOrNKa2hfr7qD9VesFn9X+nb+3rCvy9/51e+R3Ziz6bvyPLN3I6fI/7zH8tvgrarDULLX/N+n34F37N+ixEhRYstPv/Qk+i+jVrbQud/Zezr2Djp4gx9BX4O//s8bo7uv9fiy/AH2ChakT2ESz0yB+ZPYhTLFTe1afd1T971LaQsBAifvsGRBXa+t/pF+x/iIVwNa/YcNhkIQanWMmlnmfc3/TPHl9D7MgqFir/APe7cdlCL0D9zx4/aQslFpqpkLLQi/D3/l/o+3HGFvq+4pnTORZ6SZXXzenIQiyx2nmqZWnPGzGTTX5U9pdYaHtVxO/HFgulRqiLhj+LHnUL6n85W9hCjC5JNGm5ibSSldt+YGKh/X98nSMu6rqDZhGlFPzenwbXthCvBodv33A4NSIrEghKz3m3er9sC8mqfd7pH6+vI661sYUzg/q5RhxkCDSLP7+eVr3/TRX6fRaKwcA3F/51W6gJXD/VhHu8OJ44Yalu8ZV3bwXarFsqJBWVdbcmcCVWIrVHOgukyLTiaAzBhXD1pdRsn20LsdBFwc9eCdI/MSLj8swueOswRAUncX0RXa9V1guFqOVCSNtYH5HNWMjJgn+yqDa6KIsM4eAqsPSjGFnTRCZZKEQUx0UEeQGShNeWVr0nrhHZOng5ckls7EfcxKEtxEiaqNwEFncLt4xriTZclzWuInrX9UKDDf0gHU+ZMG9AYqEZD6oKaQSuScEFuyzX/rPBh4ErdXLRaBQjy8Pq6q9QF64Z23XGdkPnZGFYCh3PaU1jZvl3/mtRL+jbN2Z7ZAsx2iyBHInJ9ZD7CRbCnR3dLTS+M003WFnMmwuMhgDC6NBMXId1B8cs5Ftk1IyWozSuIUlbyHSu8QbFQI+aMEB923Z0UBx4DA5Oej8uTWm5/q0bkGG6jA9nIZT67QUv//H1nC2kF8LFDU3nxzG00KLRd7oEKxdIhB3EwH3rN7HQTIXyvBDrCwoxA3SCKmQRAMvLp7U9uSAgVIcr57VNyybiWpSyCJyuD+u0Cys7sr8zOx0v6AXYZKG1MpOsCGO7R+emfBbnCRbiwpojuQHq4lsHFerxaR18sGK5BuuBCm2MyJhG0yFHZqksxN4M4z9ZBXZMKkQhr0FUiIMvshAMKLmQuPZwYZD/3RFZGoiUKFefPwdpum0WSphaOEG+uZFcRKOFj9G7cnUCRvqKLRRFykK8TWAc6UgcCvQweh3//Rg3N6pQTlhugDbr5r/fC6uM0EzveyglVxKGjrCbpD7J8rCiV+jiuAr3CE1TFqL2jjDB0dsxubKQFPm3WAgH3WRJKB0AlFuQ5d1mot1NcWAL5XjZydV1Wb4MfazRERAXUY1y+L0cCZyia8rpCyyURMpCUEPwDjoyFBtMi57FdDgP6OHO2UKbKuRpm9NSbkIPsxkdGBUWVhY81CWx3IWFYP60EN6UhWTBWIzMGkQzXfnG5G/aQuBS0GbP0Wa60cIKOj8RiQACOiIrqJCRogCIee6x0OrtaM3YDz2Au2VxHXzuaUqCAFrKuVa+BK7iq7aQwkM1LavpXOO4pCZGQBwIYWTdB2qzrM26DW3WLVsI+qGq31Ax+o6rmEtpHh50TixdD5COFKJz4xifKTptCAzXZgvt/c15IYtW47cN5U/bcdVccdU03olS4U5yyTrUizXxun6dd2Qomd2IC7ZPOLSFeI5uOaHTQOOOuGttA5tA2xVPIoqAeTIi0PVoynmy6BKcY6EyBRC9uKmi3CgnnvWZ4FkcCVXyiJKF4NQtviOTFFMeKb+imFkBKsxidco5x2OOv8VC++/I0NXKRTqP8SxOwfIRcKAAjD1pYPZ4NEgTfeB0CeczelBx44aBUyrK1Rmn54XSNUBPZOIDfb4jtTMmrgEkCBWCD+NaOa9A79LCFjIgr7QNN1EhiYmDbiuI0jIwuYtzuRHarM29Q0G64YDm/jJiviuIIb/HQkFqJ59+mNlCsPEjj3CpeggwTgiGi2iDdUhNGDt0je/BzmEIoAPD2RMMV6xB7+I6XUpactJclYU8WzXdyVu2hSTKHCCcXrpMKg0NWcTimtRkIdgMAaZJ8ZJgyiC7FizEeea4eacqNEeUrFzMBrZiJhbSsvQYdER2jKNYq+G/NyKTVhVYb4YZC/k+r6sty/+ja3KySDTuoSctkQjEoYOHYDnXEWBwIhvfMkkJYSHohJYlG0Q7IzLYQjr9SusHqgkdwmhFFApsJ2sHj9Ch8pILLG2hLtVUYG8btpDmh6NuD0PSKAuZWYlBbSGGp/0L0GQp8ZTJL6pQUUt3m6lQozcQNw4dGQIsZ2Z5y3AzMRzFvW9aq/wkKmSgQm3bBscJFWgd73EBYaEhxLIEUCFZjwzbDOpHMWJoohiOytiZytQeWQjdGkIsmFC+qysJFhlVLPQf+hOhW6HBfnd2ugSiReOZJaBXn69zzFxSTjlHZaFbKk0LLkZkC8RccgbZgcLV9J4FC2aRf+1HQNE8kM46d2QJVpjEmw732mEcidsPu9byHjYMwugAgyJE4RulOwxqvm1uLOJ43F3VQKmd5CYsxNs4fdCRTSw0K5qALdQzC77ShO6AgTiboiykyo2OM46OC+QS66/f11jOC3mdwNBphBLTHB461OlrGWW0eRJloRqVCrFIPSlsCBjtRc8EkvoSWRYdf2peCHu8LIyFQmhhhfAtMW4kmKXlnASqaeFqxYJG3MhCjQ0QtujumrtrGVpCWGiBPC9ETCUTHJF1aNUOWoviwH+ctYXiihlNeLJekaLCkQotUgZVWYwAccLIUoR0yFc7+P2eUSYXRaqhOVZE9CkL1cgjMt1qWI7eRYljoHzJjC85qugraf/qO7LRw2o1YhE5eT507C52ssfNlQkT1o/K4iUcBjeJCK3O252AOPpTxAUiC5XlMkOeUQx1EjkiDiz5NCVMOa8A0Plcgqe0Cxa20AILW6gx6GfHu+txzxqHoqVaqKeTpwhXgu40WHQs1qFhqMZCHGn6Ipe9wULlTOAMOaFBx40HBXlDhCYE8UPYeoi0jKIIoPT92XdkefJBz+nIQ5qf4EEgQXmyQkOBlOUWC9VFZiADFhKLwanx0o4pYyKXUiBn+CALjeiYQXjoh1t+7YL8a2Gvtya0YCeZnzYYR1j0024QVmZXD5a8KSeW0LVZa6yqULwKnjj/TP4Gv3Miumt5QWAhzzFKwYrpQEg67n+PhSbXFo5jzLDNQpIRDisZrktrLKNQcmgLMZIWEDeMJ9Fb8n08v2EB3gyctxjvtjMeXQwNQc5ZhMZwtgH3u+Vqq24QFWJucuC++riICkk0ggVGZwK/l8gxJt+a4RIwZsAlwE0SWr6YnAv+3Duyb8OU1wlbaIq+uISja0K4bgUetYVAAi5YZ3mQN+Gw4Fte4IjOlGYZzEKIoGF8Q0YhOALJ+IqrwjoLqS00u1B1RC9ZSF6xjj6gq4RktB1MSwwlkgmfE9b4c2/q5czD+pXDq5Lk4CHu4q8gQXu20Awxh7WMiCTfCteAL9hCuG8e3RXHfmLCkgvAAuhBW2gLh2IIUxbCHRUV4qSD72XqAZiuaPVx2bSFEshCMvXFY7qEBhvso6RDAFzRM7l+UYXWWKjCJNMrXouzxBQxnbZZqMw0OzJmEvUkEc5V/NL7KAtBIzAoC7B3qEqWE6n8zqC3ZjDQGnRknFN1tIWUhWC3WO+DdmQRmukDtlBxyfFdPErEMIGTs7wEjIvBjNDmGCmhuHo6f29eaNMWWmAlKIkWQVlQhByyEOJO0cWVJTxmj6JwVyGAeB+bFwIsBp28Z17IgNMICIF1C8BGQTfWQoVgJxnqEodPvN8wfnvyhmaRsPq4RBViTC0zp4lu+ZmPFMTeTEo299Gh4+xQdIy4gb/1pl5qkzZBOm+jiL8ReV2FwELHmZ9CKn7Cw7YQTda8W8sZxrHxDkwzCWQhc5m4gbCBzNLurXGahZjRBMmXX3QQMX8tAkfjWXYRMTvFEX1/8029YkUkQpVnR8Ra7BjziIUmSIK1nCJiEE8rsVT0BVtoNl0AT/QmaRZMgOGNTkeMFgCndEnbLBTj7iIXnOcsppI1fc4lO/7svNAEhOTtGDFeGXdvRJazzQ4F3SpSaXZsogw+x0IxxUG+62CnoxPKFY5YaF7a2bJn8apEf2xeCMd4gdk/Q/YvHUukoGMWKjJZy28uyz44dCsj0Hl2XmiWcA8r0fiWOopnoauPSxqRaUwc6VhLnbEurSGx/pYtFLF//YtQCESWzgVUvsFCdeSMw4DNCBGP2kJ1jvQdlVE8AQpNsDsvtIUz5QGIkmNN0f/uLzgAka0FKBCyEUjxFLTDQlX60jvPY4E6SPzx8JAtVJdTZ5wyjaiCo3eS7rBQlXQpmGWGIx0zWcRc9qfmhWbXWQBy3cpDhSxbBu7PTiN+3qK/RBVchYo/yaawx1mIgHQesCZYYi48ZCFGT7tgnn7uU6gshiwi/Na80PaIDI68VZhJCs8yZoQE7L+p38BmlkQK3Ir08LzQHJQt5VkSU9Uxon/XFtpKhNMspI62QIrA81+zhaqL36pLlhcR4FQfj2WEU+/IFJIsps1ZJKggicvgya2uB1lIvJVshq2wLFcHj9sjsr0CIhZRKCiFa+4/+n2hEtvVENd0qJGE2yyEGKspMxi6FqOUJfd0fnxeKGIl27WS9rD6uMymFpGLbooq0+gtY1S+Qi74y/NCc5H4VmLNsRbhiIWQJm8RVTY5bCmPmAcfdmT8ElLxSYdSGj1yEtc8WD+lg9s4brGQZiRREyavulIWpUs9yRflGjkF/h0Wmq4sfXRL56ki2Moo6pdD9kWPSqqiIsz/JILESEdJoImSo4yRthgg8hRJY8Rjs89CXMbFcM2R9EkHOUdRFMpZnLNg/RRO8WBbvZ+3HmEpWsbkV5dmMXkm1+RNvvKzX9mXoWahvrik+hM32UUwfbipTA4aa/7BttqssoyLbpqoSJudcSuC0kcP8ZSiRL+b//55iVuBFU8UrUVLssIrziSHaxUSIuElSkl206GeyTWFApNbXPJz2V9AzUJ6WdOx3GdYFSqSWM9FxFhEBQ3bwkowREWmm5A4F16OhQpduPAYfnxt1gvvhtoWunDhQVwd2YUncanQhSdxqdCFJ1H/7/SFCw/iYqELT+IakV14EhcLXXgSFwtdeBIXC114EpcKXXgS1zuyC0/isoUuPImrI7vwJC4VuvAkLhW68CSud2QXnsTFQheeRD0iu3Vc3fpF+y/9Vu7CS1GzEBfLabi+ygt2f80fvCNqFuruI/8yRw7ffN74W4YL/zgWLFT91Pg7canQW+JHVejqyN4RG/8vlBTpm856uljoLbGwhdLNP9KKh89wXSz0jtjtyI604uw54mKht8S6ClX3/kkwN9kvFnpHHJrTyR/PObiSTwERS/k1qH9P1O/IkgrhNFMK+Q+oiLSo5RKSqrHpv7wrXCz0lthnIfFQL7jeTRsXEpG1uKK8OguatHJWCkiOi4XeEtsjshK+l0V2hYhGrqHEs7JSnHnObln+TXwLXCz0lthgoaxI6vCt5z8XWi5968LQu+Zu2w5k441prbGdaA0XzTLOKwtNqjjldbHQO+J4XojwoeEfYBquKelc19mGC9h35u7+G4y79SHIkm+dCf1gckdW42Kht8QqCyUNyJrg+77vOseFt+195GKArRn/17TWDWb0Q+C6XLCXvC6lPKkQzuqU48VCb4mjQb16fRcMuqi77QPG5sY1FjrVd7fgei5hjEi2tUH+QRqBUYWqnC4VelNsrsGRFYCOpmVHNqL74uptxsA4CvyPXu866hei2ADyYczgChaKiN5Lhd4SJ0dk7KOoJw4kwxX+uZLx6E0DFlIVQkfGFUob01+20IdhvSNLh6QKsIU6jutpM8Mighr5AOOIagMnVya1oYGl1HV9H1mISfVEl+BiobfEkS2kaKwDZNYZu0w+e/gbrl0sux4Qy6fwOURysdBbwtzD7Tbkz4oKiYCWEEAXvUTlJSChcCYrcLHQWwKWMVdaV3hzSyo0PwFwTZ5TyNGT42Kht0THX1bkn1i4oWShB1VmBchhyuR6U/+euHGCJ2NAR4ZuqNKd0ju51VX46Sz3AvByu1joEzCxkNBS8vG85i5gMU4rsYxysdBHYFKh0HXyJvUkGheiq8KUw8VCH4FJhdpgPWcLMaKX75h5fl2o8fp9Mpxt4xswFaRwQ+iCeDQOj7SvZt9Ou1joIyAqJGoU7Dg2Hd9lAP5u2zY0jWu7Fh0Wv4LWQWrBVB4hLYSuC20L1vIBIbZBUDCRxiS/S4U+BEVH1lprwEI4exO8a42zOHjH+enWQXNu1t0womsN6IrvOgLCXRPjm6FFcmeUhiTXS4U+AkVH1vU9vwU0BKhS76Advgkd1ShYyMe776zrSU8yiGtM58cmGHCSE93pENS5WUd22UKfgIKFTKAl5Hv2U+yZgpE+Cr2VaxFwv3eeb1mTGe0CkhqokMRxBpoFE7u0xy8W+gioCvEApjGmGX3nmsY6GMfQIRNgRMNNm+fuesvveljQDUxuGZE1Rl6yMr5pYVHDIpLvWSsuFvoIFCzkoBFgFkPNMSChgK6My3cHe4fHmG6ACsG0Di0jwEZCUigdmIfxwUIgJiEyaiSzvVjoIzCpkGMvBraBTgRojQ8wo+/WtDxRoaApjdVv3cuvOzz5Rr6gL/E50+j5leoJFwt9BESFshopeQByEoF6eM7Rkixh8s4Crndkn4HEQjOdKL++sfJNjoVoEhRBULmLhT4BU0f2fUCWkuvFQh+BZ1ToKOmlQh+BZ1mIyeOuORX5XSr0EVAVUgVId3/pjN7CFyUV5tLLFvoILFio8FcKEc8FVkQExBJysdBHYK5CGzqxA1WX9XQXC30EnrWFSlRZXfNCnwH57nTCyhzQAZBCt+gpcanQZ+DWd8WncJ775C165p9bLOTChQsXPgX//fd/7nGVcRRNW10AAAAASUVORK5CYII=)

## Plan

The full impact of a vulnerability might not be immediately visible, as engineering teams often copy-paste existing code and infrastructure into multiple locations. During the planning phase, the senior leaders need to agree on a communication strategy and proposal for introducing the new changes. Consider a scenario where insufficient controls exist for a shared database. Arbitrarily adding defenses will break downstream processes and cause a production outage. Like other software projects, an iterative design must occur that seeks the maximum immediate value (Lam, 2016). Though not ideal, the security team needs to weigh the potential schedule risk that comes from doing everything upfront. Perhaps this means only protecting against one of N situations initially and returning to the others later.

## Mitigation and Verification

Mitigating the vulnerability could be a trivial change to a configuration file or require massive changes to the infrastructure. These changes present multiple risks to the organization, such as degrading performance (e.g., encryption or verbose logging) or creating new failure points (e.g., surfacing broken code). In parallel to standard regression automation, the quality assurance teams need to confirm other permutations of the exploit are unsuccessful. For example, a cross-site scripting defect existing in the enrollment portal (see Figure 1) via the query string. Any mitigation validation plan must also review the other page parameters.

## Respond

Many factors influence NCU-F’s requirement to respond publicly about the vulnerability, such as legal and compliance requirements (Fonseca & Ramaswamy, 2014). Where regulatory mandates do not exist, the company must weigh the ethical obligation to customers and stakeholders that expect full transparency. If the business attempts to cover up the mistake, only to find details leaked to the media, removes substantial trust, and might irrefutably harm its public image. Given the numerous landmines that may exist, the security team should involve members of senior leadership and other stakeholders (e.g., general counsel or public relations).

# Section IX: Disaster Recovery

The operations and security teams at NCU-F seek to reduce risk to the minimum level possible. However, many risks are unavoidable or only partially mitigated due to resource constraints. For instance, an ultra-secure laptop that restricts user access to a finite set of functions could still experience a hardware failure. Lightning could strike the building, and it immediately burns to the ground. A global pandemic could halt international supply chains and force all works to shelter-in-place. There is virtually an unlimited number of scenarios that did not meet the bar for proactive mitigations and will require reactive compensations.

The compensation strategy will need to follow a procedure that restores service. If the procedure is poorly defined or not implemented, then the Mean Time to Recovery (MTTR) can be unacceptably long, creating new risks to the business. These risks need a prioritization discussion that chooses which ones become self-protected, self-insured, transferred, or deferred (Baskerville, Rowe, & Wolff, 2018). Those conversations will need to consider the likelihood and potential costs under a deferment.

## Remote Locations

## Inventory Management

## Backup and Recovery

There are dozens of scenarios that result in data becoming corrupt or inaccessible, such as hardware failures, ransomware, accidental deletion, and application corruption. Mitigating these situations requires controls that backup digital business artifacts and provide capabilities to restore that information promptly. This control needs to extend beyond sensitive documents to handle circumstances like reimaging workstations and servers. After creating the archives, the business needs a strategy around the encrypting and hashing to ensure confidentiality and integrity. When this does not occur, then malicious actors could acquire secrets or tamper with historical records (e.g., repudiation) from the copy.

## Remote Site Fail-Over

# Section X: Plan Verification

## Implementing Drills

## Assessing Drills

# Section XI: Dissemination

## Plan Distribution

The adoption of any process requires sponsorship from executive leadership and proper communication to the troops (Weston, Conklin, & Drobnis, 2018). When either the top or bottom of the organization lack agreement in the solution, it will not become a priority, and team members will sidestep it. Instead, having a cultural alignment ensures that the standard operating procedure makes safe decisions that minimize risk and privacy concerns. For instance, NCU-F’s intrusion began with a phishing attack. Security awareness training could reduce the likelihood of that scenario but not eliminate it (Hunt, 2019). Through a similar mechanism, RSA became compromised via malicious emails, automatically triggering a zero-day exploit in Adobe Flash (Leyden, 2011). After slipping past the firewall, many enterprise environments lack defense-in-depth controls allowing lateral movement across the network (Stevens, 2018). Removing these auxiliary threats requires a fundamental shift in approach that centers around zero-trust and an assume breach mindset. Promoting such a shift is only possible under a shared vision of success and collective agreement that change is necessary.

## Awareness Training

Negligence from employee actions accounts for nearly half of security incidents in enterprise environments (Proctor & Chen, 2015). This group represents both people that want to do the right thing and the most significant slice of the pie. Controls need to exist through compliance training that communicates the expectations and rationale of HTM. For instance, flagging email as originating from an untrusted source provides little value when the employee does not understand the meaning of the flag. Usability studies consistently find that security-critical markings on resources fall on deaf ears when the audience is non-technical (Hunt, 2019). Training corporate norms can also discourage dangerous behavior, such as installing unauthorized software of company devices or using weak passwords. However, many of these concepts are easier said than done, as users will seek the path of least resistance to accomplish their goals. Administrators need to provide familiar integrations that become a natural part of the workflow, not an overwhelming burden on the side.

## Formation of Emergency Committee Personnel