|  |  |  |  |
| --- | --- | --- | --- |
|  | **RELATÓRIO DE TESTES** | | |
| **SuaRepública** | | |
| **Quarta Sprint** | **Gerente de Testes:** Bruno Ribeiro | | |
| 16/11/2018 | **Etapa:** Testes Segurança (CSU01, CSU02, CSU03, CSU04) | | |
|  | | | |
| **Testador(a):** | Caio Fernandes e Samuel Silva | | |
|  | | | |
|  |  | **Testes Segurança** | |
|  | | | |
| **Caso de Uso** |  | **Casos De Teste** | **Resultado Esperado** |
| *CSU03* | ☒ | Caso de Teste 1 | Usuário é logado com sucesso (Sim) |
| *CSU03* | ☒ | *Caso de Teste 2* | Usuário é logado com sucesso (Erro) |
| *CSU03* | ☒ | *Caso de Teste 3* | Usuário é logado com sucesso (Erro) |
| *CSU03* | ☒ | *Caso de Teste 4* | Usuário é logado com sucesso (Erro) |
| *CSU03* | ☒ | *Caso de Teste 5* | Usuário é logado com sucesso (Erro) |
| *CSU03* | ☒ | *Caso de Teste 6* | Usuário é logado com sucesso (Erro) |
| *CSU02* | ☒ | *Caso de Teste 1* | Sistema da permissão ao usuário a acessar gerenciar usuário (Sim) |
| *CSU02* | ☒ | *Caso de Teste 2* | Sistema da permissão ao usuário a alterar as informações do seu perfil (Sim) |
| *CSU02* | ☒ | *Caso de Teste 3* | Sistema da permissão ao visitante a acessar gerenciar usuário (Erro) |
| *CSU02* | ☒ | *Caso de Teste 4* | Sistema da permissão ao visitante a alterar as informações do perfil (Erro) |
| *SQL Injection CSU03* | ☒ | *http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/login* | NULL |
| *SQL Injection CSU03* | ☒ | *http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/login?error* | NULL |
| *SQL Injection CSU02* | ☒ | *http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/perfilUsuario* | NULL |
| *Cross-Site Scripting XSS CSU03* | ☒ | *http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/login* | NULL |
| *Cross-Site Scripting XSS CSU03* | ☒ | *http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/login?error* | NULL |
| *Cross-Site Scripting XSS CSU02* | ☒ | *http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/perfilUsuario* | NULL |
|  | | | |
| **Observações:**  - Nas Urls <http://tomcat.nupessc.caf.ufv.br/robots.txt> e <http://tomcat.nupessc.caf.ufv.br/sitemap.xml> foi encontrada uma vulnerabilidade do tipo Cross-Site Scripting XSS, vulnerabilidade essa que foi ranqueada pelo OWASP Zap como risco low. A seguir segue o nome da vulnerabilidade encontrada:  Proteção XSS do navegador da Web não ativada.  - Nas Urls <http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/login> e <http://tomcat.nupessc.caf.ufv.br/suarepublica-1.0.0/login?error> foi encontrada outra vulnerabilidade foi encontrada durante a execução dos testes de segurança, vulnerabilidade essa nomeada como Preenchimento automático de senha no navegador. | | | |