1. *Consider the NorthChem scenario in the Appendix. Produce a report for the managing director of the company elaborating on the professional, legal and ethical issues that need to be considered and make any recommendations that you think are appropriate for development and management of the database for NorthChem.*

The concept of database design and management must be seen as a process that commences prior to initial steps in database design, and one that must be maintained rigorously and constantly once system is in production mode. Understanding the complexities of the organizational data must incorporate necessary procedures that will ensure safe, secure and optimized process for data access and storage.

As a first step, organization must ensure existence of clear procedures guiding the provision of access levels to users. The process should result in environment where users can access the minimum data needed for execution of tasks related to their type of work. This is achieved through incorporation of authentication, authorization and access level mechanisms so protecting the data from unauthorized access. Suitable username and password protection system must be designed and implemented at each system point where user interaction involves data extraction and/or manipulation. The authentication system must deliver strong protection tolls against unauthorized accesses through social engineering and/or brute force attacks. The user access level needs to be linked to data sets and entities in the database according to its role, usually including table columns, views or rows selection. One must comprehend the vastness of task in confirming the exact needs of each user within the organization and producing a correct database protocols. The process is multi-leveled and firstly incorporates clarification of roles, connection of roles to data sets and connection of roles to the organizational personnel. Once this is achieved, the system must be maintained in the environment where staff turnover, movement of personnel within the organization and shifting of responsibilities are driven by the realities of any organization.

Furthermore, the data architecture must be analyzed for any security breaches or vulnerabilities of the system. The organization must establish a thorough audit process that will scrutinize the risk potential and define the likelihood of data being breached or accessed in malicious manner. The audit process will inevitably require resources, both human and financial, in closing off the security threats. This will incorporate a number of possible tolls, such as firewalls, encryption of sensitive data, row level security (e.g. usage of SQL views), concept of access control (i.e. granting and revoking privileges), etc.

Next step is to ensure that suitable back-up facilities are available, so granting capability to organization to recover from system failures and security breaches. Such facilities must be capable to receive data repeatedly, provide safety mechanisms for data storage and ability to support operational applications in the organization without business interruptions. Both actual database system and its backup facilities need to provide audit trail and log files, so tracking down user interactions and data changes within the organization.

Organisation also needs to take into consideration the increased exposure of data through internet access and data sharing online. In such environment, security breaches can come from variety of actors and access points. As more and more databases are accessible via online-based applications, data becomes further exposed to attacks. The organization must address such weaknesses by implementing optimized web systems that reduce the risks such as SQL attacks. This will require implementation of tools for input validations, such as white and black lists, and usage of parameterized queries that ensure internally-defined parameters are confirmed when filling prepared SQL statements.

Moreover, organization must analyze data management and confirm that legal and ethical regulations are abided by through privacy measures incorporated in the system. Firstly, this needs to be established in all the interactions and data sharing with third party actors. Through data sharing, organization must be aware that control of the data and its usage is no longer control through its processes. However, that often does not result in removal of responsibility for data protection and organization will be called to burden the responsibility in acts of data mismanagement by third parties. The upcoming GDPR strengthens the measures utilized for data protection and privacy laws thus reinforcing the importance of proper data management within and between organisations. Process synchronization will entail procedures in protecting sensitive data. It will also require organization to review the contract details with third parties and ensure full acceptance of stringent data protection. The overall approach must ensure privacy ensured through correct organizational policy and system architecture.

Also, organization must address privacy concerns in relation to data mining. In the current environment, data mining techniques are very effective so being able to pierce through sanitized databases. The organization approach must have at its disposal the tools to modify the data so reducing the confidence of sensitive data sets. Another option at the disposal is data sampling that will ensure data released is opted in such way as to guarantee that any reading from the data produces a low degree of confidence.

While the above proposals list solely major areas of concern for the organization, it clearly describe a complex and resource-heavy process. The key to its successful implementation is focus on safety / privacy measures in early stages of system conceptualization and design. To deliver security and privacy of data, guiding principles for their implementation must be incorporated throughout the system development lifecycle, especially in processes dealing with concept development, analysis, design and implementation. Appropriate DBMS and application set of tools will add to overall task in ensuring compliant data management process.
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