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**Abstract**

The user agent to server transaction has many attack surfaces which have been defended by various recommendations such as Content Security Policy. An attack vector that is currently exploited is the open connection policy to first, second- and third-party resources.

A breach of the origin website or other connected resource could require the client to load resources from a malicious network. This document provides a framework which allows authors to publish authorized connectable second- and third-party resources that a user agent should or must follow depending on configuration of that user agent.
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# **Introduction**

The traditional website model for distributing information has been one of open resource connections. Website authors are in control as to how the published resource connections draw upon other resources. This model leaves end-users and administrators who require higher connection security to either trust the site author implicitly or profile a website and provide connection security through other means.

Establishing a trust model where all connections are approved by both parties, is an additional step in providing a model where users and administrators can be assured the website they are using is making author-verified connections to second- and third-parties.

This document covers an implementation for website authors to indicate a validation method of second- and third-party resources and a strict or compatible model for browser owners to enforce depending on their security requirements.

# **1.1 Terminology**

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "NOT RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in BCP 14 [RFC2119] [RFC8174] when, and only when, they appear in all capitals, as shown here.

# **1.2 Applicability**

This document covers a method of actions user-agents and website authors should implement to enhance security.

# **Conventions used in this document**

First-party connections are those created to the same host listed in the URL.

Second-party connections are those created to other hosts using the same top level domain

Third-party connections are those to a host with a different host listed in the URL

# **2.1 DNS Entries published**

The DNS entry is a TXT record. The format of the record begins with uacs=1; and an optional host= identifier, if the domain serves multiple hostnames which require user-agent connection security.

Every semi-colon separated entry after it must be a RFC1123 or RFC2732 formatted host identifier.

# **2.1.1 Single site and domain example**

An example record for a single website hosted from a domain:

uacs=1;host.example1.com;\*.example2.com;zzzzzzz.example-cloud-network.net

# **2.1.2 Multiple sites and domain example**

If a domain serves multiple websites requiring user-agent connection security, these records MUST be broken up into separate TXT records with an identifying host tag:

uacs=1;host=website1.example.com;host.example1.com;\*.example2.com

uacs=1;host=website2.example.com;host.example1.com;\*.example2.com

Hostname entries are separated by semicolons and no spaces. Where characters have case representations, all characters should be in lower case versions.

# **2.1.3 Wildcards**

Wildcards are allowed to reduce record sizes and client processing time, for example a website hosted at example1.com can include resources from \*.example2.com in order to accommodate changes example2.com may publish to their service.

The wildcard MUST be interpreted as meaning 0 or more characters.

Caution should be used when using wildcards with services that publish random hostnames for customers since site authors may not intend for data from other customers to be referenced. For example, a content distribution network may create content access URIs such as 123456.example.net for every customer. A wildcard against this network would grant resource load opportunities for any non-related customers of that service.

Only one uacs= and one host= are allowed per TXT record.

**2.2 User-Agent Requests**

User-Agents SHOULD include the TXT record request at the time of the DNS request to resolve the host name, should subsequently send the request to retrieve the uacs= TXT record prior to processing any further connection requests other than the initial resource request.

**2.3 Caching**

User-Agents SHOULD follow their normal caching rules for the TXT records request.

**2.4 User-Agent Enforcement Modes**

Compatible, Compliant, Strict

**2.4.1 Compatible mode**

Compatible mode is included as a transition option. This mode indicates the user-agent SHOULD NOT enforce any uacs entries

**2.4.2 Compliant mode**

Compliant mode indicates the user-agent MUST process and follow the rules identified by a website author.

**2.4.3 Strict mode**

Strict mode indicates the user-agent should not connect to any resources beyond the domain.

**2.5 Record Size**

Published records SHOULD be limited to fit within the 512 octet limit. If not, it could exceed the DNS protocol limit. For further details on the technical details, please see RFC4408 section 3.1.4 entitled Record Size. It is RECOMMENDED to follow these directions.

# **Security Considerations**

3.1 Sensible initial defaults

The initial compatible user agent mode was chosen as a lead in order to provide a path for adoption due to this RFC requiring changes from both website operators and developers of user-agents.

**3.2 DNS TXT versus a text file**

The DNS TXT entry was chosen after working through a model with a plain text file, similar to security.txt or a robots.txt file. After consideration, one of the defensive tactics for UACS is to protect a client against a server compromise attack in which a text file could be replaced by an attacker. Having the approved connections list separate provides an additional layer of defense.

**3.3 Misconfigurations**

It is possible to configure the connection host entries too inclusively thereby allowing connections to unintended hosts and degrading the security posture this RFC is proposing.

**3.4 Profiling**

A profile-building model of security is prone to functional deferred deprecation upon website updates. For organizations managing security profiles, not every security administrator is willing to trust every website vendor implicitly, and not every website vendor openly discloses every third-party resource connection.

Attacks that leverage injectionable payloads from second- and third-party connections require an open connection to an attacker-controlled resource. Limiting attacks with connection restrictions such as this RFC reduces the available options an attacker may use and improves the security posture of the user agent.

# **IANA Considerations**

This draft does not require any IANA action.
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