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| **팀 이름**  **Team Name** | EHC\_fumosquad |
| **문제 이름**  **Question** | *Frontdoor 1* |
| 문제 풀이과정 작성 (캡처화면 필수) / Write-up Details (The screenshot is mandatory) | |
| Link: http://hacktheon2025-challs-alb-1354048441.ap-northeast-2.elb.amazonaws.com:58709    In this chall, it use rust, which made me have many difficult to understand what the code do.    We can change parameter level of endpoint /debug in url, if level isn’t use, server use default value.  Then, we next to monitor    If info is match with valid value, if write a warn in log (warm level), which have info and content.  Remember this    In this part, it read a file in /proc folder, if it exist it is warning in log (remember parse\_content function), else, it throw an error.  And, in env, we have guest credential. So, the thing I should do is access /api/monitor/self%2Fenviron. (must be use url encode / in order to make server understand that /self/environ is a file path)    It a 200 status code, then go to debug now with warn level:    After do that, we have a credential: username: s3cre7Guest1, password: G#3stAcc3ss!25. Then, I try to login:    After that, I just access flag endpoint to see what happen, but the flag is coming (I am very surprising with that situation)    FLAG: FLAG{Me7Hod\_Ch4iN1nG\_1s\_5o\_COoo0Oo00oO0ol} | |