# *Stores Configuration Help*

***Evidences Keystore Path***

*File select Button to choose the Keystore (jks) which contains the private Key for signing evidences.*

***Evidences Keystore Password***

*The password for the keystore chosen to sign evidences.*

***Evidences Key Alias***

*The alias which identifies the certificate within the Evidences Keystore that should be used to sign evidences.*

**Evidences Key Password**

*The password to the certificate chosen to sign the evidences.*

**Security Keystore Path**

*File select Button to choose the Keystore (jks) which contains the private Key for signing the secure container (ASIC-S) that is built by the connector which contains the documents to a message.*

**Security Keystore Password**

*The password for the keystore chosen to sign the secure container (ASIC-S).*

***Security Key Alias***

*The alias which identifies the certificate within the Security Keystore that should be used to sign the secure container (ASIC-S).*

**Security Key Password**

*The password to the certificate chosen to sign the secure container (ASIC-S).*

**Connectorstore Path**

*File select Button to choose the truststore that contains the public keys for all the Parties that participate as e-CODEX message senders. This truststore is provided same as the PMODES by maintainers.*

**Connectorstore Password**

*The password for the connectorstore chosen. The password is provided together with the connectorstore.*