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# **Выполнить последнюю команду от root**

sudo !!

# Команда Sudo без пароля (sudo -i)

visudo

Заменить

username ALL=(ALL) **NOPASSWD**: ALL

# Создать ключ

ssh-keygen -t ed25519 -C Коментарий

-f можно задать Имя Файла для ключа

-t TAB — отобразить другие способы шифрования ключа

Будут созданы два файла — открытый ключ с расширением .pub и закрытый (id\_ed25519).

Публичный ключ добавить на сервер в файл /root/.ssh/authorized\_keys

cat /root/.ssh/id\_rsa.pub >> /root/.ssh/authorized\_keys

Если нет файла authorized\_keys

ssh-copy-id -i .ssh/private.key 127.0.0.1

Подключаться личным (private) ключем

ssh -i id\_rsa root@192.168.1.10

# Socks-proxy через ssh

ssh -D 3128 ubuntu@oracle.mlp.pp.ua -i id\_rsa

Проверить, что все работает. На клиенте

netstat -aont | findstr 3128

В броузере указать прокси

127.0.0.1:3128

# Добавить путь

echo "export PATH=$PATH:/usr/sbin" >>/root/.bashrc

# Добавить Алиасы

echo "alias ll='ls -alF'" >>/root/.bashrc

echo "alias la='ls -A'" >>/root/.bashrc

echo "alias l='ls -CF'" >>/root/.bashrc

Чтобы после добавления алиас сразу стал доступен, предварительно нужно обновить командную оболочку:

source ~/.bashrc

# Часовой пояс

timedatectl set-timezone 'Europe/Kiev'

# Soft

apt-get update  
apt install -y mc  
apt install -y vim

apt install -y htop  
apt install -y net-tools  
apt install -y iptables-persistent

# History

export HISTSIZE=10000  
export HISTTIMEFORMAT="%h %d %H:%M:%S "  
PROMPT\_COMMAND='history -a'  
export HISTIGNORE="ls:ll:history:w:htop:pwd"

# VIM

echo "syntax on" >> ~/.vimrc  
echo "colorscheme elflord" >> ~/.vimrc  
echo "set incsearch" >> ~/.vimrc  
echo "set smartcase" >> ~/.vimrc  
echo "set nocompatible" >> ~/.vimrc  
echo "set history=1000" >> ~/.vimrc  
echo "set ignorecase" >> ~/.vimrc  
echo "set hlsearch" >> ~/.vimrc  
echo "set showmatch" >> ~/.vimrc  
echo "highlight Comment ctermfg=LightCyan" >> ~/.vimrc  
echo "set wrap" >> ~/.vimrc