| DATOS PERSONALES | FIRMA |
| --- | --- |
| |  |  | | --- | --- | | Nombre: Edwin Mauricio | DNI: 0801199522118 | | Edwin |
| Apellidos: Gonzalez Sierra |

| ESTUDIO | ASIGNATURA | CONVOCATORIA |
| --- | --- | --- |
| MÁSTER UNIVERSITARIO EN CIBERSEGURIDAD (PLAN 2022) | 14130.- CIBERDELITOS Y REGULACIÓN DE LA CIBERSEGURIDAD | Ordinaria Número periodo 9197 |

| FECHA | MODELO | CIUDAD DEL EXAMEN |
| --- | --- | --- |
| 12-17/07/2024 | Modelo - D | Tegucigalpa |

| Etiqueta identificativa |
| --- |
|  |

**INSTRUCCIONES GENERALES**

1. **Lee atentamente** todas las preguntas antes de empezar.
2. La duración del examen es de 2**horas**.
3. Escribe únicamente con **bolígrafo azul o negro**.
4. No está permitido utilizar más hojas de las que te facilita la UNIR.
5. **El examen** PRESENCIAL **supone el 60%** de la calificación final de la asignatura. Es necesario aprobar el examen, para tener en cuenta la evaluación continua, aunque esta última sí se guardará para la siguiente convocatoria en caso de no aprobar.
6. No olvides **rellenar EN TODAS LAS HOJAS los datos del cuadro** que hay en la parte superior con tus datos personales.
7. El **DNI/NIE/PASAPORTE debe estar sobre la mesa** y disponible para su posible verificación.
8. **Apaga el teléfono móvil**.
9. Las preguntas se contestarán en **CASTELLANO**.
10. El profesor tendrá muy en cuenta las **faltas de ortografía** en la calificación final.
11. **Si en alguna de las respuestas se detecta un caso de copia de los materiales de la asignatura, de cualquier otra fuente (por ejemplo, internet) o de otros compañeros, se va a calificar el examen con 0 puntos.**
12. **La entrega del examen en blanco o de un documento distinto del que se le ha facilitado por UNIR para realizar el examen, tendrá una calificación de “0” (suspenso).**
13. Puntuación.

* Puntuación máxima 10,00 puntos.
* 10 preguntas de test de respuesta simple (0.4 puntos por pregunta correcta).
* Las preguntas no contestadas no restan.
* Los errores no restan.
* Preguntas de desarrollo: 3 puntos cada pregunta

**Puntuación**

**Preguntas tipo test.**

* Puntuación máxima 4.00 puntos

**Preguntas abiertas**

* Puntuación máxima 6.00 puntos

Cada pregunta correcta suma 0,4

Las preguntas erróneas o no contestadas no restan

**1.** El derecho de portabilidad de datos:

1. Solo se aplica en tratamientos automatizados de datos
2. Puede ejercitarse en cualquier caso
3. Solo puede ejercitarse cuando el tratamiento esté basado en el consentimiento o en la ejecución de un contrato
4. A y C son correctas

**2.** El Reglamento Europeo de Protección de Datos, en relación al DPD:

1. Obliga a formalizar su nombramiento
2. Su nombramiento es obligatorio en determinados casos
3. Es un figura voluntaria
4. Es obligatorio su nombramiento únicamente cuando el Responsable del tratamiento trate datos de salud

**3.** El derecho a la protección de datos

1. Es un derecho fundamental que forma parte del derecho fundamental a la intimidad
2. Es un derecho fundamental independiente del derecho a la intimidad
3. Es un derecho de rango ordinario
4. Está en vías de ser aprobado como derecho fundamental

**4.** Para que podamos hablar de contrato electrónico:

1. No es necesario el previo acuerdo de las partes sobre la utilización de medios electrónicos
2. Es necesario el previo acuerdo de las partes sobre la utilización de medios electrónicos
3. Si las partes no se ponen de acuerdo en la utilización de medios electrónicos, no podrá celebrarse.
4. Es necesario el previo acuerdo de las partes sobre la utilización de medios electrónicos, y que así conste por escrito.

**5.** Un dato de carácter personal es:

1. Toda información sobre una persona física identificada.
2. Toda información sobre una persona física o jurídica identificada o identificable
3. Toda información sobre una persona física identificada o identificable
4. Toda información sobre una persona jurídica identificada.

**6.** Los primeros ciberdelincuentes que surgieron a la par que la universalización de los servicios de acceso a Internet, se caracterizaban…

1. Por ser personas violentas
2. Por tratarse de personas individuales que buscaban obtener dinero fácil
3. Por conectarse desde cibercafés
4. Ninguna de las anteriores

**7.** ¿Como son los daños que se generan por los ciberdelincuentes cunado les llevan motivos políticos?

1. De poca intensidad pero muy visibles
2. Alta intensidad y muy visibles
3. De poca visibilidad y poca intensidad
4. De Alta intensidad y poco visibles

**8.** Una característica que define a la ciberdelincuencia y que la distinguen de la que podemos calificar como delincuencia tradicional es el…

1. Una víctima se asocia a un ciberdelito
2. Los indicios de la comisión de un delito suelen hallarse en los PC´s de los ciberdelincuentes.
3. Son delitos de difícil comisión
4. Están castigados en el Código Penal con escasa pena

**9.** ¿Cual de estas opciones NO pertenece a ninguna de las tres fases del ciclo de phising?

1. Captura de datos
2. Venta de datos
3. Captación de mulas
4. Transferencia, monetización y envío de lo defraudado

**10.** ¿Qué es el Vishing?

1. Phising para altos directivos
2. Obtención de información a través de SMS o MMS
3. Estafa a través del correo electrónico
4. Ninguna de las anteriores

## PLANTILLA DE RESPUESTAS

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Preguntas / Opciones | A | B | C | D |
| 1 |  |  |  | X |
| 2 |  | X |  |  |
| 3 |  | X |  |  |
| 4 | X |  |  |  |
| 5 |  |  | X |  |
| 6 |  | X |  |  |
| 7 | X |  |  |  |
| 8 |  |  |  | X |
| 9 |  | X |  |  |
| 10 |  |  |  | X |

Preguntas abiertas a desarrollar.  
  
**1.** Cita los indicadores **optativos** de delincuencia organizada y explica cada uno de ellos (Responder en 1 caras)   
R// De los indicadores optativos deben cumplirse al menos 3 para considerarse delicuencia organizada:

* + - 1. Empleo de corrupcion politica, medios de comunicación
      2. Tareas especificas para cada individuo
      3. Actividad internacional
      4. Blanqueo de capital
      5. Empleo de actividad economica

**2.** Cuáles son los supuestos de nombramiento obligatorio de un Delegado de Protección de Datos según el RGPD (Responder en 1 caras)   
R//

Por Nombramiento

* + - 1. Debe ser una persona con conocimiento en derecho
      2. Debe ser una persona con conocimientos informaticos
      3. Debe tener conocimientos de la ley de proteccion de datos
      4. No debe tener conflictos de interes.

Por funciones

Debe apoyar a las personas en el RGPD

Debe apoyar y/o brindar informacion a entes reguladores que se requiera

Debe apoyar que los articulos de la ley de la proteccion de datos se cumpla