**Profile Summary and Objectives**

* + I have overall +18yrs of experience with 10yrs in cyber process, cyber assurance and cyber audits.
  + I am an ambitious aspiring and hard-working security professional, willing to work in a dynamic and diverse organization and to utilize my professional skills and interpersonal skills to help contribute to the profit of the company.
  + Experienced Security Manager with a demonstrated history of working in the information technology and services industry. Skilled in ISO 27001, Payment Card Industry Data Security Standard (PCI DSS), and Auditing.

**Achievements, Awards, Certification and Training**

* + Avoided penalty of 12 m$ USD being levied to the Organization, by containing the ODC compliance below the penalty threshold level. A reward of recognition from Top management for saving the penalty.
  + CPISI, CDPSE, AZ-900, SC-900, AWS-CCP, ISO27001-LA, ISO31000, One trust GRC professional, One trust Incident response expert, One trust Privacy Professional.
  + Received appreciation from top management for conducting very interactive and informative awareness sessions, for the new employees and for getting unblemished reports in all external audits for the organization.

**Academic Qualification**

* PGDITM Post graduate diploma in Information technology and management.
* B.SC Bachelor of Science from Kakatiya University.
* Pursuing Diploma in cyber law.

**Work Experience**

**Senior Manager GRC with Visionet systems (from July 2022 – Present)**

* + Responsible for ISO27001, SOC2 type2 and various other industry audits.
  + Responsible for reviewing the contractual agreements and meeting the client Information security requirements.
  + Providing consultation & advisory services on risks, technologies, privacy, compliance, and Information security.
  + Responsible for Compliance Operations with a key focus on bottom-line profitability by ensuring optimal utilization of available resources.

**IBM India Pvt Limited – Account Security Manager (From June 2020 – July 2022)**

* + Responsible for ISO27001, ISO 22301, SOC2 type2, ITAME, KCO testing, RRA, Corporate Audit.
  + Responsible for reviewing the contractual agreements and implementing the Data Security and Privacy controls.
  + Providing consultation & advisory services on risks, technologies, privacy, compliance, and Information security.
  + Responsible for Compliance Operations with a key focus on bottom-line profitability by ensuring optimal utilization of available resources.
  + Connecting with the lead partner on monthly basis to give an overall DS&P compliance posture of the account
  + Keep track of all the work numbers and proactively handle all the assessments for the account.
  + Review all work numbers of the account for security and regulatory requirements and ensure they are meeting the requirements.
  + Manage all the security consultants of the account to ensure the security & compliance posture is audit ready all time.
  + Manager for control implementation & Training project resources on compliance and regulatory requirements (GDPR, CCPA, PIPEDA) on the account.
  + Manager for overall compliance, Governance, Data security and Privacy posture of the account for all locations.

**Soroco India Pvt Limited – Compliance Executive, Head of compliance (IC) (From Mar 2018 – June 2020)**

* + Held IT GRC leadership position that is a direct report to the CSO. Manage the compliance security program for all locations.
  + Lead team to ensure Governance, compliance related to Data security and privacy, demonstrating effective people management skills.
  + Provided implementation, consultation & advisory services on risks, technologies, privacy, compliance, frameworks, audits, policies and procedures, and Information security.
  + Responding and managing to the client RFP’s. Performing vendor assessments.
  + Responsible and managing Compliance Operations with a key focus on bottom-line profitability by ensuring optimal utilization of available resources.
  + Responsible and managing continuity & maintenance of certifications like ISO 27001, 22301(SA 1&2), PCI DSS and SOC2 type2 audits.
  + Responsible and managing for overall IT Compliance, Governance, Information security, GDPR and all trainings pertaining to the same for the organization.
  + Collaborate with all SBU senior stakeholders to implement and improve security policies.
  + Responsible and managing the overall IMS, KPI’s for ISMS, BCMS, and compliance process reengineering across all locations.

**Marlabs Innovations Pvt Ltd - Lead Risk and Compliance (From Mar 2017 – Feb 2018)**

* + Responsible for Internal audits, External audits, Risk assessment, Incidents management, Information security awareness program for the organization.
  + Responsible for the overall IMS, KPI review activities for ISMS, BCMS across all locations.
  + Responsible for ISMS, BCMS policies and documents.
  + Responsible for maintenance and continuity of ISO 27001, 22301(SA1), Certifications for all locations.
  + Responsible for overall IT compliance, Governance for the organization.

**Fidelity Information services - Senior IT Security Analyst (From Sep 2016 – Mar 2017)**

* + Infosec Project Manager for a small finance bank client for Bank in the Box concept.
  + Responsible for implementation and hardening of the Security stack SOC appliances, Network devices and OS.
  + Responsible for VAPT of all Network, SOC appliances and OS.
  + Responsible for Application security for all Banking and other third-party applications.
  + Implementation of Information security controls for a small finance bank.

**CGI - Security Engineer (From July 2015-Sep 2016)**

* + Responsible for the overall IT GRC of the offshore delivery center (ODC) security requirements.
  + Responsible for ODC level Access Management.
  + Trained on Vulnerability Assessment on security tools like Nessus, Qualys.
  + Responsible for internal audits at the enterprise level, validating against ISO27001 and client requirements.
  + Responsible for training new joins both for enterprise and project.
  + Responsible for system audits at the enterprise level for all locations. Lead team to ensure the system audit is completed across locations effectively.

**Infosys BPO Limited - Information security Professional (From July 2012 – July 2015)**

* + Responsible for the overall IT GRC of the offshore delivery center (ODC) security requirements.
  + Responsible for security awareness training of new joins the ODC.
  + Responsible for the overall on/offboarding, Access management, Incident management on the project.
  + Responsible for ODC ISO self-assessment and compliance report for the client.
  + Responsible for continuity and maintenance of ISO 27001, 22301(SA1), Certifications of the ODC.
  + Responsible for preparing and participating in the client Information security audits on a quarterly basis.

**HDFC Bank Ltd - Deputy Manager (From September 2008 to December 2010)**

* + Responsible for overall branch operations, trade & finance, complaints and escalations for the branch.
  + Responsible for error-free scrutinization of all account opening forms.
  + Responsible for branch banking Operations with a key focus on bottom-line profitability by ensuring optimal utilization of available resources.

**ICICI Bank Ltd - Senior Officer (From Feb 2003 to Sept 2008)**

* + Responsible and Monitoring of overall retail branch banking operations, trade & finance, complaints, and escalations for the branch.
  + Performing root cause analysis and provide relevant solutions to avoid recurrence of the complaints and escalations received at the Branch.