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PROJECT OBJECTIVE & EXPECTATIONS

Nowadays, many commercial websites use recommender systems which help them to increase their profits and helps users to pick items between thousands of them. Collaborative filtering is one of the most popular recommenders which makes recommendation based on user profile similarities. However, this method creates a privacy threat since it reaches user profiles to compare them. This problem can be solved by using Software Guarded Extensions (SGX) by Intel which provides trusted enclaves to process profile information while preserving privacy. It is aimed at centralized Knn recommender that uses Intel SGX and measuring the overhead of using SGX. It is expected that the overhead of SGX will be little.

OUTCOMES

1. Secure and private user based collaborative filtering K-nn recommendation system is developed and accessible on [GitLab](You%20can%20reach%20my%20full%20project%20via%20this%20link%20on%20GitLab.).
2. The latency-throughput tests of SGX and non-SGX servers are written with the cases of 10, 100 and 1000 requests being sent at a time.
3. As a result, it is found that the average time taken per request increases as the total number of requests increases.
4. The comparison of non-SGX and SGX systems is ongoing.