**Discussion Topics: Telemetry and Anomalies**

Select one of the following and find at least one article on the topic.

1. Describe what is meant by Telemetry in DevOps. What type of data might be collected? Why?
2. What can be explained by a non-Gaussian distribution? Can the distribution still be used?
3. Provide at least two (2) examples of anomaly detections tools as they apply to DevOps. Which would you recommend? Why?

Within software development, detecting anomalies is important. When an anomaly is detected, it can improve the overall security of a system. Deployments can then be made if further security is required, otherwise it should handle these anomalies. Monitoring and tracking them should be standard conduct. Implementing an anomaly detection tool makes catching anomalies easier and an automated process. When bad actors attack, having a detection tool can alert developers before it is too late. There are many different software applications available to help detect anomalies. Software that detects anomalies looks for any events or input peculiar to the user's expected actions (PAT Research, 2020). Supervised detection involves looking for abnormal behavior for a given task based on a training dataset (PAT Research, 2020). Detection software finds anomalies in an unlabeled dataset referencing common baseline entries (PAT Research, 2020). Tracked anomalies can be sorted into single, collective, and contextual categories so that developers can better detect attacks (PAT Research, 2020).

PAT Research (2020) provides ten different examples of anomaly detection tools. The ones I will focus on are Numenta and Loom Systems. Numenta offers open-source technology for tracking anomalies in "servers and applications, human behavior, geo-spatial tracking data, prediction and classification of natural language" (PAT Research, 2020). Some anomalies detected include models' stock price, stock volumes, and other top markets (PAT Research, 2020). It also continues to learn, and paid commercial plans are available (PAT Research, 2020).

Loom Systems analyzes logs and metrics to understand expected user behavior and compare anomalies with (PAT Research, 2020). It is fully automated, with no configuration or log parsing required. It also provides real-time detection of issues and a complete analysis (PAT Research, 2020). Overall, Loom is the way to go if you want real-time issues and easy implementation.
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