和融网技术安全说明

1. 自主拥有安全服务器。断绝因服务器托管造成的数据泄漏安全问题
2. 专用互联网接入，配备高安全级别的防火墙，保证系统通讯稳定、安全
3. 隔离互联网的独立数据库服务器，高级别数据库访问安全认证，杜绝非法的数据访问
4. 关键数据进行多重加密，确保重要数据及时泄漏也无法读取
5. 每天自动增量备份数据库，每周手动全量备份
6. 多层软件架构，提供更多安全保障技术
7. 严格控制用户信息操作，确保用户隐私不被泄漏
8. 配备专业的网络安全和系统安全工程师，提供7×24系统服务和安全保障
9. 专业的技术开发团队，实时追踪最新网络安全问题，及时提供安全漏洞修复