|  |  |
| --- | --- |
| Риски | Уровень |
| Нарушение целостности исполняемых файлов | Малый |
| Отказы технических средств | Малый |
| Проблемы с питанием технических средств | Малый |
| Внедрение вирусов и других разрушающих программных воздействий | Средний |
| Перехват информации на линиях связи путем использования различных видов анализаторов сетевого трафика | Средний |
| Хищение паролей | Большой |
| Загрузка и установка в системе нелицензионного, непроверенного системного и прикладного ПО | Большой |

Методы снижения рисков

|  |  |
| --- | --- |
| Метод | Оценка мероприятий |
| Уничтожать носители информации в соответствии с планом | Низкая |
| Не касаться поверхностей дисков с информацией | Низкая |
| Осторожно вставлять диски в компьютер и держать их подальше от источников магнитного поля и солнечного света | Низкая |
| Создание резервных копий | Средняя |
| Своевременное обновление ПО | Средняя |
| Хранение отдельных файлов в шифрованном виде | Средняя |
| Распределение прав доступа | Средняя |
| Использование антивирусного ПО | Высокая |