**Multimedia Company DDoS Attack: Incident Report Analysis**

|  |  |
| --- | --- |
| **Summary** | Earlier this week, reports from multiple employees stated that the organization’s network services had suddenly stopped responding. It was then discovered that the network had been disrupted by a flood of ICMP packets. The requests were originating from multiple sources, resulting in a Distributed Denial of Service Attack (DDoS) that created an ICMP flood through an unconfigured firewall. All normal internal network traffic was unable to access any network resources due to the network being overwhelmed with ICMP requests. |
| Identify |  |
| Protect |  |
| Detect |  |
| Respond |  |
| Recover |  |

|  |
| --- |
| Reflections/Notes: |