Advanced Concurrency Topics

We talked about low-level concepts and tools to manage concurrency in java.

The Thread class is placed in the java.lang package.

There are some High-level APIs to help us manage concurrency that were added since Java5 and are available in the **java.util.concurrency** package

These APIs are usually a better approach to handle concurrency compared to those old, low-level tools that we saw in the first document:

* They **usually** have a better performance, they don’t simply make everything synchronized for example.
* They can make a better use of modern multi-core CPUs that can perform parallel processing
* They are easier to use
* They offer different solutions to different use cases and for example you’re not left with only the synchronized keyword to handle concurrency.

# Thread-Safety and Thread-Safe Classes

Instances of classes that are thread safe can be used as a shared resource in multiple threads in a safe way without causing a synchronization problem.

To use the instances of these classes you won’t need to use locks, synchronized block/methods, etc.

They are either inherently thread-safe like immutable classes, or all the precautions are built in these classes and we won’t be thinking about them like ConcurrentHashmap.

**Every time you want to use a thread-safe, utility class you have to read the documentation and use the methods that are thread-safe because these classes can have some methods that don’t do their job in a thread-safe way.**

**You must also check for how they acquire locks for example, do they block on read operations?**

Examples of such classes are:

|  |  |
| --- | --- |
| Non-Thread-Safe Class | The Thread-Safe Equivalent |
| ArrayList | Vector |
| HashMap | ConcurrentHashMap |
| StringBuilder | StringBuffer |

**Some notes:**

* As you know the String class is thread-safe cause it’s immutable. The StringBuffer and StringBuilder are mutable classes for manipulating strings. The StringBuffer class makes its instances thread-safe by making its methods synchronous. However, there **are still some non-thread safe methods in this class that aren’t synchronized**.
* So, pay attention to the source code of the methods you use on this kind of thread-safe classes
* Some of the synchronized methods are an overridden form of their parent interface that don’t have the synchronized key-word in their signature. This was interesting

## Thread-Safe Classes or Normal Classes, which One to Use?

Why don’t we just always use thread-safe classes?

* First of all, we should know that immutable classes like *String* or *Integer* are inherently thread-safe since they’re always read not modified. So, in that sense they are not different from normal classes
* But when it comes to classes that provide a support for concurrency by for example synchronized blocks or other approaches, they have a worse performance due to these precautions
* So, if you don’t need to use an object as a shared resource where multiple threads will work with it, you better off using the normal classes

# Concurrent Collections

Side notes:

Maps are not subtypes of the Collection interface but I think they’re all part of the Java Collection API, I’m like 10% sure about this.

* A simple way to make a class thread-safe is to make all the methods synchronized but this certainly won’t have a good performance
* For example, you could only use one of the methods at a time as they all need to acquire the lock to this
* The java.util.concurrency offers data-structures that are thread-safe, and implement this thread-safety in an efficient way with decent performance in concurrent applications
* for example, they may acquire/release locks in a more efficient way

some of the examples are: **ArrayBlockingQueue, CopyOnWriteArrayList, ConcurrentHashMap**

## BlockingQueue

There are multiple implementations of this interface like *ArrayBlockingQueue* that uses an array as the underlying data structure and LinkedBlockingQueue that uses linked lists.

They are basically queues that are thread-safe an provide some additional handy features that you will get when you use the ***put()*** and ***take()*** methods to insert and remove data:

If you try to read/remove from an empty queue the thread waits until the queue has a value in it

If you try to insert into a full queue, the thread waits until there is room.

So basically, this will help you solve the Producer/Consumer Problem with ease.

## ConcurrentHashMap

In my quick investigation that **needs more attention and time**, I realized that concurrent hash maps don’t acquire locks on retrievals(it needs more introspection) so they’re a highly-concurrent implementation, on the other hand, HashTables simply lock the entire table for reads and writes so you may want to use ConcurrentHashMaps where you need a stricter synchronization

# Synchronizers

A synchronizer object is used to control the execution of multiple threads.

These objects have **an inner state** which is used to manage the involved threads to let them wait or resume execution for example.

* Note that there are some nuances to each one of these classes and you should read the API document to use them correctly

There are some utility classes to facilitate this process that I think are alternatives to methods like wait() and notify():

## Semaphore

* It controls the number of threads that are accessing a shared resources **through using a counter**
* the counter maintains the number of available permits
* When a thread wants to access the shared resource, it calls the acquire() method, if the counter is greater than 0, a permit is granted and the counter reduces by 1
* When a thread is done with the shared resource, it calls release() method, the counter is incremented by1, and the permit will be available for others to acquire
* If the counter number is **not** greater than 0, a thread will be blocked upon trying to acquire a permit until a permit can be acquired
* A binary Semaphore is a semaphore with only two states, either one permit is available or non. This kind of semaphore can act as a mutually exclusive lock.

In this case you set the initial permits to 1, at the beginning of each thread you acquire a permit and in the end you release it, this way no two threads can acquire a permit at the same time and there will be a MUTEX.

* You can set a fairness Boolean on the semaphore objects and by setting that to true it kind of respects the order the threads has called the acquire method so the sooner a thread calls the acquire method, the sooner it will granted a permit**( but this one needs more investigation**).
* The number you pass to the constructor is the initial number of permits not the maximum number of permits
* You can for example set it to 0 so no one can acquire a permit until somebody has released a permit
* There is no need for a thread to first acquire a permit to be able to release a permit. The initial permits for example can be negative, so multiple releases must occur before any thread can acquire a permit. The contract on which methods acquire permits and which methods release permits are established by the application.

Let’s see an example of using a semaphore in solving the producer/consumer problem:

We are going to address two challenges in the P/C problem: first we need to make sure no two threads are simultaneously accessing the shared queue, and second we need to wait for the queue to have some value before we can remove from it:

The first challenge can be solved with using the synchronized keyword.

The second one means that there has to be at least one permit for a thread to be able to remove form the queue. This is solved by setting the initial number of permits to 0, and each remove operation has to acquire a permit. As the initial permit is set to 0, no one can remove form the least unless we release a permit on an add operation:

Semaphore sem = new Semaphore(0);

sem.acquire()

synchronized (list){ synchronized (list){

list.add(int); list.remove()

} }

sem.release();

Question: why are the acquire() and release() methods outside the synchronized blocks?

Because if they were inside it, nobody else could add something to the list while another one is waiting for it to have value.

## CountDownLatch

A synchronization aid that allows one or more threads to wait until **a set of operations** being performed in **other** threads completes.

A CountDownLatch is initialized with a given count. The ***await()*** methods block until the current count reaches zero due to invocations of the ***countdown()*** method, after which **all** waiting threads are released and **any subsequent invocations of await return immediately**.

**This is a one-shot phenomenon** -- **the count cannot be reset**. If you need a version that resets the count, consider using a CyclicBarrier

A CountDownLatch initialized with a count of 1 will simply act as an on/off latch or a gate where all the threads calling await have to wait until one thread calls the countdown method.

The example below shows a thread that has to wait until two other threads call latch.countDown()

CountDwonLach latch = new CountDownLatch(2);

Thread1:

Latch.await()

Do sth…

## Exchanger

A synchronization point at which threads can **pair** and **swap elements** **within pairs**. Each thread presents some object **on entry to the exchange method**, matches with a partner thread, and receives its partner's object on return.

1. A thread calls the exchange() method on an Exchanger object and passes a value to it
2. This thread **waits** for another thread to call the exchange() method on the same Exchanger object unless it( the current thread) gets interrupted
3. When the second thread calls the exchange() method, the first thread then transfers the given object to it, receiving its object in return.
4. Two threads then continue execution

Exchanger<String> exchanger = new Exchanger<>();

Thread1 --------- > exchanger.exchange(“x=2”)

Thread2 --------- > exchanger.exchange(“y=2”)

**Question: why exchangers are a good option for implementing pipelines.**

## CyclicBarrier

A synchronization aid that allows a set of threads to all wait for each other to reach a common barrier point. CyclicBarriers are useful in programs involving a fixed sized party of threads that must occasionally wait for each other. The barrier is called cyclic because it can be re-used after the waiting threads are released.

A CyclicBarrier supports an optional Runnable command that is run once per barrier point, **after the last thread in the party arrives**, but **before any threads are released**. This barrier action is useful for updating shared-state before any of the parties continue.

It takes a single integer that denotes the number of threads that **need to call the await() method** on the barrier instance to signify reaching the common execution point.

CyclicBarrier barrier = new CyclicBarrier(3) -> it means 3 threads must call the wait so the barrier trips. The fist two will wait until the third one arrives

barrier.wait()

barrier.wait()

barrier.wait()

then all the threads are released

Some Points that I’m not so sure about:

* I think by reusability they mean after all the waiting threads has been released or the barrier has broken, the barrier resets automatically but it could also mean the presence of a reset method that resets the barrier to the initial state and all the waiting threads will throw a *BrokenBarrierException*. But Javadoc says you should not use reset method for other than breaking the barrier. I don’t now
* I’m like 90% sure about this one though: the last thread that enters the barrier point will execute the Runnable command and then all the threads are released

## Phaser

We don’t go deep on this one. Just be aware that this is similar to what Cyclic Barriers and Count Down Latches do with more flexibility

## SynchronousQueue

Read about it later on…..

…………..Implement two examples before 00:00’:00” and proceed

# Atomic Operations and Classes