格式: sslcaudit [OPTIONS]

选项:

--version 显示程序的版本号和退出

-h, --help 显示此帮助消息并退出

-l LISTEN\_ON Specify IP address and TCP PORT to listen on, in format of HOST:PORT. Default is 0.0.0.0:8443

-m MODULES 发射特定模块。现在唯一的功能模块的sslcert”。也有“虚拟”模块用于内部测试或作为模板代码的新模块。默认是sslcert

-v VERBOSE 增量水平。默认为0。尝试1。

-d DEBUG\_LEVEL 设置调试级别。默认为0，禁用调试输出。尝试1启用它。

-c NCLIENTS 退出前处理的客户端数量。默认情况下sslcaudit将尽快退出它得到一个客户完全处理

-N TEST\_NAME 设置测试的名称。如果指定将出现在输出中的左边。

-T SELF\_TEST 启动自检。0普通TCP客户端，1 CN验证客户端，2卷。.

--user-cn=USER\_CN 设置用户指定的。

--server=SERVER 在主机上获取服务器证书的地方：端口格式。

--user-cert=USER\_CERT\_FILE

设置包含用户提供的证书的文件的路径。 --user-key=USER\_KEY\_FILE

设置包含用户提供键的文件的路径。

--user-ca-cert=USER\_CA\_CERT\_FILE

设置为用户提供的CA.的证书的文件的路径

--user-ca-key=USER\_CA\_KEY\_FILE

设置包含为用户提供的CA.的密钥的文件路径

--no-default-cn 不要使用默认的

--no-self-signed 不要尝试自签名证书

--no-user-cert-signed

不要为用户提供的服务器证书签名