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漏洞条目: 611

最后更新：二月 2, 2012

格式: ./joomscan.pl -u <string> -x proxy:port

-u <string> = joomla Url

==参数==

-x <string:int> = 代理隧道

-c <string> = Cookie (name=value;)

-g "<string>" =所需的用户代理字符串(within ")

-nv = 无版本指纹检查

-nf =无防火墙检测检查

-nvf/-nfv = 没有版本+防火墙检查

-pe = 只有Poke版本 and 退出

-ot = 输出到文本文件 (target-joexploit.txt)

-oh =输出为HTML文件 (target-joexploit.htm)

-vu = 冗长（输出每个URL扫描）

-sp = 显示完成百分比