格式: sniffjoke [OPTION]... :

--location <name> 指定网络环境（建议）[默认值：通用]

--dir <name> 指定的目录位置驻留[默认：/usr/local/ var / sniffjoke / ]

[使用位置和目录默认配置状态将不会保存]

--user <username> 降级的特权到指定用户[默认：没有人]

--group <groupname> 降级的特权到指定的组[默认：nogroup ]

--no-tcp 禁用TCP处理[默认：TCP损坏]

--no-udp 禁用UDP处理[默认：UDP出错]

--whitelist 仅在指定的IP地址中注入规避数据包

--blacklist 在所有的会议不包括列入黑名单的IP地址的数据包注入逃税

--start 如果存在，逃税是激活立即[默认：不存在]

--chain 使链接黑客，强大和熵效应[默认]：禁用

--debug <level 0-5> 设置默认的详细程度[ 2 ]：0：抑制日志，1：常见，2：冗长，3：4：5：调试会话的数据包

--foreground 运行在前台[默认：背景]

--admin <ip>[:port] 指定管理IP地址：127.0.0.1:8844 [默认]

--force 强制重启（可用时另一个sniffjoke服务正在运行）

--gw-mac-addr 指定默认网关的MAC地址[默认：自动检测]

--version 显示sniffjoke版

--help 显示帮助

http://www.delirandom.net/sniffjoke