sslsniff:无效的选项 -- '-'

Usage: sslsniff [options]

方式:

-a 权威模式。指定一个将作为一个约的证书。

-t 目标模式。指定一个完整的证书到目标的目录。

要求选择

-c <file|directory> 文件包含的CA证书/密钥（授权模式）或目录包含证书/密钥（目标模式）

-s <port> 监听端口的SSL拦截。

-w <file> 要登录的文件

可选的选项：

-u <updateLocation> 任何Firefox的XML更新文件位置。

-m <certificateChain> 任何中介证书的位置。

-h <port> 端口侦听HTTP侦听（需要指纹）。

-f <ff,ie,safari,opera,ios> 只截取指定浏览器的请求（s）。

-d OCSP请求否认我们的证书。

-p 只记录HTTP的帖子

-e <url> 拦截Mozilla插件更新

-j <sha256> 该插件将sha256sum价值