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Dans notre mini blog,

Un utilisateur peut :

* créer un compte, peut
* visiter les billets
* voir les commentaires des billets,
* voir les auteurs des billets et leurs profils.
* voir toutes les catégories
* voir toutes les billets de la même catégories
* voir les 10 billets les plus recents

Un client inscrit est considéré comme un auteur, donc il peut :

* insérer des billets,
* voir ses propres billets et aussi leurs commentaires,
* commenter les billets
* modifier, supprimer des billets
* modifier son propre profil.
* Pendant l’insertion de billet il peut choisir les différentes catégories ajoutées par l’admin.

**Admin :** [**mod@root.com**](mailto:mod@root.com) **1234**

Admin peut faire tout ce qu’un utilisateur peut faire, mais en plus il peut

* ajouter des catégories
* modifier des catégories
* supprimer des catégories

Je vous joins le fichier **données.txt** qui contient les informations sur les différents utilisateurs que j’ai créé pendant le test du mini blog.

Conclusion Securité :

J’ai vérifié toutes les sorties des forms avec (strip\_tags) pour sécuriser l’injection d’html et script.

L’injection SQL a été contrôlée grâce à la préparation des requêtes à l’avance (prepare()).

Les mots de passe sont hashé, mais à cause de le manque de temps on n’a pas pu les salée.