信息收集

## 资产信息收集

子域名：

<https://github.com/projectdiscovery/subfinder> 通过接口查询域名，需要配置API KEY

<https://github.com/knownsec/ksubdomain> 接口及字典。速度快，可指定外部字典

./subfinder -d baidu.com -silent|./ksubdomain -verify -silent|./httpx -title -content-length -status-code

<https://github.com/insightglacier/Dictionary-Of-Pentesting>

整理域名字典，分几个数量级

<https://github.com/shmilylty/OneForAll> （需要配置APIkey，接口多）

https://zhuanlan.zhihu.com/p/182584086

<https://github.com/knownsec/Kunyu> 坤宇信息收集，可联动pocsuit3

<https://github.com/kelvinBen/AppInfoScanner> APP的信息收集工具

<https://github.com/zsdevX/DarkEye> 信息收集

<https://github.com/gh0stkey/HaE> burp插件

Whois信息： whois.aliyun.com；whois反查

<http://beian.miit.gov.cn/> 备案网站搜索企业名称

Layer域名爆破：<https://github.com/euphrat1ca/LayerDomainFinder>

子域名的枚举： <https://github.com/aboul3la/Sublist3r>，用法：sublist3r.py -d 100tal.com -t 10。

在线爆破：<http://scan.javasec.cn/>

https://github.com/knownsec/Kunyu

## 信息泄露类漏洞

关键词：smtp,pass,password,svn,git，ftp:密码，内部，token，AccessKey，ak,secret,admin,后台，filename：.sql,.csv,

## 框架指纹识别

<https://github.com/s7ckTeam/Glass> 指纹识别

浏览器插件 wappalyzer

云溪指纹：<http://www.yunsee.cn/>。(需要邀请码账号)

http://whatweb.bugscaner.com/look/

Whatweb：<https://github.com/urbanadventurer/WhatWeb>。

备注方法：whatweb -v -a 3 domain.com

<https://github.com/TideSec/TideFinger>

python3 TideFinger.py -u https://aido.aido.pub/login

<https://github.com/EASY233/Finger>

python3 Finger.py -u aido.aido.pub/login

更多工具见 <https://github.com/knownsec/404StarLink2.0-Galaxy/blob/master/TOOLS_README.md#zsdevxdarkeye> 各测试人员按自己情况使用

## 常见服务漏洞

Nmap：nmap -T4 -A -v -p- IP

<https://github.com/ybdt/dict-hub>

<https://github.com/gh0stkey/Web-Fuzzing-Box>
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