Challenge Questions:

*Analyse the network components of the Dridex Malware*

*Important Note:*

*The data in this document is Copyright 2016 of Lloyds Banking Group. Please do not share this document or the data linked on this page with others. Some of the indicators of compromise such as IP addresses in this challenge could still be linked to active malware campaigns, and, in order to complete this challenge you are not required to connect to the IP addresses. Some of the information has been anonymised and associated traffic is fictional.*
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# Overview

Lloyds Banking Group has received intelligence from a reliable source that one of our external IP addresses are communicating to a Command & Control server associated with the Dridex malware. Your team has been tasked to analyse the Dridex malware and write an analysis report that answers all the questions below with as much detail as possible. You have also been provided information that the malware usually communicates via HTTP GET and HTTP POST requests on port 8080.

# Question 1

One of your malware analysts in the team has indicated that the payload of the malware uses a URL pattern which can be easily identified.

**Which regular expression (regex) you could use to detect the Dridex URL requests?**

*http://IPADDRESS/NlYVW39lKAO6seE/6u7zh96QXizKqBibVlh/63075FSeb0aZCN6/B*

*http://IPADDRESS/gU4obiJ4cGtA11SqZsK/1tqnbAK3D/0H1vHcsJ1tYavtLjAM/tonGSBLOSyncvR0K24zWWmL6z5Ow6S6I*

*http://IPADDRESS/g3qhq4wdykAOCDsxYAmg6vqFt0SrMKe/FcFR1Pv7GRcOfYNQ7fvaND9mG/5PXS8*

# Question 2

You are provided a packet capture (pcap file) with sample network traffic of the Dridex malware. The malware analysts have told you that the first POST request from the host to the Command and Control (C&C) server is encoded using XOR with the HEX key 7D. (**Note**: the XOR encoded data includes partially encoded BASE64 contents, please **do not** attempt to decode the contents as it contains malware. The focus is on readable text after decoding with the XOR key).

**What text is send by the infected host to the C&C server when it communicates with the C&C server during the first HTTP POST request?**
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# Question 3

The payload of the malware instructs the infected host to download a configuration file that contains information on which sites to 'target'. The malware analysts have told you that the configuration file is obscured by the C&C server by using a distorted gzip header. The malware analysts share that by replacing the first 4 bytes of the distorted data with the hex values "1f 8b 08 00", the gzip file can be restored. The configuration is send by the server during the last HTTP POST request visible in the pcap file.

**Which IP addresses are listed as 'bconnect' and 'vncconnect' values in the Dridex configuration file downloaded by the infected host?**

# Question 4

**What further indicators of compromise can you identify after reviewing the pcap file?**

# Question 5

**The Dridex configuration file contains an injectgate and tokengate URI. Explain how do you think these are used by the creators of malware?**

# Question 6

The following IP addresses illustrate fictional Dridex C&C IP addresses collected during malware analysis.

16.182.220.165

91.22.7.180

33.19.235.22

173.192.90.86

122.154.17.5

69.82.179.36

11.128.64.15

31.199.87.145

43.62.159.75

**Which IP addresses in the network traffic below could potentially identify the high level infrastructure of the botnet and the individuals controlling the C&C servers?**

![](data:image/x-emf;base64,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)

# Question 7

**What are the top 10 infected hosts that transferred the most data with the C&C servers?**