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**Equipe d’animation :**

**Animateur :ASSAM Meriem**

**Scribe : SICHAIB Amina**

**Secrétaire : OUANOUGHI Noufel**

**Gestionnaire : ELBASGHI Meriem**

**Analyse du contexte :**

Une équipe envisage d'utiliser une API externe pour remplir automatiquement certains champs d'un formulaire client, mais des problèmes surviennent

**​**

**​Définition de la problématique :**

Comment simplifier le formulaire tout en assurant la sécurité, y compris l'intégration d'une API pour l'autocomplétion des champs ?

1. **Mots à Définir**

* **[Fichier JSON] :**
* Un fichier JSON (JavaScript Object Notation) est un format de données léger et facile à lire et à écrire, qui est largement utilisé pour l'échange de données sur le web et dans de nombreux systèmes informatiques. Il est basé sur une syntaxe JavaScript simplifiée et est souvent utilisé pour représenter des structures de données simples.
* **[XML] :**
* **XML (eXtensible Markup Language) est un langage de balisage conçu pour stocker et transporter des données de manière lisible par les humains et les machines. Il est similaire à HTML (HyperText Markup Language), mais contrairement à HTML qui est principalement utilisé pour la création de pages web et la présentation de contenu, XML est utilisé pour structurer et stocker des données de manière plus générique.**
* **[API Publique] : Une API publique (Application Programming Interface) est une interface de programmation mise à disposition par une organisation ou un service pour permettre aux développeurs tiers d'accéder à certaines fonctionnalités ou données.**
* **[Endpoint] :**
* **Un endpoint (point de terminaison) est une URL spécifique à une API (Application Programming Interface) qui est utilisée pour accéder à une fonctionnalité ou à des données spécifiques fournies par cette API. Chaque endpoint représente une ressource ou une opération particulière exposée par l'API.**

1. **Mots Clés**

* **[Formulaire]:**
* **[URI] :**
* **[HTTP] :**

1. **Plan D’action**
   1. **[Etudier les API] :**
2. **Qualification :** abouti
3. **Démonstration :**

## API : définition

Une API, ou interface de programmation d'application, est un ensemble de définitions et de protocoles qui facilite la création et l'intégration des applications.

[**Le manuel d'utilisation des API : 7 meilleures pratiques des équipes qui réussissent à exploiter les API**](https://www.redhat.com/fr/resources/api-owners-manual-ebook)

### Types d'API

#### API privées

L'API n'est utilisable qu'en interne. Cette approche permet de garder un contrôle total sur l'API.

#### API partenaires

L'API est partagée avec certains partenaires de l'entreprise. Cette approche peut générer de nouveaux flux de revenus sans compromettre la sécurité.

#### API publiques

L'API est accessible à tous. Cette approche autorise les tiers à développer des applications qui interagissent avec votre API et peut devenir source d'innovations.

## Innovation par les API

En rendant vos API accessibles à vos partenaires ainsi qu'aux tiers, vous pouvez :

* générer de nouveaux canaux de revenus ou étendre ceux qui existent déjà ;
* étendre la portée de votre marque ;
* stimuler l'innovation [Open Source](https://www.redhat.com/fr/about/open-source) ou améliorer l'efficacité grâce au développement et à la collaboration externes.

Intéressant, non ? Mais quel est le rôle des API dans tout ça ?

### Cas d'utilisation des API

Reprenons notre exemple du distributeur de livres.

Imaginez qu'un partenaire de l'entreprise développe une application qui permet aux clients de localiser les livres qu'ils cherchent dans les rayons. En améliorant l'expérience client, cette application va attirer d'autres clients dans la librairie, elle-même cliente du distributeur, qui en fin de compte aura étendu son canal de revenus.

Une entreprise tierce peut aussi utiliser une API publique pour développer une application afin que les clients puissent acheter des livres directement auprès du distributeur, sans passer par la librairie. Dans ce cas, le distributeur aura ouvert un nouveau canal de revenus.

Une entreprise peut tirer parti du partage de ses API avec certains de ses partenaires ou avec le monde entier. Chaque partenariat vous permet d'étendre la notoriété de votre marque en parallèle de vos campagnes marketing. En rendant vos technologies publiques, avec une API publique par exemple, vous encouragez les développeurs à créer un écosystème d'applications autour de votre API. Plus les gens utilisent vos technologies, plus ils sont susceptibles de faire affaire avec vous.

Vous pouvez ainsi obtenir des résultats aussi inattendus qu'intéressants en ouvrant l'accès à vos technologies et ces résultats peuvent parfois bouleverser un secteur tout entier. Dans le cas de notre distributeur de livres, de nouvelles entreprises, comme un service de location de livres, peuvent provoquer un changement fondamental dans son fonctionnement. Les API publiques et partenaires vous permettent de profiter des innovations d'une communauté de développeurs plus large. Les idées novatrices peuvent germer n'importe où. Les entreprises doivent se tenir au courant des changements qui s'opèrent sur leur marché et se préparer à y faire face. C'est là que les API interviennent.

[**Le gouvernement irlandais améliore la productivité grâce aux API**](https://www.redhat.com/fr/topics/api/node/705611)

## L'histoire des API en quelques mots

Les API sont apparues à l'aube de l'informatique, avant même les ordinateurs personnels. À cette époque, elles étaient surtout utilisées en tant que bibliothèques pour les systèmes d'exploitation. Elles résidaient presque toutes en local sur les systèmes sur lesquels elles s'exécutaient, même si elles transféraient parfois des messages entre les mainframes. Presque 30 ans après, les API sont sorties de leurs environnements locaux. Au début des années 2000, elles sont devenues importantes pour l'intégration des données à distance.

## API distantes

Les API distantes sont conçues pour interagir via un réseau de communication. Ici, « distant » signifie que les ressources manipulées par l'API ne se trouvent pas sur l'ordinateur qui formule la requête. Le réseau de communication le plus fréquemment utilisé étant Internet, la plupart des API sont conçues sur la base des normes web. Toutes les API distantes ne sont pas des API web, mais on peut supposer que toutes les API web sont distantes.

Les API web utilisent en général le protocole HTTP pour leurs messages de requête et fournissent une définition de la structure des messages de réponse. Les messages de réponse se présentent la plupart du temps sous la forme d'un fichier XML ou JSON. Ces deux formats sont les plus courants, car les données qu'ils contiennent sont faciles à manipuler pour les autres applications.

## API SOAP ou REST

Pour standardiser l'échange des informations entre les API toujours plus nombreuses, il a fallu développer un protocole : le « Simple Object Access Protocol », plus connu sous le nom de SOAP. Les API conçues d'après le protocole SOAP utilisent le format XML pour leurs messages et reçoivent des requêtes via HTTP ou SMTP. SOAP a pour objectif de simplifier l'échange des informations entre les applications qui s'exécutent dans des environnements différents ou qui ont été écrites dans des langages différents.

Le [« Representational State Transfer », ou REST,](https://www.redhat.com/fr/topics/api/what-is-a-rest-api)est une autre tentative de normalisation. Les API web qui respectent les contraintes de l'architecture REST sont appelées API RESTful. Ces deux éléments diffèrent sur un point fondamental : SOAP est un protocole, alors que REST est un style d'architecture. Cela signifie qu'il n'existe aucune norme officielle qui régit les API web RESTful. Selon la définition proposée par Roy Fielding dans sa thèse « Architectural Styles and the Design of Network-based Software Architectures », les API sont RESTful tant qu'elles respectent les six contraintes de conception d'un système RESTful :

* **Architecture client-serveur :** une architecture REST est composée de clients, de serveurs et de ressources et elle traite les requêtes via le protocole HTTP.
* **Serveur stateless :** le contenu du client n'est jamais stocké sur le serveur entre les requêtes. Les informations sur l'état de la session sont, quant à elles, stockées sur le client.
* **Mémoire cache :** la mise en mémoire cache permet de se passer de certaines interactions entre le client et le serveur.
* **Système à couches :** des couches supplémentaires peuvent assurer la médiation dans les interactions entre le client et le serveur. Ces couches peuvent remplir des fonctions supplémentaires, telles que l'équilibrage de charge, le partage des caches ou la sécurité.
* **Code à la demande (facultatif) :** un serveur peut étendre les fonctionnalités d'un client en lui transférant du code exécutable.
* **Interface uniforme :** cette contrainte est capitale pour la conception des API RESTful et couvre quatre aspects différents :
  + **Identification des ressources dans les requêtes :** les ressources sont identifiées dans les requêtes et sont séparées des représentations retournées au client.
  + **Manipulation des ressources par des représentations :** les clients reçoivent des fichiers qui représentent les ressources. Ces représentations doivent contenir suffisamment d'informations pour être modifiées ou supprimées.
  + **Messages autodescriptifs :** tous les messages renvoyés au client contiennent assez d'informations pour décrire la manière dont celui-ci doit traiter les informations.
  + **Hypermédia comme moteur du changement des états applicatifs :** après avoir accédé à une ressource, le client REST doit être en mesure de découvrir toutes les autres actions disponibles par des hyperliens.

Ces contraintes peuvent sembler difficiles à appliquer, mais dans les faits, elles le sont moins qu'un protocole. C'est pour cette raison que les API RESTful prennent progressivement le pas sur les API SOAP.

Ces dernières années, la spécification OpenAPI s'est imposée comme la norme commune pour définir les API REST. La norme OpenAPI permet aux développeurs de créer des interfaces d'API REST indépendantes du langage de manière à ce que les utilisateurs puissent les comprendre avec un minimum d'approximation.

Une autre norme d'API est en train d'émerger : [GraphQL](https://www.redhat.com/fr/topics/api/what-is-graphql), un langage de requête et un environnement d'exécution côté serveur qui se propose de remplacer l'architecture REST. GraphQL s'attache à fournir aux clients uniquement les données qu'ils ont demandées, et rien de plus. Utilisé à la place de REST, GraphQL permet aux développeurs de créer des requêtes qui extraient les données de plusieurs sources à l'aide d'un seul appel d'API.

[**En savoir plus sur les différences entre SOAP et REST**](https://www.redhat.com/fr/topics/integration/whats-the-difference-between-soap-rest)

## Architectures SOA et de microservices

Les deux approches architecturales qui utilisent le plus les API distantes sont l'[architecture orientée services (SOA)](https://www.redhat.com/fr/topics/cloud-native-apps/what-is-service-oriented-architecture) et l'architecture de microservices. La SOA est l'approche la plus ancienne. Elle visait à l'origine à améliorer les applications monolithiques. Par définition, une application monolithique fait tout. Mais certaines fonctions peuvent être fournies par d'autres applications faiblement couplées via un modèle d'intégration, comme un ESB (Enterprise Service Bus).

Si l'architecture SOA est plus simple qu'une architecture monolithique sous bien des aspects, elle peut potentiellement provoquer des changements en cascade au sein de l'environnement si les interactions entre les différents composants ne sont pas parfaitement comprises. En complexifiant l'environnement, l'architecture SOA réintroduit une partie des problèmes qu'elle cherchait à résoudre.

Les architectures de microservices fonctionnent d'une manière très similaire, dans le sens où elles utilisent des services faiblement couplés. Par contre, elles poussent la déstructuration de l'architecture classique encore plus loin. Les services qui composent l'architecture de microservices utilisent une structure de messagerie commune, telle que les API RESTful. Ils se servent des API RESTful pour communiquer entre eux simplement, sans convertir leurs données ni recourir à des couches d'intégration supplémentaires. L'utilisation des API RESTful permet et favorise même l'accélération de la distribution des nouvelles fonctions et mises à jour. Chaque service est distinct. Vous pouvez remplacer, améliorer ou supprimer chacun d'entre eux sans affecter les autres services de l'architecture. Cette architecture légère vous aide à optimiser les ressources distribuées ou cloud et à faire évoluer chaque service de façon dynamique.

* 1. **[Etudier AJAX]**

1. **Qualification : abouti**
2. **Démonstration :**

AJAX is a developer's dream, because you can:

* Read data from a web server - after the page has loaded
* Update a web page without reloading the page
* Send data to a web server - in the background

### **AJAX Example**

# **AJAX**

AJAX is not a programming language.

AJAX is a technique for accessing web servers from a web page.

AJAX stands for Asynchronous JavaScript And XML.

[Try it Yourself »](https://www.w3schools.com/js/tryit.asp?filename=tryjs_ajax_first)

## **AJAX Example Explained**

### **HTML Page**

<!DOCTYPE html>  
<html>  
<body>  
  
<div id="demo">  
  <h2>Let AJAX change this text</h2>  
  <button type="button" onclick="loadDoc()">Change Content</button>  
</div>  
  
</body>  
</html>

The HTML page contains a <div> section and a <button>.

The <div> section is used to display information from a server.

The <button> calls a function (if it is clicked).

The function requests data from a web server and displays it:

### **Function loadDoc()**

function loadDoc() {  
  const xhttp = new XMLHttpRequest();  
  xhttp.onload = function() {  
    document.getElementById("demo").innerHTML = this.responseText;  
    }  
  xhttp.open("GET", "ajax\_info.txt", true);  
  xhttp.send();  
}

ADVERTISEMENT

## **What is AJAX?**

AJAX = **A**synchronous **J**avaScript **A**nd **X**ML.

AJAX is not a programming language.

AJAX just uses a combination of:

* A browser built-in XMLHttpRequest object (to request data from a web server)
* JavaScript and HTML DOM (to display or use the data)

AJAX is a misleading name. AJAX applications might use XML to transport data, but it is equally common to transport data as plain text or JSON text.

AJAX allows web pages to be updated asynchronously by exchanging data with a web server behind the scenes. This means that it is possible to update parts of a web page, without reloading the whole page.

## **How AJAX Works**

![AJAX](data:image/gif;base64,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)

* 1. An event occurs in a web page (the page is loaded, a button is clicked)
* 2. An XMLHttpRequest object is created by JavaScript
* 3. The XMLHttpRequest object sends a request to a web server
* 4. The server processes the request
* 5. The server sends a response back to the web page
* 6. The response is read by JavaScript
* 7. Proper action (like page update) is performed by JavaScript

## **Modern Browsers (Fetch API)**

Modern Browsers can use Fetch API instead of the XMLHttpRequest Object.

The Fetch API interface allows web browser to make HTTP requests to web servers.

If you use the XMLHttpRequest Object, Fetch can do the same in a simpler way.

* 1. **[Etudier la securité des API]**

1. **Qualification : abouti**
2. **Démonstration :**

## Qu'est-ce que la sécurité des API ?

Une interface de programmation d'application ([API](https://www.cloudflare.com/learning/security/api/what-is-an-api/)) est un moyen pour un logiciel d'interagir avec un autre logiciel. Si un programme ou une application possède une API, des clients externes peuvent lui demander des services.

La sécurité des API est le processus de protection des API contre les attaques. Tout comme les applications, les réseaux et les serveurs peuvent faire l'objet d'attaques, les API peuvent être victimes d'un certain nombre de menaces différentes.

La sécurité des API est un élément essentiel de la sécurité des applications web [. La plupart des applications web modernes reposent sur des API pour fonctionner, et les API introduisent un risque supplémentaire pour une application en permettant à des parties extérieures d'y accéder. On peut comparer cette situation à celle d'une entreprise qui ouvre ses bureaux au public : la présence d'un plus grand nombre de personnes dans les locaux, dont certaines peuvent être inconnues des employés de l'entreprise, augmente le risque. De même, une API permet à des personnes extérieures d'utiliser un programme, ce qui introduit un risque supplémentaire pour l'infrastructure du service API.](https://www.cloudflare.com/learning/security/what-is-web-application-security/)

## [Quels sont les risques courants en matière de sécurité des API ?](https://www.cloudflare.com/learning/security/what-is-web-application-security/)

* [**Exploitation des vulnérabilités :** On parle d'exploitation des vulnérabilités lorsqu'un attaquant envoie des données spécialement conçues à une cible, données qui tirent parti d'une faille dans la construction de la cible. Ces failles, connues sous le nom de "vulnérabilités," peuvent donner à l'attaquant diverses formes d'accès involontaire à une API ou à son application correspondante. L'Open Web Application Security Project (](https://www.cloudflare.com/learning/security/what-is-web-application-security/)[OWASP](https://www.cloudflare.com/learning/security/threats/owasp-top-10/)) tient à jour une liste des [10 principales vulnérabilités des API](https://www.cloudflare.com/learning/security/api/owasp-api-security-top-10/), comme [l'injection SQL](https://www.cloudflare.com/learning/security/threats/sql-injection/), la mauvaise configuration de la sécurité, etc. Si un exploit cible une vulnérabilité inconnue jusqu'alors, il s'agit d'une [menace de type "zero-day"](https://www.cloudflare.com/learning/security/threats/zero-day-exploit/) - de telles menaces sont extrêmement difficiles à arrêter.
* **Attaques basées sur l'authentification :** Les clients doivent s'authentifier avant de pouvoir effectuer des demandes d'API afin que le serveur d'API n'accepte pas de demandes provenant de sources inconnues ou illégitimes. Il existe plusieurs façons de procéder, mais chacune d'entre elles est susceptible d'être compromise. Par exemple, un attaquant peut obtenir les informations d'identification d'un client légitime, voler une clé d'API ou intercepter et utiliser un jeton d'authentification.
* **Erreurs d'autorisation :** L'autorisation détermine le niveau d'accès de chaque utilisateur. Si les autorisations ne sont pas gérées avec soin, un client API peut avoir accès à des données auxquelles il ne devrait pas avoir accès, ce qui augmente le risque d'une violation de données .
* **Attaques DoS et DDoS :** Un trop grand nombre de demandes adressées à une API peut ralentir ou arrêter le service pour les autres clients. Certains attaquants dirigent volontairement un grand nombre de requêtes vers une API dans le cadre d'une attaque par déni de service (DoS) ou par déni de service distribué (DDoS) .

Les stratégies de sécurité des API peuvent contribuer à atténuer ces risques et d'autres encore.

Des mesures d'authentification et d'autorisation fortes permettent de s'assurer que les données ne fuient pas et que seuls les clients autorisés effectuent des demandes d'API. La protection contre les attaques DDoS et la limitation du débit peuvent mettre fin aux attaques DDoS. La validation des schémas et l'utilisation d'un pare-feu d'application web (WAF) peuvent bloquer les exploits de vulnérabilité.

* 1. **[Simplifier la saisie du formulaire]**

1. **Qualification : abouti**

**Démonstration : fichiers en piece jointe**