Objectives:

* Develop a machine learning model capable of identifying document exploits, such as malicious macros, embedded scripts, or other techniques used for exploiting vulnerabilities in document formats.
* To provide assistance on how to safeguard documents from any kind of security threats like showing tips on how to avoid documents from being leaked by data breaching and any kind of attack that is contemporaneous to it.
* Helps in recovering important documents from phishing attacks and any attacks that will extract the important contents of the documents