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**摘 要**

随着网络信息技术的快速发展和普及，尤其是近年来无线接入技术和和移动终端技术的飞速发展，无线局域网已经成为人们工作和日常生活的必须。同时由于底层网络协议的不安全，导致主机对接受到的数据盲目信任，以至于让数据的传输不安全。中间人攻击（MITM）由于攻击方式简单，难于察觉等特点，成为危害无线局域网的主要方式。生活在局域网随处可见的环境下，了解一些网络数据传输原理和熟悉普遍的局域网攻击方式是很有必要的。

本文对ARP协议的内容、工作原理和协议漏洞有一定详细的介绍，并介绍了ARP欺骗攻击的原理和基本的防御方法。开发了一款运行在安卓系统上的应用，该应用实现了局域网ARP欺骗攻击和防御，主要功能有断网攻击、数据嗅探、HTTP数据劫持、和防御ARP欺骗攻击。通过该应用，普通用户可以体验ARP欺骗攻击的危害，加深对局域网安全的认识；安全研究人员可以学习ARP欺骗的原理和检测局域网是否安全。
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**Abstract**

With the rapid development and popularization of network information technology, especially in recent years, the rapid development of wireless access technology and mobile terminal technology, wireless LAN has become a must for people to work and daily life. At the same time due to underlying network protocol insecurity, resulting in the host to blindly trust received data, so that the transmission of data is not safe. Man-in-the-middle attack (MITM) is the main way to harm wireless LANs because of the simple attack mode and difficult to detect. Living in the local area network can be seen everywhere in the environment, to understand some of the principles of network data transmission and familiar with the common LAN attack is necessary.

This article describes the contents of ARP protocol, working principle and protocol vulnerabilities, and introduces the principle of ARP spoofing attack and the basic defense method. Has developed an application running on the Android system, the application implements LAN ARP spoofing attack and defense, the main features are broken network attacks, data sniffing, HTTP data hijacking, and defense ARP spoofing attacks. Through this application, ordinary users can experience the dangers of ARP spoofing attacks, deepen the understanding of LAN security; security researchers can learn the principle of ARP spoofing and detect whether the LAN security.

**Keywords:** Man-in-the-middle attack; MITM; ARP spoofing; Android; Data hijacking; LAN security;
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**第一章 概述**

本章主要阐述了什么是中间人攻击、局域网中ARP协议工作原理和ARP欺骗的原理，并简要的说明了本课题实现了什么功能。

**1.1 什么是中间人攻击和ARP欺骗**

在计算机安全中，中间人攻击（Man-in-the-middle Attack，MITM）是一种“间接”的入侵攻击，攻击者扮演“中间人”的角色，秘密的转播和修改两台相互信任主机间的通信。

在计算机网络中，ARP欺骗、ARP缓存中毒或ARP毒化路由是一种被攻击者用来发送具有欺骗性的ARP消息到局域网中的技术。

**1.2**  **ARP协议的工作原理和ARP欺骗的原理**

**1.2.1 ARP工作原理**

ARP（Address Resolution Protocol）地址解析协议是用于将网络层地址（IP地址32位）解析为链路层地址（MAC地址48位）的链路层协议。在局域网中，主机间的是以“帧”为单位进行信息传输的，一台主机要和另一台主机进行通信，必须知道目标主机的MAC地址。“地址解析”就是在主机发送“帧”之前把目标主机的IP地址转换成MAC地址的过程。ARP协议的基本作用就是通过目标主机的IP地址来获取目标主机的MAC地址。

主机A的ARP缓存表

更新ARP缓存

回复主机A的ARP请求

发送ARP请求

直接发送数据

查看IP地址和MAC地址的映射

无

有

图1.2.1 局域网ARP工作原理

图1.1展示了局域网中ARP的工作原理。在局域网中，每一台主机都有一个ARP缓存表，这个表保存了该局域网中主机的IP地址和MAC地址的映射关系。在图一中，主机A要向主机B发送数据，在主机A发送数据之前，要把目标主机B的IP地址和MAC地址封装到数据包里，起初主机A只知道主机B的IP地址，而不知道MAC地址。主机A会根据目标主机B的IP地址去ARP缓存表找到和目标IP对应的MAC地址，如果找到了对应的IP-MAC地址，则主机A把目标主机B的IP和MAC地址封装后，根据主机B的MAC地址直接发送数据包。如果没有找到IP-MAC映射关系，主机A会广播一个包含目标主机B的IP地址的ARP请求的数据帧到局域网的所有主机，目标主机B收到该ARP请求后会向主机A发送一个包含自己IP-MAC地址对应的ARP应答包。主机A收到目标主机B的ARP应答包后会更新本地的ARP缓存表，并根据目标主机B的MAC地址发送数据包。

**1.2.2 ARP协议的漏洞**（宋体、五号、加粗）

ARP协议是一个高效的数据链路层协议，但也是一个“无状态” 协议，ARP协议是建立在网络中各个主机互相信任的基础上的，因此其本身就存在设计上的缺陷，主要有下面三个方面：

1、ARP协议没有认证机制，ARP请求是以广播形式发送的且即使没有发送ARP请求，局域网中的所有主机都可以发送ARP应答包，主机不会验证收到的ARP应答包是否是目标主机发送的，只要收到的ARP应答包是有效的就把收到的IP-MAC地址刷新到本地ARP缓存表中。

2、ARP缓存表默认是动态更新的，IP-MAC地址映射有一个到期时间，ARP缓存并不维护IP-MAC地址映射的状态，也不进行认证，因此，ARP协议本身不能保证IP-MAC地址映射永远都是正确的，它只能保证该映射在得到正确ARP应答包至下一个ARP应答包之间的一定时间内是有效的。

**1.2.3 ARP欺骗的原理**

在1.2.2中提出了ARP协议的设计缺陷，ARP协议没有“连接”，它没有认证机制，对所有的ARP请求和应答都不做校验，并且ARP缓存表是动态更新的，只要收到ARP应答包就刷新缓存表，下图2展示了ARP欺骗的原理。

IP：192.168.0.2

MAC：02-02-02-02-02-02

IP：192.168.0.3

MAC：03-03-03-03-03-03

图1.2.2 ARP欺骗原理
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我的MAC地址是

02-02-02-02-02-02

ARP缓存表
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MAC：01-01-01-01-01-01

上图1.2.2展示了局域网ARP欺骗的基本过程，有一台网关，两台主机，它们各自的IP-MAC地址映射如下：

网关G：

IP地址：192.168.0.1

MAC地址：01-01-01-01-01-01

主机A：

IP地址：192.168.0.2

MAC地址：02-02-02-02-02-02

主机B：

IP地址：192.168.0.3

MAC地址：03-03-03-03-03-03

主机A是攻击者，网关G和主机B是被攻击者，攻击者A分别向网关G和主机B投ARP毒。①攻击者A广播ARP请求报文来获取G的MAC地址，再根据G的MAC地址向网关G发送内容为主机B的IP地址和主机A的MAC地址的伪造的ARP响应报文，网关G根据响应报文更新本地ARP缓存，网关G的缓存表结果为：

网关G的ARP缓存表

主机B的IP地址 192.168.0.3 主机A的MAC地址 02-02-02-02-02-02

这样网关G本来要发往主机B的报文就会发往主机A。②攻击者A广播ARP请求报文来获取主机B的MAC地址，再根据B的MAC地址向主机B发送内容为网关G的IP地址和主机A的MAC地址的伪造的ARP响应报文，主机B根据响应报文更新本地ARP缓存，结果为：

主机B的ARP缓存表

网关G的IP地址 192.168.0.3 主机A的MAC地址 02-02-02-02-02-02

经过上面两次ARP投毒，网关原来要发送给主机B的报文会发送到主机A上，主机B原来要发送给网关的报文会发送给主机A，这样主机A就可以秘密的获取主机B和网关G之间的通信数据。

**1.3 本课题实现的功能**

**1.3.1 课题实现的功能**

本系统是一款使用JAVA语言开发的运行在Android系统上的应用程序，主要包含以下功能。

1. 局域网扫描：该功能主要是对局域网中可能存在的主机进行扫描，使用的技术是本机向每一个存在该子网下的IP地址发送UDP报文，由局域网内是根据MAC地址来通信的，该局域网下的所有主机都会向本机发送ARP响应报文，本机可以缓存所有主机的IP-MAC地址映射。本机可以读取本地ARP缓存来获取在线的主机。
2. 断网攻击：在获取了局域网的所有主机IP-MAC地址映射后，本机可以选取某个主机做为被攻击的目标主机，本机可以向目标主机发送伪造的ARP应答报文，该报文内容包含网关的IP地址和本机的MAC地址。这样目标主机发往网关的数据就会发往本机，但因为本机没有开启转发功能，使目标主机不能向外网发送数据，使其断网。
3. 数据嗅探：在断网功能的基础上，攻击者主机开启IP转发，被攻击者就可以通过攻击者与外网传输数据，使用tcpdump命令可以嗅探到被攻击者主机与其它主机的通信数据，保存为.pcap的文件格式
4. HTTP数据劫持：在数据嗅探功能的基础上，对嗅探到的数据进行整理和分析，获取到被攻击主机与外界的HTTP通信数据，主要获取cookie数据。
5. HTTP数据的保存和查看：本功能主要定义HTTP数据结构，并把截取到的HTTP数据进行结构化，并以json结构保存到本地。对保存的json数据文件解析并通过应用显示。
6. ARP防御：用户开启该功能后，可以防止局域网的其它主机冒充网关。

**1.4 论文的组织结构**

文章的第一章讲述了课题研究中用到的一些原理；第二章描述了开发应用需要的环境和工具以及它们的安装和使用方法；第三章给出了应用的系统设计，包括系统功能图、包图和界面的设计；第四章对Android应用开发的项目结构和Android系统的一些组件有了详细的介绍；第五章是系统功能的实现部分，对每个功能的实现细节都有了详细的步骤，包括一些算法流程图等；第六章是系统测试部分，包括测试环境的介绍和测试用例的编写；最后就是结束语和参考文献。

1. **开发环境和工具**

**2.1 基本开发环境和工具**

本课题是开发一款运行在Android系统上的应用，搭建开发环境过程中主要用到了以下环境。

**2.1.1 搭建JDK环境**

JDK(Java Development Kit) 是JAVA语言的软件开发工具包(SDK)，它是JAVA开发过程的核心，它包括了JAVA的运行时环境、JAVA工具和JAVA基础类库。

JDK的安装：我们可以在[ORACLE官网](http://www.oracle.com/technetwork/java/javase/downloads/index.html)下载最新的JDK安装包，因为我是在windows系统上搭建开发环境，所以我下载的是windows版的安装包，双击安装包按照提示把JDK装到系统中。

JDK环境的配置：右键计算机 -> 属性 -> 高级系统设置 -> 环境变量 -> 新建

变量名：JAVA\_HOME

变量值：JDK的安装目录

;%JAVA\_HOME%\bin

添加后选择PATH变量，追加

新建CLASSPATH变量

变量名：CLASSPATH

变量值：.;%JAVA\_HOME%\lib\tools.jar;%JAVA\_HOME%\lib\dt.jar

打开命令行工具（CMD），运行java和javac命令，如果出现命令帮助，则JDK环境配置成功，否则重新检查前面的步骤是否出错。

**2.1.2安装Eclipse**

Eclipse 是一款开源的JAVA集成开发环境（IDE），使用它可以很简单的编译和打包基于JAVA语言的应用程序。

Eclipse的安装：eclipse可以在[Eclipse官网](https://www.eclipse.org/downloads/)下载最新的Eclipse安装包，我下载的是windows解压版的安装包，解压版的好处是可以解压在某个目录就可以使用，卸载时只要把文件夹删除即可。

**2.1.3 安装Eclipse ADT插件**

Eclipse ADT 是GOOGLE为了方便开发者在Eclipse上开发Android应用程序而开发的插件。

Eclipse ADT的安装：

打开Eclipse，选择help -> Install New Software -> Add

Name : ADT

Location : http://dl-ssl.google.com/android/eclipse

点击OK加载完成后选上所有，跟着引导完成安装。

**2.1.4 安装Android SDK**

Android SDK 是专门用于开发Android应用程序的软件开发工具包。

Android SDK的安装：在2.1.3中我们安装了Eclipse ADT，在安装完成重启后，Eclipse会弹出窗口提示我们没有安装Android SDK，我们可以选择安装Android SDK，Eclipse ADT插件会自动帮我们把Android SDK下载到指定文件夹下。在安装完 Android SDK后，我们可以通过点击

Window -> Android SDK Manager 来安装和管理 Android SDK Tools 和Android API版本，

在这里我选的Android API版本是API 14。

**2.1.5 安装VirtualBox虚拟机**

VirtualBox是一款可以性能优异可以虚拟Android系统的开源虚拟机软件。

VirtualBox的安装：VirtualBox可以在[VirtualBox官网](https://www.virtualbox.org/)下载最新的版本，这里我下的是windows版本，下载安装包后按照提示完成安装即可。

**2.1.6 安装Android系统**

Android x86是为了方便Android系统在x86架构的CPU上运行而设计的。

Android x86 可以在[Android x86官网](http://www.android-x86.org/download)下载，这里我下载的是android-x86-4.0-RC2-eeepc版本。

在VirtualBox里安装Android x86 系统：

打开VirtualBox，点击新建，主要参数如下：

虚拟电脑名称：Android-4.0

系统类型：Linux

Linux版本：Linux 2.6 / 3.x (32bit)

虚拟内存大小：512MB

虚拟硬盘：8GB 动态分配

在虚拟机建好后，加载android-x86-4.0-RC2-eeepc.iso镜像，按照提示完成Android x86系统的安装。

**2.1.7 android系统的网络配置**

在虚拟机中安装好Android x86 系统后，要对虚拟机进行网络设置。为了方便移动，实体机笔记本主要接入的是无线网络，虚拟机要联网，需要采用共享的方式。在windows系统上添加设备。选择网络适配器中的Microsoft loopback Adapter设备，然后设置当前无线连接共享给该网络适配器。对虚拟机进行网络设置，主要参数如下：

连接方式：桥接网卡

界面名称：Microsoft Loopback Adapter

控制芯片：PCnet-FAST III (Am79C973)

混杂模式：拒绝

完成设置后，启动Android虚拟机，在终端输入 命令给网卡eth0动态分配IP地址。配置完IP地址后还要配置dns，查看实体机的网络属性的IPv4 DNS 服务器IP地址，

dhcpcd eth0

在android虚拟机的终端输入

setprop net.dns1 DNS服务器的IP地址

这样就配好了Android虚拟机的网络环境。

**2.2 其它工具**

由于JAVA不能对系统的底层进行操作，但其提供了Runtime.getRuntime.exec(String command)方法来获取系统的运行时环境并执行终端命令。由于Android系统底层是基于Linux内核的，所以其运行时环境就是Linux的终端，其可以执行shell命令，我们可以通过执行编译好的可执行程序来实现对底层的操作。

**2.2.1 Arpspoof**

Arpspoof是一个开源的ARP欺骗工具，是Linux环境下的可执行程序，要想在Android系统中运行这个命令，要先使用NDK进行交叉编译，通过adb工具把编译好的静态可执行文件复制到Android系统的/system/xbin目录下，具体方法如下

adb push arpspoof /system/xbin

adb shell chmod 777 /system/xbin/arpspoof

命令用法为：

arpspoof -i interface -t target host

-i参数：指定使用哪个网卡接口

-t参数：要欺骗的主机

host:要冒充的主机

**2.2.2 Tcpdump**

Tcpdump 是一个开源的抓包工具，要想在Android系统中运行这个命令，要先使用NDK进行交叉编译，通过adb工具把编译好的静态可执行文件复制到Android系统的/system/xbin目录下，具体方法如下

adb push tcpdump /system/xbin

adb shell chmod 777 /system/xbin/tcpdump

tcpdump -w fileName -s snaplen host target

-w参数：嗅探到的数据保存路径

-s参数：数据包的截取长度

Host参数：要截取数据的目标主机

命令的基本用法为：

1. **系统设计**

**3.1系统功能图**

主界面

扫描局域网

ARP防御

查看HTTP数据劫持历史

显示局域网存在的主机

断网攻击

数据嗅探

数据文件管理

详细查看数据

HTTP数据劫持

图3.1.1 系统功能图

上图3.1.1展示了系统的总体功能和功能之间的联系，主界面是应用程序的入口功能，它是应用程序启动后显示的第一个界面，在这个过程中初始化了一系列的常量和获取了Android系统的一些参数，该功能在第四章有详细的介绍。通过主界面可以启动其它三个功能，分别是ARP防御、扫描局域网和查看HTTP数据劫持历史。ARP防御功能是一个开关功能，用户可以选择关闭和开启，开启后可以防御其它主机冒充网关。扫描局域网功能和显示局域网中存在的主机是后面断网攻击、数据嗅探和HTTP数据劫持功能的基础，它主要是通过一直向局域网发送UDP报文来获取主机的响应，再通过读取本地ARP缓存来确定局域网中活跃的主机并获取它们的一些信息。断网攻击功能主要是对目标主机进行ARP投毒，使其找不到网关从而断网。数据嗅探功能是通过tcpdump可执行程序来截取目标主机的通信数据并保存到本地。HTTP数据劫持功能是对数据嗅探功能的过滤，截取的主要是HTTP通信数据。查看HTTP数据劫持历史功能是对HTTP数据劫持功能保存的数据进行管理和查看，它包括了对数据文件的管理和对某个数据文件的详细查看。

**3.2 系统界面设计**

**3.2.1 主界面**

启用ARP防御

查看HTTP数据劫持历史

扫描局域网

开关

**3.2.2 显示局域网中活动的主机**

IP：

MAC：

IP：

MAC：

局域网中的主机

**3.2.3 选择攻击方式**

断网攻击

数据嗅探

HTTP数据劫持

**3.2.4 攻击功能界面**

攻击方式

开关

**3.2.5 查看HTTP劫持历史**

文件名和日期

文件名和日期

数据项

数据项

数据的具体内容

**3.3 包图**

com.github.fdxxw.mitmstu.activity

com.github.fdxxw.mitmstu.entity

com.github.fdxxw.mitmstu.common

com.github.fdxxw.mitmstu.adapter

com.github.fdxxw.mitmstu.service

com.github.fdxxw.mitmstu.utils

图3.3.1 系统包结构

图3.3.1展示了系统的包组织结构，activity下主要放的是系统的图形活动界面的类，common下放的是通用的类，service下放的是服务类，entity下放的是javaBean类，utils下放的是通用工具类，adapter下放的是ListView需要的适配器类。

1. **组件和配置文件介绍**

**4.1 Android系统组件介绍**

**4.1.1 Activity组件**

Activity是应用程序组件，提供一个与用户交互的屏幕，是一个与用户交互的组件，用户可以编写一个继承Activity的类来完成某个界面的设计，通过setContentView(View)来设置屏幕的具体布局。我们可以为每一个Activity创建一个layout.xml的布局文件，我们可以在这个布局文件中添加我们想要的标签来设计主界面的交互元素和其样式。

**4.1.2 Service组件**

Service 也是Android系统中的组件，它不提供可视化的交互界面，是一个生命周期长运行在后台的服务组件，它可以无限的运行下去，除非调用stopService()方法来停止。用户可以编写继承于Service的类来实现自定义的后台服务，别的组件可以通过startService()和stopService()方法来启动和停止该服务。

**4.1.3 Intent 组件**

Intent虽然不是Android系统的大组件，但是它是连接Activity组件和Service组件的桥梁，是用来协调组件之间的交互和通讯，在本课题中Intent组件主要被用来从一个Activity屏幕跳到另一个屏幕，在一个Activity中启动一个Service以及在一个Service中启动另一个Service。

**4.1.4 Application 组件**

Application组件也是一个系统组件，它是Android应用程序的入口点，相当于Main函数，每一个Android应用程序在启动时都会创建一个Application对象，并且这个对象中的数据可以被应用中的所有对象使用，可以被用来保存公共的数据。本课题通过编写一个继承于Application的类AppContext来保存一些基础公共数据。

**4.2 项目配置**

**4.2.1 项目的目录结构**
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根目录：主要是Android项目的配置文件AndroidManifest.xml，包含一些类和权限的注册。

src目录：该目录下主要用来放置我们写的JAVA代码，系统的功能都是在这里实现的。

gen目录：存放R.java文件，是自动生成的，给项目中的每一个资源都生成一个独立的资源ID。

bin目录：该目录下主要是存放应用编译后的文件，包括打包后的\*.apk可安装的Android应用程序。

lib目录：该目录

res目录：该目录存放的是项目的资源文件，包括图片、字符串、动画、音频和一些XML文件。

这些资源都会在R.java文件中生成唯一资源ID，我们可以通过R.java来访问这些资源。

**4.2.2 res目录介绍**

![](data:image/png;base64,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)

drawable目录：该目录存放的主要是各种图片文件以及drawable类型的xml文件。

Layout目录：存放布局文件，每个Activity组件都可以设置布局，体现在用户可以看到的屏幕界面，用户可以与屏幕进行交互，比如用户点击某个按钮来触发某些计算和显示。

values目录：该目录下存放了比较多的资源，包括尺寸、字符串、样式、颜色和数组等资源。

这些资源

**4.2.3AndroidManifest.xml**

AndroidManifest.xml是Android项目的配置文件，在项目的根目录，项目中自定义的Activity和Service都必须在AndroidManifest.xml中用<activity>标签和<service>标签注册，项目中需要用到的权限比如网络权限、存储权限等，都必须在AndroidManifest.xml中用<uses-permission>标签来注册，在4.1.4中的Application组件也同样需要在AndroidManifest.xml中的<application>标签注册，这样应用程序才能正常的运行而不会报错。

1. **系统实现**

**5.1 运行shell命令的实现**

JAVA提供了一个获取系统运行环境且可以运行终端命令的方法，它就是Runtime.getRuntime().exec(command)，它返回一个进程，我们可以通过这个进程来获取输入流和输出流，具体代码片段如下：

Prccess process = Runtime.getRuntime().exec(command);

DataOutputStream os = new DataOutputStream(process.getOutputStream());

process.waitFor();

BufferedReader successResult = new BufferedReader(new InputStreamReader(process.getInputStream()));

BufferedReader errorResult = new BufferedReader(new InputStreamReader(process.getErrorStream()));

以上代码片段就是执行终端命令的过程，我们可以获取执行命令后的输入流来知道命令的执行情况，是正确执行还是执行错误。
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有下一个网卡?个

有下一个IP?

获取网卡的所有IP

获取IP

正确IPv4?

结束

NO

NO

结束

NO

图5.2.1 本机IP地址获取

**5.2 主界面的实现**

**5.2.1 程序入口Application实现**

入口类的基本参数

包：com.github.fdxxw.mitmstu.common

类名：AppContext

父类：Application

应用程序启动时需要初始化的参数

本机IP地址

本机MAC地址

本机使用的网卡名称

网关地址

网关MAC地址

子网掩码

系统的扩展存储路径

上图5.2.1展示了获取本机IP地址的算法过程，先遍历所有的网卡，再遍历每个网卡的IP地址，直到找到有效的IPv4地址。

本机MAC地址的获取：在获取有效的IP地址后可以返回对应的网卡，通过调用网卡NetworkInterface的getHardwareAddress()方法可以获取该网卡的MAC地址。

网卡名称：通过调用网卡NetworkInterface的getDisplayName()方法可以获取该网卡的名称，例如eth0。

网关地址的获取：在Android系统中，有一些初始化的配置文件，文件里面里面配置了开机设置的系统属性值，这些属性我们可以通过在终端执行getprop [key] 和setprop [key] [value]来获取和设置属性值。网关地址在key为dhcp.网卡名称.gateway中，我们可以通过执行终端命令getprop dhcp.网卡名称.gateway来获取网关的IP地址。

网关MAC地址的获取：在获取到网关的IP地址后，我们可以执行arp –a 来获取ARP缓存表并通过正则表达式来获取网关IP地址对应的网关MAC地址，代码片段如下：

String gatewayMac = null;

CommandResult result = ShellUtils.*execCommand*("arp -a " + *getGateway*(), false, true, true);

String[] msgs = result.successMsg.split("\\s");

for(String msg : msgs) {

if(msg.trim().matches("([A-Fa-f0-9]{2}:){5}[A-Fa-f0-9]{2}")) {

gatewayMac = msg;

break;

}

}

子网掩码的获取：子网掩码位数可以通过执行ip a 终端命令来获取网络信息，并通过本机IP地址来获取子网掩码位数，代码片段如下：

int maskBit = 0;

CommandResult result = ShellUtils.*execCommand*("ip a", false, true, true);

String successMsg = result.successMsg;

int start = successMsg.lastIndexOf(ip) + ip.length() + 1;

maskBit = Integer.*parseInt*(successMsg.substring(start, start + 2));

return maskBit;

在获取到子网掩码位数后，可以计算出子网的IP地址，代码片段如下：

int[] tempMask = {0,0,0,0}; //保存子网掩码地址

int times = maskBit/8; //多少个8位

int i = 0;

for(;i<times;i++) {

tempMask[i] = 255;

}

for(int j=1;j<=8;j++) {

if(j <= maskBit-times\*8) {

tempMask[i] += (int) Math.*pow*(2, 8-j); //2的多少次方

} else {

break;

}

}

系统扩展存储路径的获取：可以通过Android系统提供的方法Environment.getExternalStorageDirectory().toString() 来获取，Environment是一个提供访问环境变量的类，通过它可以获取一些系统参数。

**5.2.2 主界面MainActivity的实现**

主界面是在应用程序启动后用户看到的第一个界面，也是其它功能的入口，在本课题里主界面主要有三个触发事件，分别是启用ARP防御的开关、启动HTTP数据文件管理界面和启动扫描局域网功能并显示局域网界面，用到的UI组件有SwitchButton、Button和TextView，布局文件名为activity\_main.xml。

ARP防御功能的实现：

给SwitchButton添加开关改变的监听器，当用户点击时改变开关状态，我们通过开关的状态来实现具体的功能。

本课题实现ARP防御的原理是通过静态绑定网关的IP地址和MAC地址，在应用程序启动时，我们获取了局域网网关的IP地址和MAC地址，我们可以使用arp –s 网关IP 网关MAC 来静态绑定，这样网关IP地址对应的MAC地址就不会动态改变，从而其它主机发送的ARP应答报对本机无效，这样就防止了其它主机冒充网关。当开关开启时，执行arp –s 网关IP 网关MAC 命令来启用防护；当开关断开时，执行arp –d 网关IP地址 命令来取消静态绑定而关闭防护。流程图如下：

获取开关状态

开关打开?

YES

NO

执行arp –s 网关IP 网关MAC

结束

arp –d 网关IP地址

结束

图5.2.2ARP防御

启动HTTP数据文件管理界面和启动扫描局域网功能并显示局域网界面的实现：

一个界面要启动另一个界面，需要使用Activity组件的startActivity(Intent intent)方法，Intent组件作为参数用来完成两个界面间的通信，使用方法如下：

startActivity(new Intent(Context packageContext, Class<?> cls));

其中Context类型参数是当前Activity组件对象，cls参数是被启动的Activity组件的类属性。在这里我们给UI组件Button和TextView添加单击的监听事件，当用户点击某个UI组件时就会触发相应的事件，从而实现开启某些功能。Button组件开启的就是启动扫描局域网功能并显示局域网界面，通过startActivity(new Intent(MainActivity.this, HostsActivity.class));来启动。TextView组件开启的是HTTP数据文件管理界面，通过startActivity(new Intent(MainActivity.this, FileActivity.class));来启动。

**5.3 显示局域网主机HostsActivity的实现**

**5.3.1 扫描局域网功能的实现**

要获取局域网中活跃的主机，我们可以通过遍历子网下的所有IP地址，并向每一个IP地址发送数据报文，这样该子网下的所有IP-MAC地址映射都会保存在本地ARP缓存表中，我们可以定时读取ARP缓存表来获取活跃的主机信息。要实现这样的功能我们需要实现两个技术，第一个是向每个IP地址发送数据报文和读取动态读取ARP缓存表。

本应用发送数据报文采用的是发送UDP报文，UDP协议全称是用户数据报协议，是一种无连接不保证可靠的协议，工作在传输层上，由于UDP协议是无连接的，所以它具有资源消耗小，处理速度快的优点。JAVA中要发送UDP报文可以通过创建java.net.DatagramSocket类的对象来实现，其使用代码片段如下：

DatagramSocket socket = new DatagramSocket();

DatagramPacket packet = new DatagramPacket(message.getBytes(), message.length(), ip, 137);

socket.setSoTimeout(200);

socket.send(packet);

socket.close();

其中创建DatagramPacket类的对象来构造发送的数据包，第一个参数是数据的byte数组，第二个参数是数据的长度，第三个参数是接收数据包的目标主机IP地址，第四个参数是发送给目标主机的哪个端口。数据包构造好后，通过DatagramSocket类型的对象的send(packet)方法来发送报文，在发送之前可以通过setSoTimeout(200)来设置如果目标主机200毫秒都没有收到数据包就强制断开连接。

向子网发送UDP报文的算法流程图：

计算IP地址

还有下一个IP?

向指定IP发送UDP报文

结束

YES

NO

图5.3.1 发送UDP报文

在Android系统中ARP缓存表的内容会保存在/proc/net/arp文件里，我们可以读取该文件来获取IP-MAC地址映射记录，该文件的内容格式如下：

IP address HW type Flags HW address Mask Device

IP address 是主机的IPv4地址，HW type 是地址的硬件类型，Flags是arp 结构体定义的值，HW address 是IPv4地址对应的MAC地址，Device是网卡接口的名称。在读取文件时读取完一行就用这行正则表达式匹配字符串来获取每一项的内容，正则表达式如下：

"^([\\d]{1,3}\\.{3}[\\d]{1,3})\\s+([0-9-a-fx]+)\\s+([0-9-a-fx]+)\\s+([a-f0-9]{2}:{5}[a-f0-9]{2})\\s+([^\\s]+)\\s+(.+)$" 匹配之后需要判断Device项与本机使用的网卡接口名称相等且HW address不等于 00:00:00:00:00:00（无效地址，没有连接到局域网）才是有效的记录，如果IP地址项存在于先前读取的记录里面则不添加到结果中，算法流程图如5.3.2所示：
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NO

NO

NO
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图5.3.2 获取局域网活动主机

**5.3.2 HostsActivity的设计**

HostsActivity是显示当前局域网中活动主机的界面，使用的UI组件是ListView组件，ListView是一个列表显示的组件，可以显示多个具有共同性质的对象，在HostsActivity中对象是主机Host，其类的定义如下：

类名：LanHost

属性：IP地址、MAC地址

方法：属性的setter和getter方法

要把主机对象集合用ListView组件显示，需要建一个继承自BaseAdapter的类，我们定义该类如下：

类名：HostsAdapter

父类：BaseAdapter

属性：主机集合List<LanHost>、上下文Context

方法：重写父类BaseAdapter方法

在HostsAdapter类中getView方法是最主要的，其形式如下：

public View getView(int position, View convertView, ViewGroup parent) {}

position是该对象在集合中的索引，convertView是ListView组件中的每一个对象对应的View组件，我们需要为ListView组件中的对象集合中的每个对象设置统一的样式，convertView使用该样式来显示对象属性，ListView包含很多这样相同的convertView。往ListView中添加项可以通过如下代码

ListView hostListView = (ListView)findViewById(R.id.host\_listview);

List<LanHost> mHosts = new ArrayList<LanHost>();

HostAdapter hostAdapter = new HostsAdapter(mHosts, this);

hostListView.setAdapter(hostAdapter);

添加集合后，我们有时还要动态的添加和删除某个项，这时我们需要先修改对象集合，然后调用BaseAdapter的notifyDataSetChanged()方法来动态刷新ListView，添加一个显示主机项的代码片段如下：

mHosts.add(new LanHost());

hostAdapter.notifyDataSetChanged();

在动态显示局域网中活动的主机信息后，还要对每个主机信息项添加单击事件的监听，ListView组件提供了setOnItemClickListener(new OnItemClickListener(){})方法来实现监听每一个项的单击事件。事件触发后，需要把点击项对应的LanHost局域网主机对象赋给公用AppContext的目标主机引用，并通过startActivity(Intent intent)方法来启动攻击方式选择界面，代码如下：

public void onItemClick(AdapterView<?> parent, View view, int position, long id) {

LanHost target = (LanHost)parent.getItemAtPosition(position);

AppContext.setTarget(target);

startActivity(new Intent(HostsActivity.this, MitmActivity.class));

}

**5.4 MitmActivity 攻击方式选择界面的实现**

本界面主要是显示三种攻击方式给用户，有断网攻击、数据嗅探和HTTP数据劫持，用到的UI组件只有TextView组件，添加了单击事件监听，用户点击某个功能就会启动相应的攻击方式界面，这三个功能启动的对应界面如下：

断网攻击：BrokenNetworkActivity

数据嗅探：SniffActivity

HTTP数据劫持：HijackActivity

在启动某个攻击界面时，应当先判断原来该攻击有没有启动，如果原来启动过，应该先关闭在重新打开，这样可以保证一段时间内只有一个目标主机被攻击，从而不会发生线程过多和次序乱掉。

**5.5 断网攻击的实现**

**5.5.1 ArpService的实现**

Service是Android的服务组件，用来后台执行某些任务，在本应用中ArpService是一个运行在后台持续向目标主机发送伪ARP应答报文的服务。由于JAVA提供了系统运行环境的获取方法，本应用采用了通过JAVA来执行linux版本的可执行程序arpspoof来欺骗目标主机，具体算法流程图如下：

执行arpspoof命令

开启arp欺骗服务?

关闭arpspoof进程

关闭服务

结束

等待其它组件通信

YES
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图5.5.1 arp欺骗服务

上图5.5.1是arp欺骗服务开启的基本流程，开始时等待其它组件对该服务发送启动或停止信号，当为启动信号时开启欺骗服务并等待关闭信号，当接收到关闭停止信号时关闭arpspoof在终端的进程并关闭服务。断网攻击用到了arpspoof -i [网卡接口名称] -t [目标主机IP地址] [网关IPv4地址] 命令，关闭arpspoof进程用到了killall arpspoof 命令。在执行完攻击命令后不应该把终端进程关掉，这样可以一直向目标主机发送伪造的ARP报文。执行完关闭攻击程序的命令后，应该在执行exit命令来把当前终端进程关闭，这样可以释放占用的资源。

**5.5.2 BrokenNetworkActivity断网攻击界面的实现**

BrokenNetworkActivity界面主要用到了两个UI组件，分别是TextView和SwitchButton。TextView组件用来显示被攻击目标主机的IP地址和MAC地址，这样可以直观的显示被攻击主机的信息。SwitchButton组件需要添加开关改变的监听事件，当开关打开时启动arp欺骗服务，断开时关闭arp欺骗服务，流程图如图5.5.2所示。

开关改变

获取开关状态
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图5.5.2 arp欺骗服务的开启

上图5.5.2描述了监听开关的过程，当开关变化时会触发我们预先设定好的事件，先获取开关的状态，如果是开的则启动服务，否则关闭服务。

**5.6 数据嗅探的实现**

**5.6.1 SniffService数据嗅探服务的实现**

数据嗅探服务是运行在后台并秘密的截获目标主机与外界的通信数据，它继承于ArpService并实现了一些自己的功能，主要添加有以下功能：

1. 开启IP转发：arp欺骗服务只是告诉了被攻击的目标主机我是网关，但是没有开启转发功能。目标主机把数据发送给本机，本机没有开启转发，不能把被攻击主机的数据发往外网，目标主机就不能上网，这和数据嗅探功能不符，所以要开启IP转发功能。Android系统底层是linux系统，所以其开启IP转发和在linux下一样。IP转发默认是不开启的，其配置文件是在/proc/sys/net/ipv4/ip\_forward 和 /proc/sys/net/ipv6/conf/all/forwarding 分别代表的是IPv4和IPv6。文件中的内容可以为0和1，为0时表示不开启IP转发，不能转发收到的数据包，为1时表示开启了IP转发，本机就像一个路由器一样可以转发数据包。在开启IP转发后，还要设置防火墙来真正的开启，iptables是linux下非常强大的防火墙命令。开启IP转发的命令格式如下：

"iptables -t nat -F",

"iptables -F",

"iptables -X",

"iptables -P FORWARD ACCEPT"

其中-t参数表示对哪个表操作， -F参数表示清空规则链上的规则，“iptables -t nat -F”表示清空nat表的所有规则，-X参数表示删除用户添加的规则链。 -P 参数表示设置默认策略的，有DROP和ACCEPT两种，分别是默认关和默认开。FORWARD是网络数据包经服务器路由策略，相当于数据包转发，“iptables -P FORWARD ACCEPT”表示网络数据包转发策略默认打开，这样就完成了转发的开启。

1. 抓包：通过tcpdump命令来抓取目标主机与外界的网络通信数据包，如果没有对目标主机进行ARP欺骗则我们不能抓取目标主机的所有通信数据，只有对目标主机欺骗告诉它本机是网关并欺骗网关告诉它本机是目标主机，这样目标主机和外界的通信数据都会流过本机从而被秘密地截取到。数据嗅探功能就是把目标主机与外界的通信数据截取并保存为pcap格式的文件，用到的终端命令如下：

tcpdump –w filename host target

其中finename 是数据文件要保存的路径和文件名，target是目标主机的IP地址。数据嗅探服务的流程图如下图所示：

欺骗目标主机本机是网关

开启数据嗅探服务?

关闭arpspoof和tcpdump进程

关闭服务

结束

等待其它组件通信

YES

NO

图5.6.1数据嗅探服务

欺骗网关本机是目标主机

Tcpdump抓包

上图显示了数据嗅探服务内部的运行基本流程，先等待其它组件的通信，当获取到启动信号时启动数据嗅探服务，关闭信号时关闭服务。服务启动时先分别向目标主机和网关发送伪造的ARP应答报文来告诉目标主机我是网关和告诉网关我是目标主机，然后执行tcpdump的抓包命令来秘密的截取数据。关闭服务前要先把arpspoof和tcpdump命令的进程关闭，这样是为了保证程序的可靠性，不能让程序表面上看来服务已经关闭，实际上还有终端命令在系统中运行，既能释放系统资源又能提高效率和可靠性。

**5.6.2 SniffActivity数据嗅探界面的实现**

SniffActivity界面同样用到了两个UI组件，分别是TextView和SwitchButton。TextView组件用来显示被攻击目标主机的IP地址和MAC地址，这样可以直观的显示被攻击主机的信息。SwitchButton组件需要添加开关改变的监听事件，当开关打开时启动数据嗅探服务，断开时关闭数据嗅探服务。

**5.7 HTTP数据劫持的实现**

**5.7.1 ProxyService数据劫持服务的实现**

HTTP数据劫持服务是在数据嗅探服务上对数据进行过滤处理并保存HTTP数据的后台服务。它把数据嗅探服务的tcpdump命令改变了，改成只截取目标主机与外界的HTTP通信数据，命令形式如下：

tcpdump –A –s 0 –n ‘host target and tcp and (tcp[20:2]=0x4745 or tcp[20:2]=0x4854)'

其中-A参数表示以ASCII输出到控制台；-s表示单个数据包截取多长，为0表示全部截取；-n参数表示禁用域名解析，我们只要IP地址；host参数表示要抓取的目标主机；tcp表示只抓取tcp协议的数据，tcp[20:2]=0x4745表示HTTP GET请求方法，tcp[20:2]=0x4854表示HTTP POST请求方法；这样我们就可以获取目标主机的HTTP中的GET和POST请求的数据包，并获取控制台的输出流来对数据进行解析。在对数据包进行解析时，我们应该先定义好数据包的数据结构，HTPP数据包的数据结构定义如下：

|  |  |  |  |
| --- | --- | --- | --- |
| 类名 | 字段 | 类型 | 描述 |
| HttpPacket | time | String | 数据包发送时间、源IP以及目的IP信息 |
| path | String | HTTP请求路径 |
| paths | Set<String> | 该域名下的HTTP请求路径集合 |
| method | String | HTTP请求方法 |
| host | String | HTTP请求域名 |
| connection | String | HTTP通信长时间的处理 |
| user\_agent | String | 客户端浏览器信息 |
| accept\_encoding | String | 浏览器支持的编码类型 |
| accept\_language | String | 浏览器支持的语言 |
| accept\_charset | String | 浏览器支持的字符集 |
| cookie | String | 浏览器的cookie |

表5.7.1 HTTP数据结构

上表是HTTP数据的数据结构，在定义好数据结构后，我们按行读取tcpdump命令的输出流并通过正则表达式来知道是哪个字段的信息，每个数据包通过正则匹配time信息来分割开，下面是一些字段的正则匹配表达式：

|  |  |
| --- | --- |
| 字段 | 正则表达式 |
| time | "^(\\d{2}:){2}\\d{2}\\.(.\*?)" |
| path | "(.\*?)(GET|POST)(.\*?)HTTP/1.1(.\*?)" |
| host | "^(Host:).\*?" |
| connection | "^(Connection:).\*?" |
| user\_agent | "^(User-Agent:).\*?" |
| accept\_encoding | "^(Accept-Encoding:).\*?" |
| accept\_language | "^(Accept-Language:).\*?" |
| accept\_charset | "^(Accept-Charset:).\*?" |
| cookie | "^(Cookie:).\*?" |

表5.7.2 HTTP字段对应的正则表达式

上表5.7.2展示了通过正则表达式来区分并获取HTTP数据的一些字段信息，其中最重要的信息就是cookie信息，cookie里保存了用户浏览网页时保存的重要信息。在对数据的保存上，我采用了JSON文件的保存方式，JSON是一种轻量级的数据交换格式并且不受开发语言的限制，它的层次分明，易于理解和观看，能够存储所有的数据类型，采用Key-Value的存储方式方便了存储和查找。在对JSON处理库的选择上，我选择了阿里的fastjson处理库，fastjson在对JSON的解析处理上速度快且能够支持多种JAVA类型，比如List和Map。下图展示了HTTP数据劫持服务内部的基本流程：
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图5.7.1 HTTP数据劫持服务
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**5.7.2 HijackActivity HTTP数据劫持界面的设计**

HijackActivity界面同样用到了两个UI组件，分别是TextView和SwitchButton。TextView组件除了被用来显示被攻击目标主机的IP地址和MAC地址外，还实时的显示了tcpdump命令的控制台输出结果，可以实时的了解捕获了什么信息。SwitchButton组件需要添加开关改变的监听事件，当开关打开时启动HTTP数据劫持服务，断开时关闭HTTP数据劫持服务。

**5.8 HTTP数据劫持历史管理的实现**

**5.8.1 FileActivity 数据文件管理界面的实现**

FileActivity是对保存到本地的JSON格式的文件进行管理的界面，主要功能就是删除文件和打开查看具体文件内容的界面。用到了ListView组件，与HostsActivity类似同样需要定义项的公用样式、实体类和adapter适配器，具体如下：

|  |  |  |  |
| --- | --- | --- | --- |
| 类名 | 字段 | 数据类型 | 描述 |
| DataFile | filename | String | JSON文件名 |
| saveDate | Date | 文件保存时间 |

表5.8.1 数据文件定义

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 类名 | 父类 | 字段 | 数据类型 | 描述 |
| FileAdapter | BaseAdapter | mFileList | List<DataFile> | 数据文件对象集合 |
| mContext | Context | 上下文 |

表5.8.2文件适配器定义

在完成上面两个类的定义后就是读取默认目录下的JSON格式文件并通过ListView展示出来，具体算法流程图如下图5.8.1 所示。

开始先获取存储目录下的所有文件和文件夹，然后遍历文件对象集合，只要当前文件对象不是文件夹且文件后缀为.json则把当前文件对象加入的结果集合中，直到遍历完文件对象集合。获取到文件结果集合后，把文件集合添加到FileAdapter中并获取FileAdapter对象，在把FileAdapter放到ListView组件对象中就可以在界面上显示所有后缀为json的文件信息了。显示文件后给ListView添加对所有项的单击事件来启动查看某个文件具体内容的界面。还添加了长按事件来弹出确认框询问用户是否删除该文件，用户点击是则删除文件，点击否则不删除，算法流程图如图5.8.2 所示。
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**5.8.2 HijackHistory 历史记录查看界面的实现**

本界面由文件管理界面FileActivity启动，用户在文件管理界面点击某项来启动HijackHistory界面并通过Intent组件把相应的文件信息传递给HijackHistory，在HijackHistory初始化时通过对文件的读取并用fastjson来对读取的内容进行解析成List<HttpPacket>对象，再把HttpPacket对象集合放到ListView组件中就可以以Host来分割文件中的数据并显示。流程图如下所示：

接受到文件信息

读取文件内容

解析成集合对象

结束

放到ListView组件中

图5.8.3 文件内容读取

**5.8.3 LookHistory查看具体信息界面的实现**

本界面由HijackHistory中用户单击某项来启动，只用到了TextView这一个组件，主要就是把截取到目标主机对某个域名访问的HTTP请求信息显示出来。

1. **系统测试**

**6.1 系统测试环境**

在测试本Android应用时，采用的是在VirtualBox虚拟机中安装Android x86系统的方式来搭建测试环境，安装的系统必须是root过且添加了arpspoof和tcpdump命令，我们约定攻击主机为attacker，被攻击目标主机为target。

**6.2 系统测试流程**

在对系统的所有功能测试过程中，需要按照一定的顺序来执行，应为有的功能是在其他功能完成后才能看到效果的，测试的流程图如下所示：
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图6.2.1 测试流程

攻击方式选择界面测试

**6.3 测试用例**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 用例ID | 用例名称 | 测试目的 | 测试环境 | 前提条件 | 测试步骤 | 预期结果 |
| MITMSTU-1 | 主界面测试 | 测试应用启动是否正常，主界面是否正常显示 | VirtualBox  下Android-  x86 虚拟机 | 系统已连接网络 | 1、启动系统  2、配置好网络环境  3、点击应用图标，启动应用 | 应用不会闪退，界面正常显示 |
| MITMSTU-2 | 扫描局域网测试 | 测试扫描局域网功能和显示局域网活动主机信息功能是否正常 | Android x86虚拟机 | 主界面能够正常显示，系统已root | 1、启动应用  2、单击“扫描局域网”按钮 | 单击“扫描局域网按钮”后跳到显示主机界面并显示一些主机信息 |
| MITMSTU-3 | 攻击方式选择界面测试 | 测试攻击方式选择界面是否正常显示，是否显示三个攻击方式 | Android x86虚拟机 | 扫描局域网功能正常 | 1、单击显示主机信息界面中的一个项 | 能够跳到攻击方式选择界面并正常显示三个攻击方式 |
| MITMSTU-4 | 断网攻击测试 | 测试断网功能是否能用 | Android x86虚拟机 | 攻击方式选择界面正常 | 1、在attacker主机单击攻击方式选择界面中的“断网攻击”  2、在target主机终端执行ping百度  3、在attacker主机上开启断网攻击功能  4、在target主机终端再ping百度 | 能够跳到断网攻击界面，target主机第一次能够ping通百度，第二次不能ping通百度 |
| MITMSTU-5 | 数据嗅探测试 | 测试数据嗅探功能是否能用 | Android x86虚拟机 | 攻击方式选择界面正常 | 1、在attacker主机单击攻击方式选择界面的“数据嗅探”  2、在attacker主机上开启数据嗅探功能  3、使用target主机上网  4、在attacker主机上关闭数据嗅探功能  5、在attacker主机上查看默认目录下是否有.pcap文件 | 能够跳到数据嗅探界面，在开启“数据嗅探”功能后target主机任然可以上网，关闭“数据嗅探”功能后，在默认目录下可以看到新的.pcap文件 |
| MITMSTU-6 | HTTP数据劫持测试 | 测试HTTP数据劫持功能是否可用 | Android x86虚拟机 | 攻击方式选择界面正常 | 1、在attacker主机单击攻击方式选择界面的“数据嗅探”  2、在attacker主机上开启HTTP数据劫持功能  3、使用target主机上网  4、在attacker主机上关闭HTTP数据劫持功能  5、在attacker主机上查看默认目录下是否有.json文件 | 能够跳到HTTP数据劫持界面，在开启HTTP数据劫持功能后target主机任然可以上网，关闭HTTP数据劫持功能后，在默认目录下可以看到新的.json文件 |
| MITMSTU-7 | HTTP数据劫持历史管理测试 | 测试HTTP数据劫持历史管理功能是否正常可用 | Android x86虚拟机 | 主界面正常启动 | 1、在attacker主机主界面上单击HTTP数据劫持历史项  2、在文件管理界面长按文件项，并做删除和取消两个操作  3、在文件管理界面单击文件项  4、在显示文件内容界面单击域数据包项 | 能够显示默认目录下的.json文件信息。删除操作可以删除文件，取消操作无任何变化。单击文件项可以正常列出该文件内容并以host分割。单击数据包项可以显示具体信息。 |
| MITMSTU-8 | ARP防御功能测试 | 测试ARP防御功能是否可用 | Android x86 | 主界面正常启动 | 1、在target主机上启用ARP防御功能  2、在attacker主机上启用断网攻击功能  3、在target主机上网 | Target主机任然可以上网。 |

**6.4 测试结果**

根据测试用例对应用进行测试，在测试过程中有好多功能都没能够正常运行，在对每个功能进行debug打断点查看应用运行步骤的方式下，对每个功能都进行的修复并进行多次测试，最后所有的功能基本都可以正常运行。

**结束语**

对课题《安卓中间人攻击的研究与实现》的研究，是我第一次独立的完成一个软件项目，在软件的开发和测试当中学到了很多原来没有接触到知识，对大学四年学到的知识有了升华和凝练。在实现过程中碰到了很多从来没有接触到的问题，有对新知识的不熟悉、搭建测试环境的难题和对逻辑处理等方面的问题。在解决这些问题的过程中，让我学会了用什么方式才能高效快速的解决问题，比如先要明确问题是什么和什么原因导致的，然后可以从问题的源头来解决或者换个思路来实现某个功能。独立完成一个完整的项目对我的综合能力也有了大幅度的提高，同时学会了合理的分配时间以及约束自己的习惯，这几个月来是我进步最快的时间。

最后，感谢路老师对我毕设的悉心指导，同时也感谢大学四年来所有老师对我的栽培和关怀。
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