**FTP匿名登录或弱口令漏洞及服务加固**

# FTP匿名登录

## 漏洞描述：

FTP弱口令或匿名登录一般是指开启了FTP的用户设置了匿名登录功能，或系统口令的长度太短或者复杂度不够，仅包含数字，或仅包含字母等，容易被黑客攻击上传文件或更严重的入侵行为。

## 漏洞危害：

黑客利用弱口令或匿名登录直接登录FTP服务，上传恶意文件，从而获取系统权限或造成数据泄露。

## 修复方案：

不同的FTP服务软件，FTP服务的守护程序不一样，本修复方案以Windows server 2008 下使用系统自带的FTP服务和Linux下的vsftpd服务为例，为FTP服务进行加固

重要提示：

请确保FTP服务软件为官方最新版本，同时建议您不定期关注官方发布的补丁，并尽快更新补丁。

强烈建议不要将此类型服务开放在互联网外，您可以使用[VPN](https://market.aliyun.com/products/56820014?spm=5176.8142029.388261.238.7Am2Yw#ymk=%7B%22pageIndex%22:1,%22pageSize%22:10,%22saleMode%22:0,%22categoryId%22:56812015%7D)安全接入手段链接到文件类型的服务器端，同时使用[安全组](https://help.aliyun.com/document_detail/25475.html?spm=5176.doc25470.6.204.SlE11A) 控制访问源IP。