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## 背景

随着互联网的普及和网络应用的快速发展，网络应用的风险也日益凸显。越来越多的网络应用系统对安全提出了要求，数字证书安全应用方案（PKI安全）是当前网络应用中最理想的整体安全解决方案，可以解决身份认证、数据安全、电子签名等各方面的安全需求。

平安医药团队自主研发的药品xx平台，具有招投标、在线合同等业务模块，客户是面向医疗机构和药企，对安全性要求非常高，客户在平台上的操作需要经过严格的身份验证，同时平台的电子合同需要符合国家电子签名法的有关规定，故需要接入CA方案。

## 目标

对各大厂商的产品从技术指标和商务指标进行评估，其中技术指标包括整体方案、功能特性、可靠性、兼容性等维度评估，最终选用一家成熟的CA机构，能够满足xx项目对身份认证的业务流程：CA登录、招投标信息加解密、在线合同签章等。

## 产品简介

中国[金融](https://baike.baidu.com/item/%E9%87%91%E8%9E%8D/860" \t "_blank)认证中心（China Financial Certification Authority，简称CFCA）是经中国人民银行和国家信息安全管理机构批准成立的国家级权威安全认证机构，是国家重要的金融信息安全基础设施之一。在《中华人民共和国电子签名法》颁布后，CFCA成为首批获得电子认证服务许可的电子认证服务机构之一。

## 整体方案

详见文档*《平安医疗在线招投标及采购平台解决方案.pdf》*

## 功能特性

**CFCA产品体系如下：**

* **RA系统**：必选产品，用于向CA申请数字证书，并导入UKEY
* **无纸化签章系统**：必选产品，用于完成电子签章及PDF电子合同生成
* **UKEY**：必选产品，作为各参与方数字证书载体
* **证书应用工具包**：必选产品，通过证书应用工具包可调用UKEY中数字证书签名及加解密
* **加密机**：必选，平台方使用加密机对投标文件二次加解密
* **网银助手**：可选产品，解决投标人及采购方由于电脑配置，无法完成相关操作问题，一键修复操作系统及浏览器配置

详细功能参考：*《CFCA产品功能列表.docx》*

## 性能

### 接口性能

### 加解密性能

### 签章性能

详细功能参考：*《CFCA无纸化电子印章系统性能测试报告.doc》*

## 可靠性&安全

官方描述：CFCA机房具有两地三中心，含同城灾备、异地灾备中心保证服务的高可用性。CA机房供电采用双回路且自备发电机，CA机房故障自动切换对用户透明无感。同时对外服务满足高可靠性，满足单机构600+TPS服务（可扩容）。CFCA数字认证系统CA的服务可用性连续3年超过99.99%。

提供7\*24小时运维自动化服务，每个系统，有明确的角色定义和责任划分，以便能快速、准确地定位问题原因，并及时地进行修复和处理。建立了流程化的故障处理机制和跟踪记录，确保能够高效处理故障并实现故障记录的可追踪。监控人员和运维工程师负责7\*24的系统运维监控，当发生异常情况时，确保能第一时间处理故障。

**服务端使用硬件加密机：**

加密机通过硬件实现SM2，和通过软算法实现，理论上计算结果是一样的，主要存在的问题在于安全性。  
 第一是密钥的使用和保护，如果你通过软算法实现，密钥必然要保存在你的PC或者服务器上，如何能够安全地保存是个问题。  
 第二是计算过程，用软算法实现必然要在服务器内存中进行加解密计算，这也是存在安全隐患的。而加密机实现的话，可以认为是个安全的计算环境，不容易被窃取。  
 第三是SM2算法计算中需要随机数参与，而随机数的随机性一般也是要靠硬件噪声源保证的，这也需要加密机内置的噪声源芯片。

## 兼容性&易用性

### 浏览器兼容性

支持IE，Edge, chrome, firefox。低版本的IE 不支持websocket，但可以使用COM方式调用，接口形式一样。(高版本中间件支持)。

详见*《CFCA兼容性测试.xlsx》*

### 易用性

* SDK接口文档不够齐全、不够专业；
* 没有具体改造方案，集成、改造较为复杂；
* 经常出现卡顿现象；

## 市场情况

**唯一拥有金融行业数字证书案例千家以上企业：**

客户包括人民银行、中国工商银行、中国农业银行、中国建设银行、民生银行、交通银行、招商银行、中信银行、浦发银行、光大银行、平安银行、广发银行、兴业银行等共2300余家银行客户。以及上千家非银行客户，包括国家电网、北京市国税局、中国华能集团、海尔、中远集团、中国南方航空公司、苏宁电器、清华同方等。目前证券行业客户包括招商证券、海通证券、东方证券、长城国瑞证券等。

**资质优势：**

* CFCA证书入根全球五大证书库（中国唯一）
* 唯一经过监管机构认可的解决方案
* 最丰富的数字签名鉴定经验、最全面的司法鉴定服务

## 报价方案

共计6个产品，必选产品5个，一次性费用35万，企业证书+UKEY共104元/年，系统维护费2万元/年；

详见*《平安医疗在线招投标及平台报价函.pdf》*

## 评估结论