1.Data link layer

Nama penyerangan:Arp poisoning atau dikenal dengan nama lain Arp spoofing

Penyerangan terhadap:A(Availability)

Deskripsi penyerangan: Sebuah penyerangan yang mengacaukan jaringan user,mengintip data frame dalam jaringan user,memanipulasi traffic atau memberhentikan traffic atau routing.

Counter measure/prevent:menset arp static pada komputer

2.Session layer

Nama penyerangan :Dos(Denial of Service)

Penyerangan terhadap:A(Availability)

Deskripsi penyerangan:Sebuah penyerangan terhadap suatu layanan sehingga layanan macet atau serangan yang membuat jaringan tidak dapat diakses.

Counter measure/prevent:Auntentikasi,enkripsi,firewall,availability(ketersediaan)