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| **1. 实验步骤以及cmd命令结果分析**  连接手机热点，笔记本电脑的IPv6协议，关闭IPv4协议，如下：      在命令行上敲入：ipconfig -all，得到如下信息    我们一起分析一下这些地址。首先是IPv6地址：2408:8409:1900:936b:c1ba:9a09:a4b9:2154，根据地址首部2408可以得知，这是一个全球单播IPv6地址。这意味着它可以用于在全球范围内唯一标识一个设备，并进行网络通信。而临时IPv6地址为2408:8409:1900:936b:eca8:c4d6:c189:df，它是隐私地址，会定期更换，主要用于外出通信时保护隐私，避免被跟踪。而链路本地地址为fe80::8d07:9caf:314b:9530%3，这个地址主要用于路由器或者同网络内的其余用户通信。而默认网关fe80::5031:4ff:fe31:1047%3，则为路由器的地址。  在cmd命令下，使用nslookup命令对[www.bupt.edu.cn进行DNS](http://www.bupt.edu.cn进行DNS)解析，如下：    可以看到，这个回应是从我们的本地DNS服务器传来的，它告诉我们这个网站的真实名称为vn46.bupt.edu.cn，并且传来了这个网站的IPv6地址和IPv4地址。    对北邮官网的ipv6地址进行ping操作，并截图记录：      然后对北邮官网的IPv6地址进行tracert操作，加上参数-d，截图记录；    tracert 命令用于追踪从源设备到目标地址之间的路由路径，显示每个跃点（即通过的路由器或其他网络设备）的延迟。从上图可以看出，一共经过了17个跃点，我们成功到达了目标地址。  第一个跃点，这是从源设备到第一个路由器的跃点，这个响应是最快的。第2、3这两个跃点没有响应，表示请求超时，这可能是路由器配置禁止 ICMP 回应或者网络防火墙阻止。第3到第4跃点，延迟时间是91ms和70ms，延迟较高，可能是因为网络较为阻塞。在第8个跃点之后，设备逐渐接近目标地址。每个跃点的延迟相对较低，表明网络路径在这些节点之间是相对稳定和快速的。  我们从这17个跃点信息里，可以得到从源设备到目标 IPv6 地址 2001:da8:215:4038::161 的路径 tracert 过程。    最后对此网站的IPv6进行ping操作，加上-l 3000，记录：    加上-l 3000表示每个 ping 请求的数据包大小为 3000 字节，可以用来检测网络在处理大数据包时的性能。每个请求的响应时间分别为 174ms、239ms、221ms 和 138ms。数据包发送了 4 个，全部接收，没有丢失，说明网络连接稳定，没有丢包现象。  查看本机各个接口的链路MTU:netsh interface ipv6 show subinterfaces    可以看到，WLAN接口的MTU为1400。  **2. wireshark抓包分析**  **2.1 nslookup包**  在过滤器中输入ipv6 and dns and dns.qry.type==28，查看nslookup的包，如下。    具体信息如下所示：    我们从IPv6层、UDP层和DNS层分别分析：  IPv6层：  版本：6（IPv6）  流量类别：0x00（默认服务类别）  流标签：0xa839a  有效载荷长度：41 字节  下一个头部：17（UDP）  跳限制：254  源地址：2408:8409:1900:936b:eca8:c4d6:c189:df  目的地址：2408:8409:1900:936b::51  UDP层：  源端口：63219  目的端口：53  长度：41 字节  校验和：0x26a2（未验证）  数据流索引：2  时间戳：有  DNS层：  事务 ID：0x0003  标志：0x0100（标准查询）  问题数：1  回答数：0  授权资源记录数：0  附加资源记录数：0  这个包的回复包信息如下：    事务 ID：0x0003。这个事务 ID 用于匹配请求和响应。  标志：0x8180。0x8180 表示这是一个标准查询响应，没有错误。  问题数：1，表示在请求中有一个查询问题。  回答数：2，表示响应中有两个回答资源记录（RR）。  授权资源记录数：0，表示没有授权资源记录。  附加资源记录数：0，表示没有附加资源记录。  查询部分，查询域名：www.bupt.edu.cn  类型：AAAA，类：IN（Internet）  回答部分  第一个回答资源记录：  域名：www.bupt.edu.cn  类型：CNAME（Canonical Name）  类：IN（Internet）  别名：vn46.bupt.edu.cn  第二个回答资源记录：  域名：vn46.bupt.edu.cn  类型：AAAA（IPv6 地址）  类：IN（Internet）  地址：2001:da8:215:4038::161  其他信息  请求 ID：7  表示该响应对应请求包中的第 7 帧。  响应时间：0.025924000 秒  表示从发送请求到收到响应所用的时间。  **2.2 ping**  我们在过滤器中输入：  ipv6 and icmpv6 and (icmpv6.type==128 or icmpv6.type ==129)  就可以过滤出ping的请求包和ping的回应包。其中，ping的请求包icmpv6的类型为128，而回应包的icmpv6的类型为129。如下：    我们抓出No.128和No.129这一对请求-回应报文进行分析。    ICMPv6 层  Type: 128，表示这是一个Echo Request（ping 请求）报文。  Code: 0，表示没有子类型。  Checksum: 报文的校验和，用于错误检测，这里是0x9b3a，校验正确。  Identifier: 标识符，用于匹配请求和回复，这里是0x0001。  Sequence: 序列号，用于匹配请求和回复，这里是1。  Response In: 129，表示响应的帧号。  Data: 报文携带的数据部分，这里是32字节。  No.129报文信息如下：    Type 是 129，表示这是一个 ICMPv6 Echo Reply（ping 回复）报文。  Code 是 0，表示没有子类型。  此处的校验和值为 0x9a3a，表示校验正确。  Identifier 是 0x0001，与对应的请求相匹配。  Sequence 是 1，也与对应的请求相匹配。  指示此回复是响应于哪个类型的请求，这里是 128，表示响应于 Echo (ping) request。  响应时间，表示从发送 Echo Request 到接收 Echo Reply 的时间，这里是 296.045 毫秒。  数据字段，携带了一串十六进制编码的数据，长度为 32 字节。    这个 ICMPv6 Echo Reply 报文是对之前发送的 ICMPv6 Echo Request 报文的响应。它表示目标主机已收到了请求并且成功地进行了响应。响应时间给出了往返时间的一个部分，指示了从发送请求到接收响应的时间。  **2.3 tracert**  下面这些报文是我在tracert命令时收到的报文    我们来看一下No.225这个包：  源地址：2408:8409:1900:936b:eca8:c4d6:c189  目的地址：2001:da8:215:4038::161  版本：6  流量类：0x00 (DSCP: CS0, ECN: Not-ECT)  流标签：0x00000  负载长度：72  下一头部：ICMPv6 (58)  跳限：1  ICMPv6  类型：Echo (ping) request (128)  代码：0  校验和：0x45ba (正确)  标识符：0x0001  序列号：5  数据（64字节）  由于 Hop Limit 设置为1，这通常意味着这是用于路由跟踪（traceroute）的ICMP Echo请求包。traceroute工具通过发送一系列的ICMP Echo请求包，每个包的跳限（TTL或Hop Limit）值逐渐增加，从1开始，依次递增。每个中间路由器在转发包时都会减少跳限值，并在跳限值减为0时返回一个ICMP "Time Exceeded"消息。因此，这个报文符合用于traceroute操作的典型模式。  我们再看一下No.226这个出错的报文：    这个报文是一个 ICMPv6 "Time Exceeded" (时间超时) 消息，它通常出现在 traceroute 的过程中。当一个数据包的 Hop Limit (跳限制) 达到零时，路由器会丢弃该包并返回一个 "Time Exceeded" 消息给发送者。具体来说，报文信息如下：  ICMPv6 报头 (ICMPv6 Header)  类型 (Type): Time Exceeded (3) – 时间超时  代码 (Code): 0 (hop limit exceeded in transit) – 跳数限制在传输中超出  校验和 (Checksum): 0x4552 (正确)  保留字段 (Reserved): 00000000  嵌入的原始 IPv6 报头 (Embedded Original IPv6 Header)  源地址 (Source Address): 2408:8409:1900:936b:eca8:c4d6  目的地址 (Destination Address): 2001:da8:215:4038::161  版本 (Version): 6  流量类别 (Traffic Class): 0x00 (DSCP: CS0, ECN: Not-ECT)  流标签 (Flow Label): 0x00000  有效载荷长度 (Payload Length): 72 字节  下一个报头 (Next Header): ICMPv6 (58)  跳数限制 (Hop Limit): 1  嵌入的原始 ICMPv6 报头 (Embedded Original ICMPv6 Header)  类型 (Type): Echo (ping) request (128) - 回显请求 (ping)  代码 (Code): 0  校验和 (Checksum): 0x45ba (未验证) [在 ICMP 错误包中]  标识符 (Identifier): 0x0001  序列号 (Sequence): 5  数据 (Data): 64 字节  解释：这个报文是一个 ICMPv6 "Time Exceeded" 消息，表明一个发往 2001:da8:215:4038::161 的 ICMPv6 Echo 请求 (ping) 包由于 Hop Limit 到达 0 而被路由器丢弃。源地址 2408:8409:1900:936b:eca8:c4d6:c189:df 发送了一个 ICMPv6 Echo 请求 (ping) 包给目的地址 2001:da8:215:4038::161，Hop Limit 设置为 1。当这个包经过地址 2408:8409:1900:936b::51 的路由器时，Hop Limit 减为 0，该路由器丢弃了这个包并返回一个 ICMPv6 "Time Exceeded" 消息给发送者。这个 "Time Exceeded" 消息的源地址为 2408:8409:1900:936b::51，目的地址为 2408:8409:1900:936b:eca8:c4d6:c189:df。  **2.4 ping -l**  我们输入过滤条件：data.len ==3000 来查看数据字段带有3000个字节的ping包，如下所示：    将过滤条件改为ipv6，我们查看533到535这个包    IPv6 报头 (Internet Protocol Version 6)  源 IP 地址 (Source IP Address): 2408:8409:1900:936b:eca8:c4d6:c189:df  目标 IP 地址 (Destination IP Address): 2001:da8:215:4038::161  版本 (Version): 6  流量类别 (Traffic Class): 0x00 (DSCP: CS0, ECN: Not-ECT)  流标签 (Flow Label): 0x00000  有效载荷长度 (Payload Length): 1360 字节  下一个报头 (Next Header): Fragment Header for IPv6 (44)  跳数限制 (Hop Limit): 64  IPv6 分片报头 (Fragment Header for IPv6)  下一个报头 (Next header): ICMPv6 (58)  保留字节 (Reserved octet): 0x00  偏移量 (Offset): 0 (0 bytes)  更多分片 (More Fragments): 是 ，说明它后面还有其他的同一帧的报文。  标识符 (Identification): 0xaf5c45e1  数据部分 (Data)  长度 (Length): 1352 字节  该报文是一个IPv6分片报文，表示一个较大的IPv6报文被分片传输。这里的分片偏移量是0，表示这是第一个分片。标识符 0xaf5c45e1 用于识别属于同一个原始报文的所有分片。因为“更多分片”位设置为1，这表示还有后续的分片。  对于535这个报文，详细信息如下：    IPv6 分片报头 (Fragment Header for IPv6)  下一个报头 (Next header): ICMPv6 (58)  保留字节 (Reserved octet): 0x00  偏移量 (Offset): 338 (2704 字节)  更多分片 (More Fragments): 否 (No)  标识符 (Identification): 0xaf5c45e1  ICMPv6 报头 (Internet Control Message Protocol v6)  类型 (Type): Echo (ping) request (128)  代码 (Code): 0  校验和 (Checksum): 0x11e0 (正确)  标识符 (Identifier): 0x0001  序列号 (Sequence): 58  该报文是一个IPv6分片报文的最后一个分片，偏移量为338，没有更多的分片。这是一个ICMPv6的Echo请求，用于进行Ping操作。标识符为0x0001，序列号为58。通过分析这个报文，可以确定它是一个ICMPv6 Echo请求报文，用于Ping操作，包含了3000字节的数据。 | | | | |
| 分析与思考 | | | | |
| 在本次实验中，我通过使用不同的网络命令（ping、nslookup、tracert -d、ping -l 3000）以及Wireshark工具进行了ICMPv6报文的抓包分析。通过观察和分析抓取到的报文，我对ICMPv6协议有了更深入的理解，并学会了如何分析和解释这些报文。通过观察和分析ICMPv6报文的各个字段，我了解了报文的结构和含义，包括类型、代码、校验和、标识符、序列号等重要字段的作用。  我理解了不同类型报文的作用，比如Echo Request 、Echo Reply、Time Exceeded、Fragment Header for IPv6等。  Echo Request 用于测试网络连接是否正常以及目标主机是否可达，发送者向目标主机发送 Echo 请求报文，目标主机收到后会返回 Echo Reply 报文，表示连接正常。；Echo Reply用于回复 Echo 请求报文，确认目标主机的可达性目标主机收到 Echo 请求报文后，会发送 Echo Reply 报文作为回应，其中携带与请求中相同的标识符和序列号。Time Exceeded用于指示数据包在转发过程中被丢弃，因为其生存时间超过了指定的最大跳数（TTL）。路由器在转发数据包时，如果生存时间（TTL）减至0，则会将其丢弃并发送 Time Exceeded 报文给数据包的源主机。而Fragment Header for IPv6用于在 IPv6 报文中进行分片，将过大的报文分割成多个较小的报文传输。当 IPv6 报文超过链路最大传输单元（MTU）时，源主机会将报文分片，并在每个分片中添加 Fragment Header，以便目标主机重组原始报文。 | | | | |