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|  |  |  |  |
| --- | --- | --- | --- |
| 学号：202000130143 | 姓名： 郑凯饶 | | 班级： 2020级1班 |
| 实验题目：Wireshark HTTP | | | |
| 实验学时：2 | | 实验日期： 3.8 | |
| 实验目的：  使用Wireshark调查协议，探索HTTP协议包括基本GET/response通信、HTTP报文格式、取回大型HTML文件、取回包含嵌入式对象的HTML文件以及HTTP认证和安全。 | | | |
| 硬件环境：  Dell Latitude 5411  Intel(R) Core(TM) i5-10400H CPU @ 2.60GHz(8GPUs),~2.6GHz | | | |
| 软件环境：  Windows 10 家庭中文版64位（10.0，版本18363）  Wireshark-win64-3.6.2 | | | |
| 实验步骤与内容：   1. 问题： 2. 浏览器运行的HTTP版本？服务器？ 3. 你的浏览器可以接受的语言。 4. IP地址。 5. 服务器返回的状态码。 6. 取回的HTML文件上一次在服务器端修改的时间。 7. 文件的内容占多少字节？ 8. 有哪些headers未在包列表窗口展示？ 9. 第一次从你的浏览器发出的GET请求是否包含“IF-MODIFIED-SINCE”字段？ 10. 第一次服务器是否返回文件内容？ 11. 第二次GET请求是否包含“IF-MODIFIED-SINCE”字段？具体内容？ 12. 第二次服务器返回文件内容？ 13. 发出多少次GET请求？哪一个包包含GET请求请求Bill or Rights？ 14. 哪一个包响应了上述请求？ 15. 返回的状态码。 16. 共有多少个TCP数据段返回HTTP response以及Bill or Rights文本？ 17. 发出多少次GET请求？向哪些网络地址发送？ 18. 你的浏览器是串行还是并行地下载两张图片？ 19. 服务器对最初HTTP请求的响应。 20. 浏览器何时发出第二次GET请求，包含了哪些新字段？ 21. 阐述基本方法   使用过滤器，查看指定报文信息。   1. 实验结果展示与分析   1. 浏览器运行的HTTP版本？服务器？  均为HTTP 1.1；  2. 你的浏览器可以接受的语言。  zh-CN,zh,q=0.8,en,q=0.9;  3. IP地址。  我的IP：172.25.188.178;服务器：128.119.245.12;  4. 服务器返回的状态码。  状态码为304;  5. 取回的HTML文件上一次在服务器端修改的时间。  最后一次的修改时间：Tue, 08 Mar 2022 06:59:01 GMT；  6. 文件的内容占多少字节？  293;  7. 有哪些headers未在包列表窗口展示？  Cache-Control，User-Agent，Accept-Encoding；  8. 第一次从你的浏览器发出的GET请求是否包含“IF-MODIFIED-SINCE”字段？  第一次请求不会有；  9. 第一次服务器是否返回文件内容？  第一次返回，之后没有返回，返回文件内容的话会有File Data字段，以及Line-based text data字段，下面就是文件内容；  10. 第二次GET请求是否包含“IF-MODIFIED-SINCE”字段？具体内容？  第二次请求有，并且显示的时间是第一次返回Last-Modified字段中的时间；  11. 第二次服务器返回文件内容？  第二次的状态码为304，表示Not Modified，即请求文件未修改。因此它也并未发送文件，而是指示浏览器加载上次返回的文件；  C:\Users\DELL\Documents\Tencent Files\1076802156\FileRecv\MobileFile\Image\RIT`U5Q3)NC}55H(EF%$%1X.png  12. 发出多少次GET请求？哪一个包包含GET请求请求Bill or Rights？  只有1个，第3个；  13. 哪一个包响应了上述请求？  第8个；  14. 返回的状态码。  200，OK；  15. 共有多少个TCP数据段返回HTTP response以及Bill or Rights文本？  3个TCP段；  C:\Users\DELL\Documents\Tencent Files\1076802156\FileRecv\MobileFile\Image\C2F)PS2@R{N%WMME4N3`YD2.png  16. 发出多少次GET请求？向哪些网络地址发送？  3个http请求，前两个请求128.119.245.12，后面一个178.79.137.164；  17. 你的浏览器是串行还是并行地下载两张图片？  应该是串行下载，下载完成一张图片之后再请求下一张；  C:\Users\DELL\Documents\Tencent Files\1076802156\FileRecv\MobileFile\Image\UCRM]EE}I_1QH2GL45{P3_I.png  18. 服务器对最初HTTP请求的响应。  401（Unauthorized）；  19. 浏览器何时发出第二次GET请求，包含了哪些新字段？  新增Authorization字段，附上账号信息；  C:\Users\DELL\Documents\Tencent Files\1076802156\FileRecv\MobileFile\Image\I`2Q`39[ZWK5HX24F}MJ63L.png | | | |
| 结论分析与体会：  这次实验了解了HTTP协议的基本内容。观察了HTTP GET请求及及其响应过程，还有在大型文件、网页包含嵌入式对象和安全认证的情形下数据如何传输。希望继续了解其他协议。 | | | |